QlikView

Server/Publisher

Reference Manual

Version 10.0 for Microsoft Windows®
First Edition, Lund, Siveden, October 2010
Authored by QlikTech International AB PJB/CEN



Copyright © 1994-2010 Qlik®Tech International AB, Sweden.

Under international copyright laws, neither the documentation nor the software may
be copied, photocopied, reproduced, translated or reduced to any electronic medium
or machine-readable form, inwhole or in part, without the prior written permission of
QlikTech International AB, except in the manner described in the software agree-
ment.

Qlik®Tech and Qlik®View are registered trademarks of QlikTech International AB.

Microsoft, MS-DOS, Windows, Windows NT, Windows 2000, Windows Server
2003, Windows Server 2008, Windows XP, Windows Vista, SQL Server, Excdl,
Access, Visual Basic, Internet Explorer, Internet Information Server, Visual C++,
Visual Studio and MS Query are trademarks of Microsoft Corporation.

IBM, AS/400 and PowerPC are trademarks of International Business Machines Cor-
poration.

Firefox is atrademark of the Mozilla Foundation.
Apple, iPhone, iPod Touch, Safari and MacOS is atrademark of Apple Corporation.
BlackBerry isatrademark of Research In Motion.



CONTENT

PART |: QLIKVIEW SERVER/PUBLISHER

1 INTRODUCTION ..evvtuurnnnrnnnnnnnnnnnnnsnnnnnnsnnnnsnnnssnnssnsssnssneesneesesnneeeeeeeeees 11
1.1 BefOre YOU BEGIN ..ot e 11
1.2 QliKTech SUPPOIT SENVICES ......coeiuiieirieieree e 12
1.3 CONVENLIONS ...ttt ettt s b e bbbt 12
1.4 About ThISMENUEL ......ccoiiiiiiiee e s 13
1.5What'sNew in QIIKVIEW 10 .....ccoeeeiirrieieierinieeesesesie e 13
1.6 Migration CONSIAErations ..........cccevereereeierienene e 17
2 SETUP ittt ettt 19
2.1 System REQUITEMENLS .......covirereeieeeiere et es s sae e see e 19
2.2 Upgrading QlIKVIEW SEIVES .......ccooiiiiiiiieeeeeeese e 21
2.3 Upgrading QlikView PUbliSher ... 23
2.4 Installing QIIKVIEW SEIVES .....c.ooiiiiiieiieeereeere e 23
2.5 Completing the INStallation ...........cccoeirinininiee e 27
3 QLIKVIEW WEB SERVER ...iiiiiiiiiiiiiii e e e et e e et e e e e aan e eaan 31
3.1 Qlikview ACCESSPOINT .....cceeiiiece e 31
3.2 Starting the QlikView built-in web Server .........cccooeevveve v 33
3.3 Configuring the QlikView Web Service ......cccocevvvveevvvceeccseseceeiee 34
3.4 The QlikView Server StatuS Page .......cccceveeierieeiieseceese e seeseesie s 41

PART Il: QLIKVIEW MANAGEMENT CONSOLE

O [N = Yo 016 [ T ] N 45
(= 10 (0] Y/ S 45
D ST ATUS i 47
6 USER DOCUMENTS outiiuiiitiiiiiiieeee e e e e e e e e e et e et e e e s e eaaeen 49
6.1 SEIVEN SELIINGS ..cueiveneeiirieieterieere ettt et 50
(SN0 11 g o g = (o] o [T 52
6.3 DocuUMENt INFOIMEBLION ...oeieeeie ettt e e s s s 54
(SR L= [0 "o [T 55
6.5 DOCUMENT CALS oottt et e bt e s s sare e e 57



7 SOURCE DOCUMENTS ..tttitniteetenetneenseaetaeetsesssssssssrnsensenrensssnesnsnns 59

A R O = (== S PSS 60
2 5 = L0 TSR 61
7.3 StatiC DIStITDULION ...t 65
7.4 DynamicC DistriDULION .......cooeirieiriiiiece e 68
7.5 Static Distribution with ReAUCEION ........oovevveieieeccecce e 70
7.6 Dynamic Distribution with RedUCtion ... 72
7.7 Personal dOCUMENES ......ccovieieieieiieieeeeerestesie e ssesseseesnens 72
8 QLIKVIEW SERVER SETTINGS ..ciivtieiiiiieiitieeitiee et ee et e eeteeenneesnnaes 75
S 00 o] o PSS 75
8.2 PEIfOIMAENCE ....ceeeveeeeeeeeiesie sttt nnen 76
8.3 LOUGING .vveeerieeuerieieritiert ettt bttt ettt et 78
8.4 SECUIMLY oottt e 79
ST I SR 80
9 QLIKVIEW PUBLISHER SETTINGS ..tuiiiiiiiiitieeitieeeieeetieeeeteeenneesans 83
L0 LICENSES ..iitiiiiiieeie ettt e e e e e e e e e e 85

11 INTRODUCTION Luuittititiit ettt et et e s e s e e e ea e eb e e et s b eaeans 89
2R 7 U 1T 91
J2. 1 TASKS weieeeieeeeeie st eetee sttt e st e e s ae e e s e e e e s st e e s saeeesbeessabeessssaeessrenesabeesans 91
J2.2 SEIVICES ittt sttt st e s s s te s s be s saae s sbe s sstessbessabessbessnenenes 93
12.3 QVS SEALISLICS ...veveereirieieereere ettt et st st sre e s beenresreenne e 94
G B 10 Yol W11 [ =1V T 97
13.1 SOUrCE DOCUMENTS ....cvveieeiitieiie ettt eeitee s e sibe e s eabaa e s s s arreeaseeae 97
13.2 USEr DOCUMENLS ....evviieei ittt sbere e s s sbrae e s s s e saareea s e e 119
I O S = 1 T 129
14.2 USer ManagemENT ........cocuieeerieeeerie et se e sre e e e e 129
14.2 Section AcCess Management .........coceeevererienieneneeresesese e 132
SIS 2 I =1 Y 137

PART IV: QLIKVIEW SERVER




16 SECURITY SET-UP .euiiiiiiiiiiiiiiiiiee e e ettt a e e eae e e e e e e aeeees 201
16.1 Communication ENCryPtioN .......ccceevnenenenneneseseee s 201
16.2 File System Security 0N SEIVEY ........cocverrennenesereee e 201
16.3 File System Security vs. QlikView Section Access Security ............ 205
16.4 Security CONfigUIaioNS ........c.eeerueereninieresieresiesese st 205
16.5 SUPErVISION ACCOUNES ...c.eeveieiiieiirietesieie et 210
17 FUNCTIONAL ARCHITECTURE ...iiiieiiiiiiitiiianeeeeeeeeeetiti e e e e aeeeeennens 211
17.1 QlikView Server — Client CommuniCation ..........ccccoeveeriereneeseeenne 211
17.2 QlIKView Server TUNNEL ..o 215
18 LOGGING .oiiiiiiii e e eaaas 219
18.1 Logging from QIIKVIew SErver ... 219
18.2 The SESSION 100 ...ervereiiiieie et e 219
18.3 The PerformanCe 10g .......c.coeeeieiinene e 221
18.4 ThE EVENL IO ...eiueieiriiriieiesie et e 223
18.5 ThE AUt LOQG ..eoeeueeeeeeienierie ettt 224
19 LICENSING ootuiiiiie ittt e e e e e e e e e e e e e e eaaas 225
19.1 Client Access LicenseS (CALS) ..vvvevvieereieesesieeiesie e sveeee e 225
19.2 TYPES Of CALS oottt sttt ee e s nee s 225
19.3 Combining different types of CALS ....ccccveeeveveereceee e 226
194 LIiCONSE LEASE ...oveviiiieieie ettt et 227
19.5 ClIUSLEr LICENSING ...oveiveeiicieeieceesie st seesee e te st e e nae e sne e e 227
19.6 TESE LICENSE «.veveveiete ettt sttt st sttt 227
19.7 Editions of QIIKVIEW SEIVEN ......cccevvieeieieese st 228
20 REPOSITORY FOR SHARED OBJECTS ..cuvvuiiiiiieeiieeiiriiinnaeeeeaeneenenns 231
20.1 Types of Objects Available for Sharing .........ccccceveeveiv e, 231
20.2 Settings Required for Server ObJeCtS ......cccoovveeveveececeecceee e, 231
21 DOCUMENT METADATA SERVICE (DMS) ...oovvviiiiiiiiiiiiieeeeee 235
22 LOAD SHARING (CLUSTERING) ...euvvvuuernneennnnnnnenennnnnnsnnnnnnnnennneeeeess 239
22.1 Setting UP @ CIUSEEr ....ocvieeeee e 240
PART V: QLIKVIEW PUBLISHER
23 POST INSTALLATION SETTINGS ieiiieiiiitiuiieeeaereeeiiriiinaaeeeaeeeeennens 245
23.1 Ingtallation on aSingle Maching ..........cccccerinenenenenene e 245
23.2 Ingtallation on Multiple Machings ...........ccccevreneneneneseiee e 245
23.3 INStallationN OVEIVIEW .......cceieeieeieiirierie e 245



24 PUBLISHER UPGRADE TOOL cuuiiiiiiiiiiiieieeeee e et e e eee e e eneeans 247

24.1UPGIAAING ..ecveeeeeieiirieeireeeeseee bbb 247
24.2 Reloading afile from the command [ine ..., 251
25 LOAD SHARING (CLUSTERING) ..ieeiiveviiiiiiiiieeeeereeeninnnnnsseeeseeseennnns 253
25.1 QlikView Distribution SErVICE .......ccoceeeeeeireninenesee e 253
25.2 Directory Service CONNECLOL .........coovveereeereeerieerieieseereseeeseeeseesenens 254
26 DETAILED TECHNICAL VIEW .oouiiiiiiiiice ettt 255
26.1 AUt LOGGING .veveeiieiereeeeererie st sbe e s se e s 255
26.2 Document AdMINISLIALOrS ......covereeeeeeeeeeiene e e 256
26.3 Configuration FilES ........coooiiiiieieeeee e 256
26.4 Triggering EDX Enabled Tasks .......cccceerirenenieneneneeenesesesienie e 259
27 SECTION ACCESS otiiiiiiiiiiiee ettt e e e e a e 263
27.1 Authorization Management .........cccoveeceveeieseeeseeee e s 263
27.2 Important notices and Troubleshooting ........c.cccveeveeverereeiene e, 264
27.3 SSL on QlikView PUblisher ... 265

PART VI: CLIENTS

28 SUMMARY OF QLIKVIEW CLIENTS ..iiiiiiiiiiiiieeeeiieeiiriinnneeeeeeeeenenns 269
29 QLIKVIEW IE PLUG-IN ..o 271
29.1 PIUG-IN CHENE .o 271
29.2 Collaboration - Shared ODJECES ........cccvveireirieirereee s 272
29.3 Deployment of QVA fOF 1E ..o 274
29.4 Customizing settingsfor QVA for [E ......cocceeeeveeveve e 274

30 QLIKX - PUBLISHING SEPARATE SHEET OBJECTS FROM THE QVA FOR
IE PLUG-IN CLIENT 275

30.1 Technical description of the QlikX concept .......cccvveveveriercenerenenn 275
30.2 LIMILBEIONS ..veeeveeeieeetereete ettt sttt st s s seene e 275
30.3 GEttiNg It tOWOIK ..ot 275
30.4 QlikView Page Generator for QIIKX ........cccvevvvrierivrereeienierieseseenies 276
30.5 Capahilities, differences and limitations .........cccccceeeveevnivniereseniene 278
30.6 Complete SAMPIE PAGE ...evvrveeereeeeeeere e 279
31 QLIKVIEW INSTALLED WINDOWS CLIENTS ..ccvniiiiiieiiiieeeieeeiieeeennn, 281
31.1 Locally installed Windows Client ..........cccveeverninnenncneeneeeees 281
312 OPEN N SEIVEN ..ottt 281
32 THE QLIKVIEW AJAX ZERO-FOOTPRINT CLIENT (ZFC) ............... 285



B2 L GENETAl ettt ettt et e s s ba e e e aaeesaans 285

32.2 QlikView Page Generator for AJAX ZFC ......ooooveineenenerieenieeens 286
32.3 Collaboration - Shared ODJECES ........ccovveereirieireree s 288
32.4 DOCUMENE REPOSITONY ....veevieeiierieirieeeie et 291
32.5 Capabilities, differences and limitations .........cccccceeevevnieniennsennne 293
32.6 ASP timeouts for very large QlikView documents ..........cccceceveeene. 295
APPENDIX
THE DIRECTORY SERVICE PROVIDER......c.oiviiiiiiiceeiceieeeee e 299
A.1 The Directory Service Provider Interface ... 299
A.2 Configurable ODBC ........coiviirieirieerieees et 301
SNIMP e 303
How TO ACTIVATE SSL FOR SERVICES IN WINDOWS............... 307
GLOSSARY ittt ettt e e e e e e 311
DEPLOYING MSI PACKAGES WITH GROUP POLICIES.................. 313






PART I: QLIKVIEW SERVER/
PUBLISHER




10



INTRODUCTION

1 INTRODUCTION

1.1 Before You Begin

This documentation provides the necessary steps to complete the install ation of the
QlikView Server, test your installation, and share your QlikView documents. The
documentation also describes how to configure and monitor QlikView Server
through the Management Console, how to connect to QlikView Server and its docu-
ments through different clients, and how to set up and maintain document manage-
ment and distribution through Publisher.

QlikView Server
QlikView Server provides a platform for hosting, and sharing QlikView
information over the Internet/Intranet. QlikView Server istightly integrated
with QlikView to deliver a seamless suite of data analysis technology to end
users. The server component of QlikView Server is the centerpiece of this
technology, supplying arobust, centrally managed, QlikView document
community, connecting multiple users, client types, documents, and objects
within a secure and safe environment.

QlikView Publisher
QlikView Publisher is a member of the QlikView product family that man-
ages content and access. By presenting your end-users with up-to-date infor-
mation and letting you manage your QlikView documentsin a powerful way,
QlikView Publisher is avaluable addition to the QlikView suite.

QlikView Publisher distributes data stored in QlikView documents to users
within and outside the organization. By reducing data, each user can be pre-
sented with the information that concerns him/her. The QlikView Publisher
service and user interface are now fully integrated into QlikView Server and
the QlikView Management Console (QMC).

QlikView Clients

There are multiple client types available to connect to QlikView Server.
Thereistheinstalled Windows client - QlikView. Thereisan ActiveX Inter-
net Explorer plug-in client which can also be implemented as either afull or
object based client (Internet Explorer Client — QVA for |E - and QlikX
Objects Client) for analysisin an Internet Explorer browser. Thereisan
AJAX Zero-Footprint Client (ZFC) that provides QlikView Objects support
in astandard browser without requiring client sideinstallation. Nothing apart
from a standard web browser needs to be installed on the client machine.

QlikView Server/Publisher 11



1.2

In addition to the standard clients, QlikView Server 9 will support mobile
clients, including iPhone and i Touch, along with support for many popular
smart phones utilizing Java Mobile Edition (Java ME).

With the installed QlikView (exe) clients and the QVA for |E ActiveX plug-
in client, whole QlikView documents can be shown with complete sheet lay-
out and more or less 100% fidelity to how the document would look if
opened asaloca qvw filein QlikView. All clients, except the mobile clients,
can be used to create and maintain new sheet objectsthat can be shared with
other users of the document throught QlikView Server.

The QlikView Objects Clients (QlikX, and AJAX) are based on the concept
of placing individual sheet objects from a QlikView document in an HTML
environment. This gives the web designer the freedom of placing single
objectsin arbitrary places on aweb site and integrating them with text and
other HTML code. The basic HTML code to display these objectsin any of
the object clients can be automatically generated through QlikView.

QlikTech Support Services

Contact usif you need product support, additional training or consultation concern-
ing application development. Please consult our homepage for current information on
how to get in touch with our support services. You will find us at:

http:/mwww.qglikview.com

QlikTech International Headquarters

QlikTech International Phone: +1 (888)-828-9768
150 N. Radnor Chester Road Fax: 610-975-5987

Suite E220

Radnor, PA 19087

USA

For other locations please visit our home page (see above).

1.3 Conventions

Style coding

12

In this documentation all menu commands and dialog options are shown in
Arial bold. All file names and paths are shown in Courier Bold. Sample
codeisshownin Courier and Courier Bold.
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1.4 About This Manual

This manual describes QlikView Server and QlikView Publisher version 10.0. The
content of both the software as well as the manual may change without prior notice.

1.5 What's New in QlikView 10

Ajax client improvements
Apart from the new layout features listed above, a number of Ajax specific
features have been added:

Ajax performance
Several measures have been taken to improve the performance of
the Ajax client. Most notably the Ajax client’s communication with
QlikView Server is now asynchronous, just like it iswhen using
QlikView Desktop or the QlikView Plug-in client. This means that
you do not have to wait for the entire layout to be updated after a
selection, but can continue clicking e.g. in list boxes while heavy
charts are till calculating. The result isaperception of considerable
performance increase.

Ul upgrades
A number of graphical upgrades have been added to the Ajax client,
e.g. the sheet tab row.

Extension objects
Viaanew simple APl it is now possible to write plug-in extension
sheet objects for integrated display in QlikView layouts (worksin
the Ajax client and web view only). The extensions build on a
QlikView chart object and may be written in any modern web lan-
guage, e.g. Flash, Silverlight, JavaScript etc.

Session disconnect button
A disconnect button has been added in the Ajax client. With thisa
user can actively disconnect from a session, thereby releasing server
resources.

Session recovery
There is now a setting on QlikView Server enabling intelligent ses-
sion recovery for Ajax and mobile clients. When this setting is used,
the current selection state for each user will be saved when asession
isended and re-applied the next time the same user reconnectsto the
same document. Thisfeatureis currently “all or nothing”, meaning
that it affects all users and al documents on a server.

QlikView Server/Publisher 13



Server Components
Management APIs
In order to enable new integration options for enterprise customers
and OEM partners, new management APIsfor QlikView Server and
Publisher have been developed. Thelong-term ambition isto expose
the full management capability. The APIs are exposed viaaweb ser-
vice to the new unified management console.

User Management
A new high-level tab in the enterprise management console pro-
vides aunified view of all sett-ings, listed by users across your
entire QlikView deployment. From this view it is also possible to
change the settings for e.g. user CALSs, distributions and documents.

Document Administrator
A QlikView administrator can now del egate the responsibility for
managing tasks to one or more selected users. The QlikView admin-
istrator can also set limitations to where the document administrator
isallowed to distribute a document. Read more on page 256.

Section Access Management
The QlikView Enterprise Management Console now provides the
functionality to create, manage and store tables that can be used to
defineauthorization in Section Accessin QlikView documents. This
feature consists of three parts:

The creation, management and storing of the actual tables which are
all handled by QEMC.

The created tables are accessed from the QlikView load script using
aload statement that |oads from an http address. A command in the
script editor facilitates the creation of a script snippet containing this
load statement.

This feature will require a Publisher license. Learn more on
page 263.

Improved Document Lists
The QlikView Server will only show documents to which the user
has NTFS permissions. In QlikView 10 the document lists will be
filtered further: If a document has Section Access, the server will
now only show the document to usersthat also are listed in the Sec-
tion Access.

Directory Service Provider for Configurable LDAP
A new Directory Service Provider has been added to make it possi-
ble to connect to any LDAP directory service. The user is given the

14
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possibility to configure the DSP so that it suits the particular LDAP
Directory Service. It isimportant to know, though, that QlikView
only provides the functionality to extract user information from the
Directory Service; any authorization needed against it has to be han-
dled separately. Learn more on page 170.

Directory Service Provider for ODBC
A new Directory Service Provider has been added to make it possi-
ble to connect to any database using ODBC instead. Learn more on
page 168.

Multiple Events Trigger
In addition to the existing triggers which operate with OR logic
when combined, we have added a new trigger with the possibility to
combine the other triggers with AND logic. Read more on page 64
in the QMC and page 115 in the QEMC.

Copy/Paste Tasks and Import Task
In order to improve the usability when having an enterprise environ-
ment we have now implemented the possibility to copy and paste
tasks and the possibility to import tasks from another Publisher
installation. Read more on page 97 and page 97.

QlikView Server CPU Throttling
In order to control how much CPU the QlikView Serverisusingitis
possible to set a CPU throttling threshold. If the CPU usage gets
above this value the CPU priority is set to lower than normal and
when the CPU usage goes back below thisvauethe priority isset to
higher than normal. The setting is found on page 146.

Granular Server Objects Permissions
On adocument level it is possible to specify if no, al, or alist of
selected users should be allowed to create Server objects. Learn
more on page 125.

Browsable Mount Check Box
The browsable mount check box is now respected in Access Point.

For cases where the Access Point should list the documents, but the
“Openin Server” in QlikView Desktop or QlikView Plug-in should
not, another check box, “Respect browsable mounts’, has been
added to the Access Point settings.

Notification E-mail
It is possible to send a notification e-mail after distribution. Please
note that thereis not yet any way of optimizing the sending: there
will be one mail for each task that hasthe notifi-cation e-mail option
Set.

QlikView Server/Publisher 15
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Audit logging
Selection of values, sheet activation, usage of bookmarks and
reports, clearing of a specific object, clear all and downloads for a
specific user can now be logged for the QlikView Server. In
QlikView Publisher, all changes to tasks and some changes to the
settings can be logged. Read more about Server logging on
page 224 and Publisher logging on page 255.

Minor changes
File modification date is shown in Access Point.
Possibility to sort filesin Access Point on file modification date.

“Mobile clients’ is now treated as one of several possible clients, which
gives the possihility to specify that adocument should be e.g. visible only to
mobile clients, or invisible to mobile clients.

Possibility to make shared objects visible to anonymous users.

Possibility to connect to the QlikView Distribution Service and to the Direc-
tory Services Connector using a user name.

PDF distribution to folder.
Possibility to use bookmarks as reduction rules.

Version 10 will provide two new documented APIs in addition to the Core
COM API. The documentation of these APIsis till awork in progress and
not yet available. Documentation updates including samples are scheduled
for the Release Candidate version.

COM API
This APl will continue to be documented within a QlikView Docu-
ment.

QlikView Server Management API
The QlikView Server exposes aweb service using WSDL. Docu-
mentation will be provided in html format.

QlikView JavaScript API
The new JavaScript API isaclient-side API for use with the Work-
bench or the standard QlikView Ajax client. This APl isalso for use
with the development of QlikView Extension objects. Documenta-
tion will be provided in html format.
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1.6 Migration Considerations

The following considerations apply when migrating QlikView Server from version
9.x to version 10.x, and within 10.x where applicable.

Installation of QlikView Server now reguires a reboot of the Operating System for
proper operation.

The QlikView AccessPoint is nhow the default start page for QlikView Server. The
legacy sample pages are still available, but AccessPoint isthe recommended portal
for all accessto QlikView documents.

The old Management Consoles for QlikView Server and Publisher have been com-
pletely replaced by the new QlikView Management Console. You must start the
QMC in order to register alicense for the QV'S, unless you aready have avalid
license on the computer running the QV'S.

The AJAX client has undergone major restructuring and extension. AJAX pages no
longer need to be pre-generated as in previous versions. This also means that the
URL s to invoke a document with the AJAX client have changed.

Anti aliasing on fontsis no longer available

There are no known issues when using a 10.00 server with earlier clients (7.52 and

later). When using a 10.00 client against an 8.50 server (or earlier) the usage of the
Home feature causes an error. Proper client-server compatibility with versions prior
to v7.52 cannot be guaranteed.

QlikView has acommon file format for versions 7, 8, 9 and 10.

Windows 2000 is no longer an officially supported host operating system. However,
in some cases the QlikView Desktop may still work just fine.

QlikView Server/Publisher 17
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2 SETUP

2.1 System Requirements

In order to successfully install and run the QlikView Server/Publisher, the following
basi ¢ requirements must be met by the system:

Hardware and Software

1 GHz (x86 processor) or 1.4 GHz (x64 processor). 2 GHz or faster, with
several cores/processors recommended.

QlikView Server will use the color settings of the Windows server where it
runs when sending charts and other graphicsto the client. For best results,
the color palette on the Windows server should be set to at least 65,536 col-
ors (16 bit).

amouse or an equivalent pointing device supported by Microsoft Windows.
(optional) aDVD drive for DVD-based install media only.
ahard disk with at least 450 MB of free disk space.

1 GB RAM minimum on x86 systems and 4GB minimum on X64 systems.
The server’s capacity to publish QlikView documents and the number of
users who concurrently can connect to it are strongly related to the amount
of RAM available.

An http server for providing AJAX ZFC solutionsto end users (e.g. MS
Internet Information Services (11S) or the built-in QVWebServer). Microsoft
I1S or the built-in web server is required when using tunneling, external
authentication or NT security with the AJAX Zero-Footprint client.

TCP/IP Network.
Microsoft .NET 3.5.

Actual requirements will vary, based on system configurations. It is recom-
mended that you work with your local QlikView representative to configure
an appropriate hardware platform for your QlikView Server/Publisher
reguirements.

Microsoft Internet Explorer 7 and later, Firefox 3 or Google Chrome to use
QlikView Management Console.

Supported Operating Systems

Microsoft® Windows Server 2003 ™ including x64 Edition

QlikView Server/Publisher 19



. Microsoft® Windows Server 2008 ™ including x64 Edition

. Microsoft® Windows XP™ including x64 Edition*
. Microsoft® Windows Vista™ including x64 Edition*
. Microsoft® Windows 7 including x64 Edition*

* Recommended for development and testing purposes only.

Database requirements and recommendations for QlikView
Publisher
The database in QlikView Publisher can be either a Microsoft SQL Server or
an XML repository that requires no preinstalled software.

The supported versions of Microsoft SQL Server are SQL Server 2000, SQL
2005 or SQL 2008. If you have a Microsoft SQL Server already set up we
recommend using that. The XML repository is sufficient for most installa-
tions when it comes to performance.

If you do not have a Microsoft SQL Server available we recommend that
you start with an XML repository installation and upgrade to Microsoft SQL
Server if the performance isinsufficient. It is possible to migrate al datain
the database between XML repository and SQL Server.

Client requirements for installed exe clients
. See reference manual for QlikView.

Client requirements for plug-in (QVA for IE)
In addition to the server requirements above, the client must be running a

compatible web browser. Client requirements are as follows:

. Microsoft Internet Explorer 6™ or higher.
and

. Microsoft® Windows Server 2003™; or

. Microsoft® Windows Server 2008™; or

. Microsoft® Windows XP™ ; or

. Microsoft® Windows Vista™

. Microsoft® Windows 7™

Client requirements for AJAX Zero-Footprint Clients
In addition to the server requirements above, the client must be running a
compatible web browser.

Client requirements are as follows:

20
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Under MS Windows:
- Microsoft Internet Explorer 7 or later
- Firefox 2 or 3, Safari 3, Google Chrome 1

Under Linux (tested on Ubuntu Linux only):
- Netscape Navigator 7.2 or later
- Firefox 1.0.6 or later

Under MacOS X (tested onv. 10.4 "Tiger" only):
- Netscape Navigator 7.2 or later
- Firefox 2 or 3, Safari 3

Other Mozilla-based browsers should work and the QlikView AJAX ZFC
will most probably run on many other environments, including various
UNIX versions but this has not been verified by QlikTech R&D. Asthe
number of possible combinations of operating system versions and browser
versionsisvery large, QlikTech cannot guarantee correct operation with al
possible set-ups. If some specific combination would be found to suffer from
problems, we encourage customers to report back, so that better coverage
can be achieved in future releases of QlikView.

Note  Running Ajax Zero-Footprint Client on amobile deviceis
associated with several limitations. We recommend that you use one
of the mobile clients for QlikView instead; BlackBerry, iPhone,
Android or Java ME.

Client Requirements for Mobile Clients

See the QlikView Mobile Clients Reference Manual for details.

Requirements for QlikView Management Console

2.2

When accessing the QlikView Management Console through aweb browser,
the following minimum requirements apply:

- Microsoft Internet Explorer 7 or later

- Firefox 3

Upgrading QlikView Server

If you areinstalling QlikView Server for the first time on a server, you may skip this
section, and proceed to Installing QlikView Server for installation instruction. If you
aready have QlikView Server installed on a server, and would like to upgradeto a
more current release, then follow the instructions in this section.
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Whether you are upgrading QlikView Server to anew release or anew version, it is
helpful to be aware of afew basic practices that will help to insure a successful tran-
sition to anew level.

. Always be sure to read the ReadM e documentation, if available, prior to
installing an upgrade. Thiswill have the most current information available
to help you perform a successful migration.

. Be sure you have backup media of the current software.

. QlikView Server must be stopped to perform an upgrade, so it is best to
schedul e this procedure for an off time.

. Registration (licensing) information and Settings will be saved by default
when the QlikView Server program isremoved. They will then be applied to
any subsequent install of QlikView Server on that system.

Upgrading to a new release of QlikView Server will generally require an uninstall of
the old release and install of the new release.

For the uninstall of QlikView Server, be sure to perform the following steps prior to
running a Windows Remove Program procedure:

1 Verify that backup media exists for the current release of QlikView
Server and backup all current files associated with QlikView Server
(HTML pages, QlikView documents, licensing file, QlikView
Server .sharefiles, etc.)

2 If you are running version 8 of QlikView Server, use the QlikView
Management Console Users tab to determine if there are any active
users linked to QlikView Server. You may wish to send out a broad-
cast message to notify users that the service will be stopping.

3 Stop the QV S service.
4 Uninstall the QlikView Server from the Windows Control Panel.

For client program updates, if applicable, be sure the client computer has no open
QlikView Server sessions before applying the update. If QlikView Publisher is run-
ning on the same machine, it must be uninstalled manually before installing
QlikView Server.

Now you are ready to install the new release of QlikView Server. Follow the instruc-
tions in the next section.
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2.3 Upgrading QlikView Publisher

A fundamental change regarding tasks and jobs has been made in version 9. The con-
cept of jobs has been removed and replaced by triggers that are added to each task.
Thejobsyou had in version 8.5 that contained more than one task, will be converted
to atask chain. The first task in the old job will have atrigger that corresponds to the
schedule of the job. The following tasks will have a*“on finish of another task” trig-
ger that pointsto the previoustask in the old job. Note that if you in version 8.5 have
adisabled task within ajob, the task chain will be broken after upgrade if you do not
take the appropriate actions during the upgrade process.

One other significant difference in version 9 and 10 isthat Active Directory distribu-
tion groups no longer are supported as user containers. To add users and groupsin
QlikView Publisher, you must use Active Directory users or security groups. This
change was made to comply with Microsoft’s recommendations.

When upgrading you must run the QlikView Publisher Upgrade Tool. This should be
done after the installation of QlikView version 10. The upgrade tool does not support
upgrades from Publisher Standard Edition. See page 247.

2.4 Installing QlikView Server

The QlikView Server installation can be performed off DVD media or from adisk
file. Toinstall QlikView Server, insert the DVD in adrive accessible from the target
server hardware.

It isrecomended to install QlikView Server after the web server software (if you are
not using the QlikView Web Server).

Note If therequired Microsoft .NET 3.5 Framework is not installed, it will be
included as part of the QlikView Server installation process and downloaded
from the Internet.

TIP: It isrecommended to not move folder locations after QVSinstallation is com-
plete, since many settings are dependent on their initial file location. 1f you wish to
change the location of QV S after it isinstalled, this should be done through an unin-
stall/install process.

Note Inorder toinstall the Microsoft I1S support, the 1S Admin Service must be
started!
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If the DVD does not auto-run, or if you are installing from a differ-
ent media, then execute QlikviewServer x86.exe Of
QlikviewServer x64 from theinstallation media Thefirst dia-
log welcomes you to the installation.Click Next.

Select the region for the local location of the server. Click Next to
continue.

Read the license agreement, and continue by selecting | accept the
terms in the license agreement, and then click Next.

Enter the user information for QlikView Server. Click Next to con-
tinue.

All fileswill beinstalled under the specified folder location. If you
would like to change the root folder location of the installed files,
click Change to specify the preferred location. Continue by clicking
Next.

The Profile dialog lets you customize your installation (see below).
Select the features you wish to run. To select individual features,
click the Configure button, then click Next to continue.

Inthe Logon Information dialog you set the account that the
QlikView Server/Publisher services will run under. Click Next.

Note

If you use alocal administratior account on Windows XP x64 Sp2 that is not
part of adomain, the installation program will not be able to resolve the
account! You will have to set the account for the servicesin Computer
Manager manually.

Click Install to start the installation.

Once the Ingtallation is complete, click Finish.

Note

You must restart the operating system in order to enable the functionality of
the QlikView Server.

The QlikView Server is now installed on your computer. In order to activate it, you
need to complete a few further steps.
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With the different installation profiles that you can choose fromin
the installation, you can choose exactly what you want to run. You
can choose from the following profiles:
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Single Machine Install
Choose this aternative if you want to run all components
on one single computer. Thisinstalls the QlikView Server
and examples, the QlikView Distribution Service, the
Directory Service Connector, the QlikView Web Server and
the QlikView Management Server.

QlikView Server
Thisaternativeisfor use in distributed environments and
should be used to install the first QlikView Server. This
installs the QlikView Server and examples, aswell asthe
Directory Service Connector.

Additional QlikView Server
This alternative is used in clustered environments and only
instals aQlikView Server.

Publisher Engine
In adistributed environment this alternative is used to
install reload functionality for the QlikView Server or
install a Publisher engine To run a Publisher Engine you
need a Publisher license. Thisinstallsthe QlikView Distri-
bution Service.

Management Console
In adistributed environment thisis used to install only the
Management Console. Thisinstalls the QlikView Manage-
ment Service.

Webserver
In adistributed environment thisis used to add web server
funtionality. Thisinstalls the QlikView Web Server or sup-
port for Microsoft 11S.

Example Configurations

Simple QlikView Server Cluster
Computer 1: main QlikView Server and management
server. Install Single Machine Install.
Computer 2: QlikView Server. Install Additional QlikView
Server.

Distributed QlikView Server Cluster
Computer 1: management server. Install Management
Console.
Computer 2: main QlikView Server. Install QlikView
Server and Publisher Engine.
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Computer 3: extra QlikView Server. Install Additional
QlikView Server.

Distributed Publisher Environment
Computer 1:management server and QlikView Server.
Install QlikView Server and Management Console.
Computer 2: Publisher engine. Install Publisher Engine.

Logging the Installtion
When setup.exe isrun, alogfileiswritten to the temp folder. Thelogfile
iscalled Q1ikviewServerx86.wil for the x86 version and
QlikviewServerx64.wil for the 64-bit version. Each timetheinstallation
isrun anew fileis generated, over writing the old log file.

Obtaining the MSI package
If you need the msi package for installation you have to extract it from the

exefile.
1 Start the installation from the exe file and let the first dialog open.
2 Inthe temp folder in C: \Documents and Settings\user-

name\Local Settings, Or C:\Users\username\App-
Data\Local depending on you operating system, you will find the
msi file under arandom name, e.9. ed34g.msi.

Copy the msi file to alocation of your choice.

Exit the exe installation.

Install using the msi (see below for silent installation). See also

Deploying M S| packages with Group policiesin Appendix D.
Silent Installation

To make a silent installation start the msi file, 32-bit or 64-bit, from the command
line with the following parameters for the msi package:

msiexec /i QvsSetupRedist.msi MYUSERNAME=domain\username
MYPASSWORD=password /l*v log.txt /qn

and for the exefile:

msiexec /i QvsSetupRedist.exe MYUSERNAME=domain\username
MYPASSWORD=password /l*v log.txt /qn

where domain\username iSthe domain and username of the user you wish the
QlikView Server/Publisher servicesto run as, password isthe password of that user,
/1*v creates alog for the installation and /gqn makes the installation silent.
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2.5 Completing the Installation
After successfully installing QlikView Server/Publisher, you must complete the fol-
lowing steps to activateit:

1 Start Services

2 Register

These steps must be completed after the install ation using the QlikView Management
Console (found in the Start menu, under Programs, QlikView). The topicsin the fol-
lowing explain how to use the Management Console.

Start Service

Once QlikView Server/Publisher has been installed as Windows services, it can be
started. If the QlikView Server is set for automatic startup, rebooting the operating
systemwill start the QlikView Server service. To manually start the service, go to the
Windows Computer Management, Services.

Note  Running real-time anti-virus protection on a Server will degrade
performance of QlikView Server/Publisher. It is recommended that the
following directories are excluded in the anti-virus, User documents, Source
documents and log directories. Note that only read and write operations
should be excepted!
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Running Microsoft Internet Information Services
It is possible to use Microsoft 11S as web server for the AccessPoint.

2

Web browser . a nerated AJAX pages

i i I - (Legacy) Tunneling
TR TDEE QusViewClient.aspx

Web browser ~ QV Web Server
Tunneling client inistrative oslls (inc icketing)

U

Usedfortunneling communication

Using the IS

QvsCOMRemote dll
-QVP comm object i

ST — R .
_Some administrative calls (incl ficketing) Qus

AccessPoint.aspx - QvsNetRemote.dll g
-File lists ‘communication object

AccessPointSettings.aspx

-Config iface for QIEIMG

Using the QlikView Web Server

Figurel. QlikView Web Service and Microsoft 11S

If you areusing MS I1S as your web server in a Windows Server 2003 or greater
environment, be sure to check the following default security settings to insure proper
operation of the QlikView Server sample pages, as well as extended functions (e.g.
QV'S Tunndl).
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Enable ASP Pages
Enable ASPNET

If your computer ison adomain and you are running 11S 6, you must add the
account that is set as Identity on the QlikView 1IS application pool to the
1S WPG group (Internet Information Service Worker Process Group).

If you are using Microsoft I1S 6, read the Microsoft knowledge base article
871179 and implement the appropriate resolution.

Add QVSTunnel.dll as a Web Service Extension if you wish to utilize the
QV S Tunnel extension (see page 215 for more information on the QVS Tun-
nel extension). You can browse for thisfile located (default) in: ¢: \Pro-
gram Files\QlikView\Server\QvTunnel
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Change the path to the file AccessPointSettings.aspx to point to the 11 S's vir-
tual folder, /QvAajaxzfc/AccessPointSettings.aspx, in QEMC under
System - Setup - QlikView Web Servers - Url.

s
Licenses About Supporting Tasks

[=] %) Management Service QlikView Web Servers
[ [ Qlikview Servers url
# [ Distribution Services http: ffselun-cen: 4750 /gvws.asmx .

[# | Directory Service Connectors
# | Qlikview Web Servers
[# | Remote Management Services

=1 Mail Server

Figure 2. Change the URL for the AccessPoint settings file

Note  To optomize performance when running Microsoft 11S and Ajax Zero-
Footprint you should turn compression on in the web server. Read more on
Microsoft TechNet. See
http://technet.mi crosoft.com/en-ug/library/cc730629%28W S.10%29.aspx
for how to configure I1S 7 and
http://technet.mi crosoft.com/en-ug/library/cc782942%28W S.10%29.aspx
for 1S 6.

Register

Registration authenticates your copy of QlikView Server and allowsit to run on your
computer. In order to register, you must have avalid Serial Number and Control
Number issued by your vendor. If you do not have both a Serial Number and a Con-
trol Number, contact your vendor.

QlikView Server/Publisher 29



http://technet.microsoft.com/en-us/library/cc730629%28WS.10%29.aspx

http://technet.microsoft.com/en-us/library/cc730629%28WS.10%29.aspx

http://technet.microsoft.com/en-us/library/cc782942%28WS.10%29.aspx

In the QlikView Management Console (Licenses), enter the Serial Number and
Control Number assigned to your copy of QlikView Server/Publisher. You should
also enter your name and organization in the fields provided..

Qlikview Server & Publisher

QlikView Server License Information QlikView Publisher License Information
Serial number Serial number:

Control: Control:
Paste the contents of the LEF file here (optional): Paste the contents of the LEF file here (optional):

NUMBER_OF_XS;11::
PRODUCTLEVEL;30; ; 2009-07-01
SPECIAL EDITION;CREATE EXECUTABLE;;

I

Owner Information Owner Information
MName: QlikTech Sitelicense Swec Name: ce
Organization Qliktech Organization: at

Update License From Apply Update License Fram Apply
License License
Clicking Apply License will restart the QlikView Server,

Figure 3. The Licenses page for QlikView Management Console

The License Enabler File (Ief.txt) for QlikView Server will be automatically written
to c: \ProgrambData\QlikTech on WindowsVista and later, andto c:\Docu-
ments and Settings\All Users\Application Data\QlikTech in older
operating systems. The QlikView Publisher LEF fileissaved in ¢: \Program-
Data\QlikTech\Publisher\CommandCenter\Publisher LEF on Windows
Vistaand later, and on earlier operating systemsit is found under ¢: \Documents
and Settings\All Users\Application Data\QlikTech.

Usethe Update License from Server to download anew lef filefrom QlikTech’s L ef
server. Thisis primarily used when updating the number of CALSs.

If for any reason, the LEF information cannot be accessed through the Internet from
your server, you can obtain this information from your vendor, and copy the entire
LEF. txt filetothislocation, or paste the LEF data using the corresponding field on
the QlikView Management Console, License tab. Contact your vendor for specific
instructions.
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3 QLIKVIEW WEB SERVER

A new feature as of version 9.0 is that the http service, the AccessPoint Service and
the AccessPoint Web site have been merged into one single service called QlikView
Web Server, QVWS. The QlikView Web Server is used by default, in an Out-of-the-
Box installation, thus removing the dependency on IS that previously existed. The
QVWS serviceisresponsible for not just serving web pages and preparing thefilelist
for the AccessPoint, but also in the load balancing of QlikView Servers.

The QVWS s used by the AccessPoint as a Web Server. The pages for the Access-
Point are by default located in thefolder ¢: \Program Files\QlikView\Web. The
QVWS will also act as the web server for any AJAX pages that the end users access.

The third functionality the QVWS provides is the load balancing of the QVS. Load
balancing QlikView Serversis different from load balancing aweb server, since the
additional work and resource consumption is almost similar for each user, so it does
not matter on which server the user ends up.

The default load balancing scheme for a QlikView Web Server is“ Random”, where a
user is sent to arandom QV'S, whether the document they seek isloaded there or not.
You can also set the QVWS to load balance according to “L oaded Document”. The
logic in the QVWS to load balance is based on communication with the QVS. The
first question to all QlikView Serversis. “Do you have this document loaded in
RAM?" if only one QV'S has that particular document loaded then the user will be
directed to that QVS. If more than one QV S, or none of the QlikView Servers hasthe
document loaded the second question is “How much free RAM is available?’ based
on that answer the user will be sent to a certain QV'S. The case of a document being
loaded on multiple QlikView Servers at the same time is mainly from Preloading
which would load adocument in RAM on all serversin acluster.

The settings for load balancing are configured in config.xml, see page 34.

3.1 Qlikview AccessPoint

The AccessPoint is aweb portal that lists the documents that each user has accessto.
It isimportant to understand that the AccessPoint only links to each document, it
does not host the documents themselves, that is done by the Qlikview Server.
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On the AccessPoint you can either view the documents you are authorized to seein a
detailed list or as thumbnails.

Download IE Plugin

Last updated: den 20 oktober 2009 16:05:04 1 0f 1 QVS's is running Logged in as: QTSEL\cen
Category: AlDoaments (69 = Sort by: Category v View: Detais M My preferred client: AJAX zero footprint v
Rows: Al v
Name Category Last Reloaded
= <Default>
B action button.quw 2003-01-08 17:31
Next reload: Open with: Download
Document path: QS @cen/QVWifaction_button.quw : %ﬂ
File size: 151 KB . TR zet0 fotit Add to favorites
B AlvinBas.qvw 2005-03-16 04:58
Mext reload: Open with: Download
Document path: /fQVS @cen/Quitl /AllvinBas.quw : gif;u in
File size: 945 KB T Add to favorites
& AlvinBubbel qviv 2005-10-19 14:31

Figure 4. The Details view of the AccessPoint

Dowinload IE Plugin

Last updated: den 20 oktober 2009 16:08:21 1 of 1 QVS's is running Logged in as: QTSEL\cen
Category: AlDocuments (65) = Sort by: Category > View: - My preferred client: AJAX zero footprint
Rows: Al -

action_button.quw - AllvinBubbel.qvw -

Missing Image

o

2009-01-08 17:31 2005-09-15 04:58 2009-10-19 14:31

AutoAscending.gvw - blob.gqvw - blobtest.quw -
——
Missing Image
2009-10-19 14:31 2008-02-04 18:35 2008-02-05 16:29

Figure 5. The Thumbnails view of the AccessPoint

The AccessPoint has the following settings:

Category
The category grouping for the document. The document is catego-
rized in the QM C, see page 54, or in the QEMC, see page 110.

32



QLIKVIEW WEB SERVER

Sort by
Sort the list according to Name, Category, File Size, Last
Reloaded, Document Path and Last Modified.

View
Here you set how the documents are displayed, as Details or
Thumbnails.

My Preferred Client
Select the client of your choice to have the documents available for
that client underlined as links.

Click on the plus sign to the left of the document name in the Details view to see
more details about the document.

Next reload
The Next Update timestamp for the document.

Document path
The path to the document.

File size
The size of the document.

Has Image
If there is an image that can be displayed in the Thumbnails view.
Open with
Choose which client to open the document with, IE Plugin, AJAX
zero footprint or Download. Choose Download for offline analysis
of the document.
Add to favorites
Click thislink to add the document to your favorites. You can view
your favorite documents by choosing Category: Favorites in the
AccessPoint.

3.2 Starting the QlikView built-in web server

The built-in web server isinstalled as a Windows service during a default Complete
installation of QlikView Server. To start the server, use the Windows Services dialog.
In the Services dialog, scroll down to find the QlikViewWebServer entry and start it.
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3.3 Configuring the QlikView Web Service

You may configure the web server either through the user interface, see
page 177, or by editing the configuration file, config.xml, locatedinthe
following location:

C:\ProgramData\QlikTech\QvWebServer
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The config.xml file contains a commented out section to simplify the
usage of common but non-default options.
<Config>
<DefaultUrl>http:// /</DefaultUrl>
<DefaultQvs>localhost</DefaultQvs>
<ConfigUrl>http:// :4750/qvws.asmx</ConfigUrl>
<TunnelUrl>/scripts/QVSTunnel.dll</TunnelUrl>
<QvsStatusUrl>/QvAjaxZfc/QvsStatus.aspx</
QvsStatusUrl>
<LogLevel>Information</LogLevel>
<UseCompression>True</UseCompression>
<InstallationPath>C:\Program
Files\QlikView\Server\Web Server</InstallationPath>
<QvsTimeout>60</QvsTimeout>
<QvsAuthenticationProt>Negotiate</
QvsAuthenticationProt>
<QvpPort>-1</QvpPort>
<AddCluster>
<Name>localhost</Name>
<LoadBalancing>Random</LoadBalancing>
<AddQvs>
<Machine>localhost</Machine>
<Port>4747</Port>
<LinkMachineName>RD-CENTEST1</LinkMachineName>
<AlwaysTunnel>False</AlwaysTunnel>
<Weight>1l</Weight>
<Username />
<Password>Encrypted=DxdCGMWfOwU=</Password>
</AddQvs>
</AddCluster>
<AddDSCCluster>
<CustomUserPort>4735</CustomUserPort>
<DirectoryServiceConnectorSettings>
<ID>17da9lee-c4a6-4cdb-a2fb-ab472ece659f</ID>
<Url>http://rd-centestl:4730/qtds.asmx</Url>
<Name>DSC@rd-centestl</Name>
<Username>DxdCGMWfOwU=</Username>
<Password>DxdCGMWEfOwU=</Password>
<LogLevel>Normal</LogLevel>
</DirectoryServiceConnectorSettings>
</AddDSCCluster>
<Authentication>
<AuthenticationLevel>Always</AuthenticationLevel>
<LoginAddress>/qlikview/login.htm</LoginAddress>
<GetTicket url="/QvAjaxZfc/GetTicket.aspx" />
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<HttpAuthentication url="https:// /scripts/
GetTicket.asp" scheme="Basic" />
<HttpAuthentication url="/QvAJAXZfc/
Authenticate.aspx" scheme="Ntlm" />
</Authentication>
<AccessPoint>
<Path>/QVvAJAXZfc/AccessPoint.aspx</Path>
<AjaxClientPath>/QvAJAXZfc/opendoc.htm</
AjaxClientPath>
<PluginClientPath>/QvPlugin/opendoc.htm</
PluginClientPath>
<DefaultPreferedClient>Ajax</
DefaultPreferedClient>
<DefaultView>Thumbnails</DefaultView>
<DefaultPagesizeDetails>0</DefaultPagesizeDetails>
<DefaultPagesizeThumbnails>0</
DefaultPagesizeThumbnails>
<HighlightNotExecutedJobs>False</
HighlightNotExecutedJobs>
<HighlightThresholdMinutes>60</
HighlightThresholdMinutes>
<AllowCmdUrl>False</AllowCmdUrl>
<Target />
<RespectBrowsable>False</RespectBrowsable>
</AccessPoint>
<Ajax>
<Path>/QvAJAXZfc/QvsViewClient.aspx</Path>
<Path>/QvAJAXZfc/QvsViewClient.asp</Path>
<NoCrypto>False</NoCrypto>
<ProhibitMachineId>False</ProhibitMachineId>
<Recording>False</Recording>
<AllowCmdUrl>True</AllowCmdUrl>
</Ajax>
<Web>
<Folders>
<Folder>
<Name>QLIKVIEW</Name>
<Path>C:\Program Files\QlikView\Web</Path>
</Folder>
<Folder>
<Name>QVANALYZER</Name>
<Path>C:\Program
Files\QlikView\Server\QvClients\QvAnalyzer</Path>
</Folder>
<Folder>
<Name>QVCLIENTS</Name>
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<Path>C:\Program
Files\QlikView\Server\QvClients</Path>
</Folder>
<Folder>
<Name>QVPLUGIN</Name>
<Path>C:\Program
Files\QlikView\Server\QvClients\QvPlugin</Path>
</Folder>
<Folder>
<Name>QVJAVA</Name>
<Path>C:\Program
Files\QlikView\Server\QvClients\QvJava</Path>
</Folder>
<Folder>
<Name>QVAJAXZFC</Name>
<Path>C:\Program
Files\QlikView\Server\QvClients\QvAjaxZfc</Path>
</Folder>
<Folder>
<Name>QVPRINT</Name>
<Path>C:\ProgramData\QlikTech\Qvs\QvPrint\</
Path>
</Folder>
</Folders>
<Types>
<Type>
<Extension>.CSS</Extension>
<Content>text/css</Content>
</Type>
<Type>
<Extension>.HTM</Extension>
<Content>text/html</Content>
</Type>
<Type>
<Extension>.HTML</Extension>
<Content>text/html</Content>
</Type>
<Type>
<Extension>.JPG</Extension>
<Content>image/jpg</Content>
</Type>
<Type>
<Extension>.GIF</Extension>
<Content>image/gif</Content>
</Type>
<Type>
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<Extension>.JAR</Extension>
<Content>application/octet-stream</Content>
</Type>
<Type>
<Extension>.PNG</Extension>
<Content>image/png</Content>
</Type>
<Type>
<Extension>.EXE</Extension>
<Content>application/octet-stream</Content>
</Type>
<Type>
<Extension>.HTC</Extension>
<Content>text/xml</Content>
</Type>
<Type>
<Extension>.JS</Extension>
<Content>text/javascript</Content>
</Type>
<Type>
<Extension>.XSLT</Extension>
<Content>text/xml</Content>
</Type>
<Type>
<Extension>.XML</Extension>
<Content>text/xml</Content>
</Type>
<Type>
<Extension>.XLS</Extension>
<Content>application/vnd.ms-excel</Content>
</Type>
<Type>
<Extension>.CSV</Extension>
<Content>application/octet-stream</Content>
</Type>
<Type>
<Extension>.PDF</Extension>
<Content>application/pdf</Content>
</Type>
</Types>
</Web>
</Config>

The tags that may be configured are explained below:
DefaultUrl
The url of the QlikView Web Server.
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DefaultQvs
The url of the QlikView Server.

ConfigUrl
Thisisthe url the QMC and QEMC use to communicate with the QlikView
Web Server.

TunnelUrl

The url used for tunneling.

QvsStatusUrl
The url to the status page for the QlikView Server.
LogLevel
Setsthe level of logging. Possible settings are Information (High), warn-
ing (Medium) and Error (Low).
UseCompression
Set whether the information sent should be compressed.
InstallationPath
The path to where the QlikView web server isinstalled.
QvsTimeout
The timeout in secons of the QlikView Server.
QvsAuthenticationProt
How the QlikView Server authenticates. Set to Negotiate, Kerberos Of
NTLM.

AddCluster - Name
The name of the cluster.
AddCluster - LoadBalancing
How the load balance should be calculated. Possible values are Random,
where the client is directed to a QV S at random, or LoadedDocument,
where the client is directed to the QV S where the document the client
reguests already is loaded.
AddCluster - AddQvs - Machine
The name of the computer where the QlikView Server is running.
AddCluster - AddQvs - Port
The port the QlikView Server listens to.
AddCluster - AddQvs - LinkMachineName
The external name of the QlikView Server, used by the QlikView Plugin cli-
ents.
AddCluster - AddQvs - AlwaysTunnel
Set to true to alway tunnel the communication to the QlikView Server.

AddCluster - AddQvs - Weight
Set ahigher value if you wish the QlikView Server to be elected more fre-
quently when using random load balancing.

AddCluster - AddQvs - Username
Enter auser name if needed to connect to the QlikView Server.
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AddCluster - AddQvs - Password
Enter a password if needed to connect to the QlikView Server.
AddDSCCluster - CustomUserPort
The port for the custom user DSC.
AddDSCCluster - DirectoryServiceConnectorSettings - Url
The location of the Directory Service Connector.
AddDSCCluster - DirectoryServiceConnectorSettings - Name
The name of the cluster.
AddDSCCluster - DirectoryServiceConnectorSettings - Username
Enter auser name if needed to connect to the Directory Service Connector.
AddDSCCluster - DirectoryServiceConnectorSettings - Password
Enter apassword if needed to connect to the Directory Service Connector.
Authentication - AuthenticationLevel
Sets how the client should access the AccessPoint. Possible values are
Always, Login and Never.
Authentication - LoginAddress
The path to an aternative login page used for custom users.
Authentication - GetTicket
The url and authentication used to get aticket from the Server for aclient.
Authentication - HttpAuthentication
The url and authentication used go get aticket from the Server for aclient if
using SSL.
AccessPoint - Path
The path where the Access Point isinstalled.
AccessPoint - AjaxClientPath
The relative path to the Ajax client.
AccessPoint - PluginClientPath
Therelative path to the IE plugin client.
AccessPoint - DefaultPreferredClient
Setswhich client should be set as preferred client for auser’sfirst visit to the
AccessPoint for clients.
AccessPoint - DefaultView
The default view of documents on the AccessPoint, details or thumbnails.
AccessPoint - DefaultPagesizeDetails
The number of rows on the AccessPoint when using the view Details.
AccessPoint - DefaultPagesizeThumbnails
The number of rows on the AccessPoint when using the view Thumbnails.
AccessPoint - RespectBrowsable
When set to True only those mountsin the QV S that are set as Browsable
will be displayed on the AccessPoint.
Ajax - Path
The path to gvsviewClient.aspx. The path may be changed, but thefile
name must remain unchanged for the installation to work.
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Ajax - NoCrypto
Prohibit the use of encryption between the QlikView Web Server and the
QlikView Server.
Ajax - ProhibitMachineID
Prohibit sending machine ID. Thiswill effectively exclude the usage of
anonymous bookmarks.
Ajax - Recording
When set to True, the qvpx calls for the AJAX zero footprint client are
logged.
Web - Folders
The path to the different virtual foldersin the QlikView Web Server. Change
thename and path if thefiles are installed to folders other than the default.
Web - Types
Specify what file extensions the clients are allowed to download from the
Access Point/QlikView Web Server.

3.4 The QlikView Server Status Page

Included in the QlikView Web Server is an aspx page that displays the status of the
QlikView Server, http://servername/QvAjaxZfc/QvsStatus.aspx. Thepage
displays the status of the Server defined in the config.xml for the QlikView Web
Server, but you can also query for a specific Server or the Serversin acluster by add-
ing the name of the Server or cluster tothe URL: http://servername/Qva-
jaxZfc/QvsStatus.aspx?server=myserver (or mycluster) . |fthe Server
or the cluster do not exist, the status NotRegistered will be returned.

AServer that is down will return the statuscode HTTP/1.1 503. If all Serversare up
and running the status code http/1.1 200 OK isreturned.

The status page will also display codes such as RestartNeeded and OffDuty:

Name Host Status Reason
QVS@sehn-mijn |selun-mjn RestartNeeded Folders changed
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PART II: QLIKVIEW
MANAGEMENT CONSOLE







INTRODUCTION

4 |INTRODUCTION

QlikView Management Console (QMC)
The QlikView Management Console is completely built around modern

AJAX technology, it will run in abrowser and without reliance on e.g.
Microsoft 11S. The number of available settings is reduced, thereby produc-
ing a cleaner, more intuitive interface more suited for those content with
most default settings.

Even without the Publisher Module, the QMC will feature a page for basic
reload scheduling. If the Publisher Module isinstalled this will be expanded
to awizard style interface for setting up Publisher tasks.

The QMC handles only one instance of QlikView Server and one execution
instance of the Publisher.

To open the Management Consol e go to Windows Start menu, QlikView and
choose QlikView Management Console or open aweb browser and enter
theurl http://servername:4780/gmc/default.htm.

QlikView Enterprise Management Console (QEMC)
The QEMC givesyou full accessto all possible settings for QlikView Server

and the Publisher Module. It also lets you control multiple instances of
QlikView Server and multiple Publisher execution instances from asingle
management console, by means of an integrated tree-control.

Just asthe QM C the QEMC is built around AJAX technology and will runin
abrowser. Also here extensive usability studies have been done prior to
implementation.

To open the Enterprise Management Console go to Windows Start menu,
QlikView and choose QlikView Enterprise Management Console or open a
web browser and enter the url http://servername:4780/gemc/
default.htm. See page 89 for details.

4.1 Repository

The QlikView Management Console will create an XML repository for Qlikview
Publisher located in ¢: \Programbata\QlikTech\Publisher\CommandCen-
ter\QvPR on Windows Vistaand later, and on older operating systemson c: \Doc-
uments and Settings\All Users\Application
Data\QlikTech\Publisher\CommandCenter\QVPR. For use of SQL or change
the location of the repository, the QlikView Enterprise Management Consoleis
required.

QlikView Management Console 45




46



STATUS

5 STATUS

Status

Current date and time: 2010-04-03 13:27:20

Document Name Task name

Pause
action_button.gvw Reload of action_button.gvw
AllvinBas, qvw Reload and Distribute of AllVinBas.qvw

Latest log message: Pause - QD5@sclun-cen

Status
Waiting
Waiting
Waiting

Started/Scheduled
Never >
Never

v

Never 2

Service Name
O psc@sekin-cen
9 Qos@selun-cen
9 Qus@selun-cen
D Quws@selun-cen

Service is running without any reported problems.

QlikView

Running on Status
selincen  Runring
seln-cen  Running
seluncen  Running
selncen  Runring

Figure 6. The Satustab inthe QMC

The Status tab displays the status of the Server/Publisher, the User Documents and
the Source Documents that have been scheduled with atask are displayed, together

with their current status.

The documents are preceded by a symbol showing the status of the task. A task can

be Running @, Aborting 2 or Failed @ . A task is aborted if you click stop, when it
isrunning. Look in the log file (see below) for the task for more information asto
why atask has been aborted or hasfailed.

The different Windows services are displayed with their status and the name of the

server on which they run.

At the bottom of the page a part of the lastest log message for the highlighted task is
displayed. The completelog isfound in ¢: \ProgramData\QlikTech\Pub-

lisher\Qlikview Distribution Service\1l\Log.

QlikView Management Console
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6 USER DOCUMENTS

| useroocuments | QlikView
: T

Document Name Mount

Alobjects-Eng.qvi /
Data Visualization.qvw 1 Preload options
Fliss.qu. ; j Preloaded: @ Never () Always 0 Restricted
Finance Controling.qvi -
Online Sales.qvw f S et Monday Tuesday [ | Wednesday Thursday
Presidents.qvw f - Friday Saturday Sunday
Presidents_AJAX.qw / Betwee: ;i
Vihats New in QU3.qvw /
Finance Controlling mebile. qva fmabile

: Concurrency
Whats New in QU3 mabile. quw Jmobile
acion: xsttarquw Jovw Max concurrent sessions:
Alobjects-Eng.qvir favw
Alobjects-SE. quw Jovw Accesspoint access methods
AllVinG. quw v Accsssmethod: (Y] [E Clent
AlVinBas. qw fovw W
AllVinBubbel. gy fovw =
Autoascending.qve v TS plara. <y
blob.qvw Qv o et
blobtest.qw Jquw [ pownioad
Books.qviv fovw ()
BoxPlotwizard.qvw v S

Figure 7. The User Documents tab in the QMC

Here al documents that are availabe in the server are displayed. The Root Folder, set
on the QlikView Server Settings tab will be shown as/, any additional folders will
be displayed with the Name they were given. The menu on the right contains all the
possible settings for the selected document.

Note  All time specifications must be in 24-hour format.
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6.1 Server Settings

Here you specify how the user documents should behave on the Server.

Preload options

Preloaded: ® Never ) Always () Restricted
Loaded Days:
Qaged Ay Monday Tuesday Wednesday Thursday

Friday Saturday Sunday

Concurrency

Max concurrent sessions:

Accesspoint access methods
Accessmethod: [V IE Client
[7] mobile Client
W] asxzera |y,
footprint Client

[ Apply |

Figure 8. The Server Settings page in the QMC

Availability limitations
Here you set if the highlighted document should be loaded on the QlikView

Server.

This setting isonly available if your QlikView Server license limits the num-
ber of documentsyou may load concurrently.

Preload Options
Here you may set the preload options for the document. A preloaded docu-

ment isloaded into the server’s primary memory to ensure quick access at all
times. It will however, use up memory even when no user is accessing the
document.

Choose one of the options for Preloaded as follows:

Never
The document will never be loaded automatically. Standard loading
techniques, based on user requests and Document Timeout Settings
will apply.

Always

The document will always be loaded into server memory.
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Restricted
The document will beloaded automatically, based on specific day of
the week and time restrictions.

If Preloaded is set to Restricted is selected, you may choose spe-
cific days of the week to automatically load the document and the
times of the day to load and unload. All times are server local times
(in 24 hour format). The server time zoneis set during installation of
the operating system. See the Windows Control Panel - Date and
Time for more details.

Concurrency

Max concurrent sessions
Sets the number of concurrent sessions for the document.

Accesspoint Access Methods
Mark the checkboxes for which flavors of QlikView clients that should be

allowed on the AccessPoint.

Url
Enter a URL if you want to use your own html pages, instead of the
default, for displaying the AJAX pages.
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6.2 Authorization

Authorization

Recipients
Name Access 9
Always P

[ Apply

Figure 9. The Authorization page in the QMC

Thistab is used to configure document authorization settings for the selected
QlikView document. Thistab is only available if DMS Authorization is selected as
the authorization method for this server. Only users specified in this configuration
will be allowed access to the document once DMS Authorization is selected. DMS
Authorization issetin QlikView Server Settings, Security, see page 79.
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To add an authorized user/group, click on the Add button. To remove an existing
authorized user/group, click on the X icon. The User/Group can be either Anony-
mous or hamed. Group names may be used, but access to the QlikView Directory
Services Connector (DSC) will be required to resolve the group. Click the properties

icon 4 to set the access restrictions for the user/group.

Access %

User: D Anonymous

Ben

Access: ) Always @ Restricted
WeekDays: [ Sunday

[ Monday

[[] Tuesday

[ wednesday

[ Thursday

[T Friday

[ saturday
From: (e.g. 09:00)
Until: (e.q. 17:00)

Figure 10. The Accessdialog in the QMC

Access can be granted to all users, Anonymous, or to named users/groups. You can
set the Access to Always for no time restrictions, or Restricted to limit accessto
this document to specific days of the week aswell astimes. All times are Server local
times (in 24 hour format).
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6.3 Document Information

Document
Information

General

Category: Consultancy
Source document: Consulting Services
Attributes
Name Value
Consulting Enterprise] ~

[Apply |

Figure 11. Document Information page in the QMC

Category
This setting lets the administrator create, edit and delete categories. A cate-
gory bundles documents in containers to make categorization easier for the
end-user. They are only visible to the end-user on an AccessPoint. Each doc-
ument can only be part of one category. Clicking in the field will display a
popup with previously used categories.

Source Document
The name of the source document. This setting is only relevant if itisrun
through a QlikView Publisher task. The nameis not changed by a QlikView
Server reload.
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Attributes
In this group you may set your own meta data attributes, with names and val-

ues, for the document. These attributes can be read from the database. The
attributes will not be saved together with the document but in the metadata
of the Server.

6.4 Reload

Reload schedule

@ MNone

Hourly

Daily Every 1|days at 00:00 | (hh:mm)
Weekly Sunday at 00:00 | (hh:mm)

Monthly Day |1 every month at 00:00 | (hh:mm)
Continously

Completion of

External event

Timeout seconds 21600

Dependency Select -
Data Protection:

Section access

Reload Mow Apply

Figure 12. The Reload page in the QMC

Thistab isavailable when running only QlikView Server. On thistab the schedule for
reloading a document is configured. The schedule can be set to None, Hourly, Daily,
Weekly, Monthly, Continuously, Completion of, or External event.

On event of another task
Set thisif the reload should be set off by another reload of acertain

document.
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External event
Set if an external event should set off the reload. Fill in the Pass-
word for the external event.

Timeout seconds
Set atime limit for the reload. If the document is not rel oaded
within the timeout the process will be terminated and the old datais
kept in the document.

Dependency
When areload that has a dependency is about to be executed, it will
check the status of the dependency and if that status isfailed, the
current reload will not be executed.

Data Protection
This setting allows you to select the username and password the
Distribution Service should use when opening this document.

The default configuration is for the QlikView Distribution

service to use the Windows credentials that are set for the service
itself in the Windows Computer Management Console. Read more
about section access on page 263.
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6.5 Document CALs

In order to connect to a QlikView Server each client needs a Client Access License
(CAL). Read more about the different types of CALs and how they work on
page 225. Thistab isonly available if the Server license contain Document CALSs.

Document CALs

Summary

Document CALs available: 10

Document CALs not allocated: 9

Document CALs allocated to this document: 0
Document CALs assigned to users: 0
Document CALs embeded in document: 0

Document CALs

Number of CALs allocated to this Document: 0
[ atow Dynamic CAL assignment
Assigned Users

MNew User: Assion CAL |

Name Last Used (UTC) Quarantined Until (UTC)

* The CAL can be formally deleted (either by restart or manually) after the given time

[ Apply |

Figure 13. The Document CALs page in the QMC

Summary

These lines show the number of Document CAL s that the license
contains, the number of Document CALs that not yet are alocated
to any document, the number of Document CALs alocated to this
specific document, the number of Document CALs within this doc-
ument that are assigned to users, and the number of CAL S embed-
ded in this document respectively.

Document CALs

Number of CALs allocated to this Document
Enter the number of Document CAL s that should be allo-
cated to this document. Initally the number will be zero.

QlikView Management Console
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Allow Dynamic CAL Assignment
Mark this check box if you want the QlikView Server to
assigne CALsto any user that opens the document.

Assigned Named CALs

The current assignment of CALsisdisplayed. Document CALS can
be either automatically assigned or manually assigned to users by
clicking on the Assign CAL button, if thereisaDocument CAL.
Note that the allocation of a CALs does not imply security.

If the Allow Dynamic CAL assignment is checked, anew Docu-
ment CAL will automatically be granted to auser connecting to this
QlikView Server for the first time, aslong as there are available
Document CALsto assign.

The page has alist showing the names of all users currently holding
aDocument CAL on the document. You can also see the time of the
respective user's last activity on the server. A name can be an
authenticated user name or a machine name (including MAC
address).

To delete an assigned user, thus freeing a Document CAL, click on

the Delete button ( “ ). If the CAL has not been in use for the last
24 hours, it will be deleted immediately. If the CAL is currently
being used or has recently been used, it will be marked for deletion,
and not allow new sessions for user access through this CAL, but
will still occupy an allocated CAL until the Quarantined until time.
During this period, you may undelete by clicking the Restore but-

ton (). After the quarantine period, you may delete the entry
manually (by clicking on the Delete button), or restart the QV S ser-
vice.
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/ SOURCE DOCUMENTS

On thistab al the registered source documents are displayed. A source documentisa
QlikView document that contains data that is to be made accessible to end-usersin
the form of User Documents. This tab requires a QlikView Publisher license.

[ ] Source Documents QlikView
Source Documents action_button.quw +]
action_button.qvi {1 tasks) 4| Reload of action buston.quw
AllChjects-Eng.qvw
Allobjects-SE. quw Reload the whole dacument
Allvin. quw [ 3
AlVinBas.qvw (1 tasks)
AlvinBubbel.qvw The: 8l
AutoAscending.qvw
blob. quw
blobtest.quin
Books.quaw
BoxPlotizard. qu
call-function.quw
Callcenter.qua
Cars Data Base.qvw
Cocktais.qvm
Crosstable-sample.qun
Crosstable.quw
Drirkar quw

dynamicpictures.qvi
DynamicUpdate. quw
egnadrnkar.qvn
Employese.qu
Examples_Manual.qvw
films. quw

Finance Controling.qvw
Funktionstester, quw
Input.quw

Intro.qua
LoadfromField.qv
Manual.qui
Manualbider. quiv
ManualTest.qww -

Figure 14. The Source document tab in the QMC

Select adocument and click on the green plus sign in the upper right corner to start
the Create Task wizard.

When atask is set up you can see the status of the task, and start and stop atask with
the play icon.

You can create task chains, where one task triggers another. For example, Document
lisreloaded every hour and upon successful execution adistribution task is run for
Document 2 and if that is successful adistribution is run for Document 3 and so on.

Note If you disable atrigger for one of the tasksin the chain, the chain will be
broken. If you disable one of the tasks in the chain, the chain will continue,
but the disabled task will simply not execute.

Note  The name of atask must be unique in the repository!
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7.1 Create task

OnlyReload %auto% from Call-function.qvw

Create Task> Reload> Trigger Task

General Information

] Enabled
Taskname:  %auto%
(Ifleft blank or set to %sauto% Qlikview Publisher wil generate a name for you.)
Task type
@ Reload at the current location.
Distribute to recipients entered manually.
Distributz based on field in the sourcedacument contzining the recipients

Data reduction based on selections in the sourcedocument and distribution to recipients entered
manualy.

Data reduction based on selections in the sourcadocument and distribution based on a field in the
sourcedocument containing information regarding recipients.

Create personal documents. (Reduce and distribute using the same field.)

Next H Finish H Cancel

Figure 15. The Create Task wizard in the QMC

Enabled
Mark this check box to enable the task.

Task name
Enter aname for the task. If the field is |eft blank or %auto% is entered,
QlikView Publisher will automatically generate a name for the task.

Task Type
The following tasks exist:

Reload
Reloads and refreshes the data in a Source Document.

Distribution
A distribution produces one or many User Document, a distributed
version of a Source Document. There are two types of distributions,
Static Distribution (Distribute to recipients entered manually) and
Dynamic Distribution (Distribute based on field in the source docu-
ment containing the recipients).

Data Reduction
Selected values and all associated fields and values form the content
of the User Document. There are two types of Data Reduction,
Static Distribution with Reduction (Data Reduction based on
selections in the source document and distribution to recipients
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entered manually) and Dynamic Distribution with Reduction (Data
Reduction based on selections in the source document and distribu-
tion based on afield in the source document containing information
regarding recipients).

Personal Documents
This setting makes it possible to reduce and distribute using the
same field.

7.2 Reload

Setting up areload takes you through the following steps, Reload and Trigger Task.

Reload

OnlyReload %auto%s from Call-function.quw
Create Task> Reload> Trigger Task

Data protection

Section access

Script parameters

Partial reload

Previous H Next H Finish H Cancel

Figure 16. Create Task - Reload

Section Access
This setting allows you to select the username and password the
Distribution Service should use when opening QlikView docu-
ments. The default configuration is for the QlikView Distribution
service to use the Windows credentials that are set for the service
itself in the Windows Computer Management Console. Read more
about section access on page 263.

Partial reload
This allows you to use the partia reload functionality of QlikView.
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Trigger Task
A trigger iswhat sets off atask. A task can have multiple triggers, creating a
workflow of tasks.

OnlyReload %auto% from Call-function.quw

Create Task> Reload>  Trigger Task
Triggers for running this task

Trigger Details Enabled ©
Task execution options

Number of tries: 1

Timeout in minutes: 1440

Previous I [ Finish H Cancel

Figure 17. Createtask - Trigger

All tasks can be triggered by the following:.

Trursdny || Frdey || Sabrdey

Figure 18. Configure trigger - On a schedule
On a Schedule

Set the schedule for the task. You may set it to run Once, Hourly,
Daily, Weekly or Monthly.
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Note  All time specifications must be in 24-hour format.

Enabled
Mark this check box to enable the schedule.

Start at
Set the date and time for the first execution of the task.

Run Only Between
Set what times the task is allowed to run between.

Run Only on
Restrict what days the task is allowed to run on.

Max Number of Executions
Set how many times the task is allowed to run.

Expire
Mark this check box and enter adate and timein thefield to
the right to set how long the task schedule isvalid.

B ey bt

Figure 19. Configure trigger - On event from another task

On Event from another task

Enabled
Mark this check box to enable the trigger.
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Start on

Set if the task should start on the successful or failed com-
pletion of another task.

St e e, DRI ST AE ] v
Erabled [

[r—

Figure 20. Configuretrigger - On an external event

On an External Event

This allows an outside component to make a http call (post) and

trigger thetask. You may enter a password if needed for the external
event.

Enabled
Mark this check box to enable the trigger.

St e task O e e compieied +

o Cancel

Figure 21. Configuretrigger - On multiple events completed

On Multiple Events Completed

Thistype of trigger will only be executed if all other events
have been completed within a certain time.
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Enabled
Mark this check box to enable the trigger.

Time Constraint
Set the time limit for al eventsto complete.
Default value isten hours. Thetimeis setin min-
utes.

Run task when all of these events completed
Here you add all the tasks and events that must be com-
pleted before the current task is run. You can include both
external events and several other tasks.

Task Execution Options

Number of Tries
Set how many times QlikView Publisher should try to exe-
cute the task before failing, the default is 1.

Timeout in minutes
Set how many minutes QlikView Publisher should wait
before giving up trying to execute the task.

7.3 Static Distribution

To set up astatic distribution you go through the following steps, Reload, Distribute,
Document Information and Trigger Task.

Reload
Fill in the Reload page as describe on page 61 above.
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Distribute

StaticDistribution %auto% from action_button.quw
Create Task> Reload> Distribute> Document Information> Trigger Task

Destination Output Document Type

QlikView Server Open Document
)
T S/ Qlicview document.
Groups: _ PDF-report from source document | <select a report>
E-mail

Users or
Groups: Clear

Folder

Users or
Groups: Cear

Path: =

Server settings

Access Preload document in server memory
Access method: IE Client © Never 2 Aways O Restricted
[ Mobile Client
. lobile Clien Sunday Monday Tuesday Wednesday
AJAX Zero footprint Client Url:
ero footprint Client Thursday Friday Saturday
v
Download Between  00:00

Maximum number of concurrent sessions: 5000 = i Next | Finish Cancel
Figure 22. Createtask - Satic Distribution

Destination
Set how the document should be distributed to the recipients, via
QlikView Server, e-mail or to aFolder. Pressing Add opens the
Setup Recipients diaog.

Default Scope:

& Mone ~

Search result Selected Recipients

- Add - Delete

Delete
All

[ oK ][ cancel ]

Figure 23. The Setup Recipents page in the QMC
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Type the search criterain the topmost field, then select whereto
search for the user and press Add to add the highlighted recipients.
The names will be resolved by the Directory Service Connector.

Output Document Type
Set if the distribution should result in a QlikView document or in a

PDF report. In order to choose areport as basis for the PDF report
you must click Open Document.

Server Settings

Access
Mark the check boxes for the type of clients that
should be able to connect to the QlikView Server
and open the document. Enter a URL if you want
to use your own html pages for displaying the
AJAX pages.

Maximum number of concurrent sessions
Set the number of user that may access the distrib-
uted document simultaneously. This setting is not
related to CALs.

Preload document in server memory
Set how the document should be preloaded in
QlikView Server.
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Document Information

StaticDist %auto% from Call-function.quw
Create Task> Reload> Distribute> Document Information> Trigger Task

General
Category:
Attributes
Name Value Q

Previous H Next H Finish H Cancel

Figure 24. Createtask - Document Information

Category
This setting lets the administrator create, edit and del ete categories.
A category bundles documents in contai ners to make categorization
easier for the end-user. They are only visible to the end-user on an
AccessPoint. Each document can only be part of one category.

Attributes
Enter aname and value for meta data attributes that can later be
read from the database. These attributes are not saved in the docu-
ment, but in the meta file. See page 235 for more information.

Trigger Task
Set up triggers for the task as described on page 62 above.

7.4 Dynamic Distribution

To set up adynamic distribution, a distribution that is based on afield in the source
document containing the recipients, you must go through the following steps,
Reload, Distribute, Document Information and Trigger Task.

Reload
Fill in the Reload page as describe on page 61 above.
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Distribute

DynamicDistribution %auto% from action_button.qvw
Create Task> Reload> Distribute> Document Information> Trigger Task

Loop and distribute
Creates a recipient for each value in the selected field,
Open Document.
Field containing recipient information:
Check user indentity on:

Destination Output document type
Target type: QlikView Server Open Document
E-mail 9 Qlkview document,
. PDF-report from source document | <select a report >
Folder =
Server settings
Access Preload document in server memory
Accessmethod:  [Y] IE Clent © Never Aways Restricted
Mobile Client

V] A18X Zera footprint Client  Url:
V| Donnload Betwesn  00:00 and  23:59

Maximum number of concurrent sessions: 5000

Prevmus” Next H Finish H Cancel

Figure 25. Createtask - Dynamic Distribution

Loop and Distribute

Open Document
Click this button to have QlikView Publisher open the doc-
ument you wish to distribute. Opening the document will
allow you to select afield that contains information about
the recipientsin Field containing recipient information
and thetype of Check user identity on. Possible values are
the following Active Directory attributes, Securityldenti-
fier, DisplayName, SAMAccountName, E-mailAddress
and UserPrincipalName.

Destination

Target Type
Set how the document should be distributed, via QlikView
Server, e-mail or to aFolder.

Output Document Type
Set if the distribution should result in a QlikView document or in a
PDF report. In order to choose areport as basis for the PDF report
you must click Open Document.
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Server Settings

Access Method
Mark the check boxes for the type of clients that should be
able to connect to the QlikView Server and open the docu-
ment.

Maximum Number of Concurrent Sessions
Set the number of user that may access the document simul-
taneously.

Preload Document in Server Memory
Set the restrictions for preloading the document.

Document Information
Categorize the document as described on page 68 above.

Trigger Task
Set up triggers for the task as described on page 62 above.

7.5 Static Distribution with Reduction

To set up astatic distribution with reduction you must go through the following steps,
Reload, Reduce, Distribute, Document Information and Trigger Task.

Reload
Fill in the Reload page as describe on page 61 above.
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Reduce

ReduceWithStaticDistribution Reload of action_button.qvw from action_button.quvw
Create Task> Reload> Reduce> Distribute> Document Information> Trigger Task

Reduce By Fidd Value ©  Reduce By Bookmark
Open Document.
Reduce By Field Value

Creates one document. All data not incuded in the selection will be removed.
&
Fiel

Ids Values

Document Selections

Fields Vvalues

Loop and reduce

Creates a separate document for each valug in the selected field. All data notinduded in the selection will be removed.
Field:

Previous s

Figure 26. Reduce task - reduce page

Reduce by Field Value

Reduces the document by the field value(s) selected in the
Fields and Values boxes.

Reduce by Bookmark

Reduces the document by the bookmark chosen in the drop
down.

Open Document

Click this button to populate the Fields and Values boxes

for aSimple Reduce. Then choose what fields and values
should be part of the reduced document.

Reduce by Field Value

Click Open document to populate the Fields and Values boxes.

Then choose what fields and values should be part of the distributed
document.

Reduce by Bookmark

Click Open document and then choose the bookmark you want the
document to be reduced by in the drop down.
Loop and Reduce

Choose Field or Bookmark in this group if you want each valueto
become a document unto it self.
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Distribute
Fill in the page as described on page 66 above.

Document Information
Categorize the document as described on page 68 above.

Trigger Task
Create triggers for the task as described on page 62 above.

7.6 Dynamic Distribution with Reduction

To set up a dynamic distribution with reduction you must go through the following
steps, Reload, Reduce, Distribute, Document Information and Trigger Task.

Reload
Fill inthe Reload page as describe on page 61 above.

Reduce
Fill in the Reduce page as described under page 71 above.

Distribute
Fill in the Distribute page as described under page 69 above.

Document Information
Categorize the document as described on page 68 above.

Trigger Task
Create triggers for the task as described on page 62 above.

7.7 Personal documents

To set up personal documents, you must go through the following steps, Reload,
Reduce and Distribute, Document Information and Trigger Task.

Reload
Fill in the Reload page as describe on page 61 above.
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Reduce and Distribute

PersonalDocuments %auto% from action_button.quw
Create Task> Reload> Reduce and Distribute> Document Information> Trigger Task

Loop and distribute
Creates a separate document for each value in the selected field. All data not included in the selection will be removed.
Open Document:
Field containing recipient information:

Check user indentity on:

Destination Output document type
Target type: Qlikview Server Open Document
E-mail ) Qlicview document.
PDF-report from source document | <select a report

Folder

Server settings
Access Preload document in server memory
Access method: [V 1 client @ Never Always Restricted
Mabile Client

V| A1AX Zero footprint Client  Url:

Download etween  00:00 and  23:59

Maximum number of concurrent sessions: 5000

Previous |[{ Mext ][ Finish || Cancel

Figure 27. Createtask - Personal documents

Loop and Distribute

Open Document
Create a separate document for each value by selecting a
field that contains information about the recipientsin Field
containing recipient information and the type of Check
user identity on. Possible values are the Active Directory
attributes Securityldentifier, DisplayName, SAMAccount-
Name, E-mailAddress and UserPrincipalName.

Destination

Target Type
Choose distribution mode, QlikView Server, E-mail or
Folder.

Output Document type
Set if the distribution should result in a QlikView document or in a
PDF report. In order to choose areport as basis for the PDF report
you must click Open Document.

Server Settings

Access Method
Mark the check boxes for the type of clients that should be
able to connect to the QlikView Server and open the docu-
ment.
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Maximum Number of Concurrent Sessions
Set the number of user that may access the distributed doc-
ument simultaneously.

Preload Document in Server Memory
Set the restrictions for prel oading the document.

Document Information
Categorize the document as described on page 68 above.

Trigger Task
Create triggers for the task as described on page 62 above.
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8 QLIKVIEW SERVER SETTINGS

8.1 Folders
] QiikView Server Settings [ QlikView

Performance Logging  Print  Security ~ SMTP

Root Folder

C:\ProgramData\QlikTech Documents =3
HMounted Folders

Name Path Browsable @

Quw D:\My Apps\QUW & @ ®

[ apaty |

Figure 28. The Folderstab

Root Folder

Enter the path to the QlikView documents that are to be accessed viathe

Server. This path will typically reflect the default document location. Docu-

ments may also reside in subfolders to this folder. Windows file security

applies for al access by aclient to document folders and files, unlessDMS

Authorization mode is used. Read more about DM S on page 235. The

default location of the Document folder may differ depending on operating

system. Windows Vista and later will install the document folder to

C:\ProgramData\QlikTech\Documents, while older Windows operat-

ing systems, such as Windows XP, install to ¢: \Documents and Set-
tings\All Users\Application Data\QlikTech\Documents as

default.

It is also possible to specify other mounted folders. A folder set here may

contain subfolders to any level. Click the green plus sign to add other fold-

ers.

QlikView Management Console
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Mounted Folders

Name
Logical name of the mounted folder as seen from QlikView Server.
The name set here will be part of the path shown in the User Docu-
ments tab.

Path
The path to the folder.

Browsable
Mark this check box if the mounted folder and its contents should be
browsable from the Open in Server dialog in QlikView. This setting
has no bearing on files shown to a user on the Access Point.

8.2 Performance

QVS limits

CPU Affinity
CPU Priority Normal |+
Working Set Limits %0 %
Reload limits

CPU Affinity
CPU Priortiy Low  [sef
Max Concurrent Reloads Fl

[ .

Figure 29. The Performance tab

QVS limits
CPU Affinity
You may deselect the use of specific processors on the computer
running QlikView Server. QlikView Server will automatically select

the processorsto use and this setting needs to be changed only when
you wish to override that choice.
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Working Set Limits
This control sets the maximum of the physical amount of RAM that
can be used by an application. Thisway it is possible to control if an
application can be swapped out of physical memory or not. How-
ever, there are no guarantees that the operating system can serve the
process with the amount of memory set here.

Using too high settings will degrade the performance of other pro-
cesses on the computer, this may however be desirable if the com-
puter is dedicated for QlikView Server.

Reload limits

CPU Affinity
You may deselect the use of specific processors on the computer
running QlikView Server. The reload process will normally auto-
matically select the processors to use and this setting needs to be
changed only when you wish to override that choice.

CPU Priority
Setsthe priority of the reload process for the kernel. Processes with
ahigher priority execute more quickly than processes with lower
priority. The priority can be set to High, Normal or Low. Low prior-
ity isthe default. Use caution when changing this setting. Read
more about setting CPU priority on http://msdn.micro-
soft.com.

Max Concurrent Reloads
Sets how many documents may be rel oaded at any onetime. Be
careful not to set too many reloads simultaneously asit may degrade
overall performance of the computer.
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8.3 Logging

Log Level
) Mo Logging ) Normal Logging O Debug Logging

Details
Log Folder Path:  C:\Documents and Settings\All Users\Application Data\QlikTech\Qus

Figure 30. The Logging tab
Set the level of logging to No Logging, Normal Logging och Debug Logging.

Choose Normal Logging or Debug Logging to view the log path. The path can only
be changed using QEMC.
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8.4 Security

On this tab you can make settings concerning the security of the QlikView Server.

Authorization

© NTFS authorization (Windows contrals file access)

DMS authorization (QlikView controls fle access)

Miscellaneous

[ Allow dynamic data update

7] Allow macro execution on server

[ Allow unsafie macro execution on server

| Enable server push over HTTP tunnels

[T Audit logging of client activity

[ Apoly |

Figure 31. The Security tab

Authorization

NTFS Authorization
Windows controlsthe file access for all users. Security issetin the
operating system.

DMS Authorization

DMSisused to enable QlikView Server authentication. Read more
about DM S on page 235.

Miscellaneous

Allow Dynamic Data Update
Mark the check box if the Server should allow dynamic updatesin a
document. This setting is by default off. This setting requires a spe-
cial license.

Allow Macro Execution on Server
Mark this check box if macros should be allowed to execute on the
Server. This setting is by default on.
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Allow Unsafe Macro Execution on Server

Mark this check box if unsafe macros should be allowed to execute
on the Server. This setting is by default off.

Enable Server Push over HTTP Tunnels

Mark this check box to allow graceful document refresh over HTTP
tunnels. This setting is by default off.

Audit Logging of Client Activity

This setting enables logging of user selection. Read more about the
audit logs on page 224.

8.5 SMTP

On this tab the settings for e-mail aerts are set. An e-mail is sent to the entered
addressesif areload fails.

Server settings
Server Address:

Authentication Anenymous () Use Distribution Service Account

From Address: publisher @company.com

Send Timeout: 100 seconds

f the reload of a document goes wrong send a E-mail to these addresses
Address

[ ey |

Figure 32. The SMTP tab

Server Settings

E-mail Server

The IP address or the fully qualified domain name of the e-mail
server. If you use another port than the default, which is port 25, you
must specify this, e. g. smtp.mydomain.com:1124.
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Authentication
Set how the user should authenticate itself when sending an e-mail,
Anonymous or Use Distribution Service Account.

From Address
The e-mail address the error messages should come from.

Send Timeout
How long QlikView Server should try to send the message before
giving up if the SMTP server does not respond.

Send Test E-mail to
Enter an e-mail address and click the button to test your settings.

Alert E-mail Recipients (separated by semicolon)
Enter the e-mail addresses for those who should receive dert e-
mails from the QDS, use semicolon as separator.

QlikView Management Console 8l
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9 QLIKVIEW PUBLISHER SETTINGS

Thistabisonly available with aQlikView Publisher license.

Resources

Management Service: E-mail server:

Distribution Service: ttp: //selun-cen:4720/gtxs.asmx Authentication @ Anonymous ! Use Distribution Service account
Directory Service Connector: ttp://selun-cen:4730/gtds.asmx From address: publisher @company.com

QikView Server: aQvp:/fselun-cen/ Send timeout: 100 seconds

Active Diectory server: LDAP:faitech.com sendimstemalfos

Computer for local users:

Alert e-mail ecipients (separated by semicolon)

Source Document Folders

Path ]
€: ProgramData\QikTech\SourceDocuments =23
D: WMy AppsiQvw =R

Apply |

Figure 33. The QlikView Publisher Settingstab

Resources
The QlikView Management Console sets up a number of resources, that are
then used by the QlikView Publisher to prepare and distribute the QlikView
documents. Change the addresses of the different resourcesif they are
installed on different computers.

Distribution Service
Default addressishttp://localhost:4720/qtxs.asmx.

Directory Service Connector
Default address; http://localhost:4730/gtds.asmx.

QlikView Server
The address to the QlikView Server that is managed by this console.

Active Directory Server
The active directory, usually adomain controller, contains the users
and computers of the domain. The address to the domain controller,
€.0. LDAP: //company . com.
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Computer for Local Users
If the documents should be distributed to a specific computer and
usethe local accounts of that computer you must enter the computer
name here.

E-mail Server
Thisis used for both distributing QlikView files to users and send-
ing alert e-mails.

Authentication
Set how the user should authenticate itself when sending an e-mail,
Anonymous, or Use Distribution Service Account.

From Address
Set the e-mail address that should be used as sender.

Sent Timeout
Set the timeout in seconds for how long the service should try to
sent the message.

Send Test E-mail to
Enter an address and click the button to test your settings.

Alert e-mail recepients (Separated by semicolon)
Enter the e-mail addresses for those who should receive dert e-
mails from the QDS, use semicolon as separator.

Source Document Folders
Source Documents are QlikView documents that contain datathat is

to be made accessible to end-users in the form of User Documents.
The default path to the source documents are in Windows Vistaand
later c: \ProgramData\QlikTech\Publisher\Sourcedocu-
ments, On older operating systmesthe pathis ¢: \Documents and
Settings\All Users\Application Data\QlikTech\Pub-
lisher\Sourcedocuments. Click the green plussign to add
Source Document Folders. The documentsin that folder are made
available to the Publisher.
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10 LICENSES

See page 29 for details about the QlikView Server & Publisher page.

Client Access Licenses (CALS)

Identification
In the Identify user by group you decide whether named
users should be identified viaidentified User Name or via
Machine Name (actualy machine name + MAC address).
It is possible to change this setting at any time but it is
strongly recommended to use one mode consistently with a
given QlikView Server. If changed during operation, the
same user can take up two CALSs, one based on user name
and one on machine name.

The usage by type of CAL and number of CALsdefined in
the LEF is displayed. Read more about CALSs on page 225.

Usage CALsarealocated in full upon license initiation.
Then, 1/28th of your total number of usage CALsare
replenished daily up to the amount of the total licensed
usage CAL savailable. For example, if you license 56 usage
CALs, you should see 2 additional usage CAL s alocated
daily, minus any used, not exceeding 56.

Allow License Lease (Named User CALS)
Mark this check box if you want users to be able to “bor-
row” alicense for use off-line for aperiod of 30 days.

Allow Dynamic CAL Assignment (Named User CALS)
Mark this check box if you wish to add CALs dynamically.
In the Identify by group you decide whether named users
should be identified viaidentified User Name or via
Machine Name (actually machine name + MAC address).
It is possible to change this setting at any time but it is
strongly recommended to use one mode consistently with a
given QlikView Server. If changed during operation, the
same user can take up two CALSs, one based on user name
and one on machine name.

License Lease History
This section lists current information about |eased license activity. A
leased license is used by clients who connect to QlikView Server
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and are alowed to borrow alicense to open the downl oaded server
document for 30 days.

Assigned Users

The current assignment of CALsisdisplayed. Document CALS can
be either automatically assigned or manually assigned to users by
clicking on the Assign CAL button, if thereisaDocument CAL.
Note that the allocation of a CALs does not imply security

If the Allow Dynamic CAL assignment is checked, anew Docu-
ment CAL will automatically be granted to auser connecting to this
QlikView Server for thefirst time, aslong as there are available
Document CALsto assign.

The page has alist showing the names of all users currently holding
aDocument CAL on the document. You can also see the time of the
respective user's last activity on the server. A name can be an
authenticated user name or a machine name (including MAC
address).

To delete an assigned user, thus freeing a Document CAL, click on

the Delete button ( “ ). If the CAL has not been in use for the last
24 hours, it will be deleted immediately. If the CAL is currently
being used or has recently been used, it will be marked for deletion,
and not allow new sessions for user access through this CAL, but
will still occupy an allocated CAL until the Quarantined until time.
During this period, you may undelete by clicking the Restore but-

ton (). After the quarantine period, you may delete the entry
manually (by clicking on the Delete button), or restart the QV S ser-
vice.

Note

Maintenance of Named CALs does not require arestart of the QlikView
Server service.
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INTRODUCTION

11 INTRODUCTION

QlikView Enterprise Management Console (QEMC)
The QlikView Management Console is completely built around modern

AJAX technology, it will run in abrowser and without reliance on e.g.
Microsoft 11S. Extensive usability studies have been done prior to implemen-
tation.

The QEMC givesyou full accessto all possible settings for QlikView Server
and the Publisher Module. It also lets you control multiple instances of
QlikView Server and multiple Publisher execution instances from asingle
management console, by means of an integrated tree-control.

To open the Enterprise Management Console go to Windows Start menu,
QlikView and choose QlikView Enterprise Management Console or open a
web browser and enter the url http://servername:4780/gemc/
default.htm.

QlikView Management Console (QMC)
Just asthe QEM C the QM C is built around AJA X technology and will runin
abrowser. The number of available settingsis reduced, thereby producing a
cleaner, more intuitive interface more suited for those content with most
default settings.

Even without the Publisher Module, the QM C will feature a page for basic
reload scheduling. If the Publisher Module isinstalled thiswill be expanded
to awizard style interface for setting up Publisher tasks.

The QMC handles only one instance of QlikView Server and one execution
instance of the Publisher.

To open the Management Consol e go to Windows Start menu, QlikView and
choose QlikView Management Console or open aweb browser and enter
theurl http://servername:4780/qmc/default.htm. See page 45 for
details.
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12 STATUS

The Status tab contains the Tasks, Services and QVS Statistics pages.

12.1 Tasks

satus | QlikView
Services QVS Statistics

Last updated @ 2010-04-06 11:51:12 4 Show Task Details

Name Status Last Execution Started/Scheduled
E 4% QDS @selun—cen
= (57 Default

|5 Reload and Distribute of AllvinBas. qww Pl Waiting Never Never

|3 Reload of action_button.qvw P g Waiting Never Never

& Refresh [] Automatic refresh of task st [] Indent dependent tasks

Figure 34. The Tasks page

The Tasks page givesyou an overview of scheduled tasks. The tasks are presented in
atree view, with the tasks sorted according to QlikView Servers and document cate-
gories. If no category has been set in the Category field when configuring the task,
the documents are put in the Default folder.

Press the Play icon to run the task immediately and the Stop icon to stop arunning
task. Here you also see the Status, the Last Execution and when the task was
Started/Scheduled. The Status of atask can be Waiting, Running, Failed or Abort-
ing. Click on Show Task Details to view the log file for the task.

The page has an automatic refresh of the task list. Unmark the check box if you wish
to refresh it manually. In order to make your change of the refresh state persistent,
you must allow cookies in your browser.

Enable Indent Dependent Tasks to have the tasks that are dependent on others dis-
played with an indent.
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Show Task Details
Task Details
Task Details
Configuration Summary
Reload of AllObjectsEng.qvw Reload the whole document To the following

redpients: Mone The task has following triggers: Once every 60 minutes starting
at 2010-04-26 08:55:57

Details

Mame: Reload of AllObjects-Eng.quw

Category: Development

Distribution Service: QDS@selun-cen

Type: Document Task

Document: Allobjects-Eng.qvw

Status: Waiting £
Last execution: 2010-05-28 08:56:00

Started/scheduled:  2010-05-28 09:55:57

Figure 35. The Task Details tab

On thistab you see a Configuration Summary of the task and the
details of its execution. A task with amultiple event trigger lists al
events that must be completed.
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Log

Log

»

20100610 - 085557 - Reload of AlObjects-Eng - -
{2010-06-10 08:55:57) Information: Executing ClusterID=1, QDSID=57faBcZe-8ecb-3636-f£32f-38a%c])
{2010-086-10 08:55:57) Information: Starting task "Reload of 211Ckbjects-Eng.gvw" (Attempt 1 of
{2010-06-10 0B:

:57) Information: Max run time: 1.00:00:00
{2010-08-10 08:55:57) Information: Document is marked for refresh; Initislizing Reload.

{2010-08-10 08:55:57) Information: Opening "D:“\My Apps\@VW\AllCbjects-Eng.gvw™

m

{2010-06-10 08:55:57) Information: Rllocating QlikView Engine

{2010-06-10 08:55:57) Information: RAllocating new QlikView Engine. Current usagecount=1 of Z0
{2010-06-10 08:55:57) Information: An inatance of the QlikView Engine is being created
{2010-06-10 08:55:57) Information: Starting QlikView Engine

{2010-06-10 08:55:59) Information: The (QlikView Engine was started successfully. Version=10.0C(

{2010-06-10 08:55:59) Information: Allocated QlikView Engine successfully. Current usagecount=|

{2010-086-10 08:55:59) Information: Loading document "D:\My Apps‘\QVW\AllCbjects-Eng.gvw"™ (0.1 B

{2010-06-10 08:55:59) Information: Physical FileSize=0_l16 Mb. Memory Rllocation Delta for this

{2010-06-10 08:55:59) Information: The document was loaded successfully.
{2010-086-10 08:55:59%9) Information: Initiali=zing Checkout {(0), Loading document (1715), Initial
{2010-06-10 08:55:59) Information: Document was opened successfully

{2010-0&-10 0B8:55:5%) Information: COpened successfully (0}

{2010-06-10 08:55:59) Information: Starting reload

{2010-0&-10 08:55:53) Information: QlikView-»Settings->Document Peferences->Generate Logfile i

(2010-NA=1N NA-55-531 Tnfarmatinn- Tha Sruree Darument is heinm relnadad  DacumentPach=D-\Mu 2
4 | Hr | 3
| |

Figure 36. The Log tab

On thistab you can view the log files for the task. The drop-down
menu at the top contains the 50 latest logs.

12.2 Services

QlikView

Status

Tasks QUS Statistics

Last updated @ 2010-04-06 11:54:44

Service Name Running On Status Messages
2 DSC@selun-cen selun-cen Running
. Service is running without any reported problems.
© qps@sslun—cen selun-cen Running
O qus@seln-cen selun-cen Running
D guws@selun—cen selun-cen Running

Figure 37. The Servicestab

The different Windows services are displayed with their status and the name of the
server on which they run. Highlight a service to display status messages.
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When running a QlikView Server only the following services will be displayed,
QMC (QlikView Management Service), DSC, (Directory Service Connector), QDS
(Distribution Server), QV S(QlikView Server) and QVWS (QlikView Web Server).

12.3 QVS Statistics

On these pages you can see statistics on al the QlikView Serversthat are managed by
this QEMC. There are severa pages:
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Open Documents

Status | QlikView

E=3 QVS@selun-cen
& qups/fselun-cen] Path Sessions
DATA VISUALIZATION.QWW 1

Open Documents Active Users Performance Documents and Users

Figure 38. The Open Documents tab of QVS Satistics

The Open Documents page displays the documents and the number of session that
are open.

Users

Active Users:
Name Number of Documents

QTSELYms 1

Figure 39. The Userstab of QVS Satistics
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This page displays the active users and the number of documents they have open.

Performance

Performance:

Name Value
ExeType RLS32
ExeVersion 9.00.7110.0409. 10
Timestamp 2009-05-18 11:46:50
DocSessions 1
AnonymousDocSessions 0
TunneledDocSessions 0
DocSessionStartsSinceMidnight 1
RefDocs 1
LoadedDocs 1
IpAddrs 1
Users 1
CPULoad 0
VMCommitted 83
VMAllocated 145
VMFree 1899
MLargestFreeBlock 339
UsageCalBalance -1
TimeZoneBias -120

Figure 40. The Performance tab of the QVS Satistics tab

The Performance page displays information about the Server’s performance.

Documents & Users

Documents & Users:
Document User

Films. qvw QTSEL\msj

Figure 41. The Documents and Users page of the QVS Satistics tab

The page displays the documents and the users that are using them.
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13 DOCUMENTS

On this tab you can manipulate your tasks for your Source Documents and your
User Documents.

You can create task chains, where one task triggers another. For example, Document
lisreloaded every hour and upon successful execution a distribution task is run for
Document 2 and if that is successful adistribution is run for Document 3 and so on.

Note If you disable atrigger for one of the tasks in the chain, the chain will be
broken. If you disable one of the tasksin the chain, the chain will continue,
but the disabled task will simply not execute.

13.1 Source Documents
Thistab is only available if you have a QlikView Publisher license.

System QlikView

a
2 ¥ Q05Brd-centetl il Data Visualizatian e "N+
e C\ProgramDate! i TocHIDocuments Relnad of Data visualization.que
i iy <Orphans> #hond the whole document
5 gy molibe s %
T the Foliwing eciplents:
[ Eata Vemsakeation. quw (2 harsks) " Pione ren [
S Rekosd of Dats visuskzation.qew
The sk has the: Fllowing b : *
L5 Predace of Dt isualization.cew {2} ,\;: . rinaees
il ] P w1 bask)
8 Fnae Comtrolimg.aqe Reduce of Data Yisualizativogee (2)
el thee vl docvment

8 i Sokes e

|l Fresdents.am To lte Folrring reipients:

B Whiats Newr i 0o tione

T T ——
None:

Figure 42. The Source Document page

This page lists all your source documents and the tasks they have been assigned in a
tree view to theleft, and to the right you have the settings for the tasks. Click the
green plus sign to the right to add atask or click on the task in the list to the left to
reconfigure it. Right-click on atask to view the context menu, from which you can
manipulate your tasks.

When atask is set up you can see the status of the task, copy the task to the clipboard
using the & icon or by right-clicking on the task in the tree view to the | eft and select
Copy, start and stop atask with the play icon, edit the task by clicking onthe 7
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icon and delete the task with the “ icon. To paste a copied task to a specific docu-
ment, you either right-click on the document you want to paste the task to and select
Paste, or you can highlight the document and in the pane to the right click the paste
icon . When you paste the task, you may choose what parts of the task to paste into
the document.

Paste Task i

-
Select parts to paste

General
Reload

Reduce

m

Distribute
Document Info

Triggers

EEEEEEHE

Server

r _— 10 - 1

Figure 43. The Paste Task dialog
Select which components of the task you want to duplicate to the document and click
OK. Pasting atask will create a new task.

The command Paste Special will merge the task from the copied task with the task it
is pasted into. You can merge a copied task with several tasks simultaneously by
multi-selecting all the tasks you with to merge it with in the tree view.
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Right-click a document and select Import Task, if you want to import atask from
another installation (see page 181 for how to set up the remote system). Thiswill
bring up the remote system and you can choose which task you want to import. If you
aready have atask in that document with the same name, a new name will be gener-
ated.

Import

Figure 44. Importing tasks
To import al tasks from aremote system, you right-click the Distribution Service

and choose Import Tasks. The Import dialog opens and you can choose a Distribu-
tion Service from aremote system.
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General

T scumens [0 QlikView
Source Document | User

General Reload Reduce Distribute Document info Triggers Server

] »

= %% QDS@selun-cen
8 [ C:\ProgramData \QikTech\SourceDocuments

Basics
= 5 o:vy Appsiovw [¥] Enabled
# | <Orphans> Task name: Reload of action_button.quw
# | Qva-Features i Description:
& 5/ Tableloop
T ta
& (57 Til utidning_ajax B
® 5Tl utining java ok sy

Reload of action_button.quw Reload the whole document To the following redpients: There are no

= |8 action_button.quw (1 task) -scipients The task has following triggers:

| M Reload of action_button.qvw

AlObjects-Eng.quw Apply Cancel
Allobjects-SE.quw
AlVInG. quw

Figure 45. The General tab

Basics

Enabled
Mark this check box to activate the task.

Task Name
Set the name of the task.

Description

The description written here will be visible in the summary
of the task.

Note  The Task Name must be unique within the repository!

Task Summary
A short summary of the task(s) set for the document, including
recipients and schedule.
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Reload

[¥perform reload

Data protection

|"| section access

Script setup
"l Partial reload
Script parameters
Parameter name:

ar |7\
Parameter value: =

A separate document will be created for each value. To use a sequence of data
enter the start and stop values sparated with a ™",

Separate single values or sequences witha ™"

If you select a field from the document all valued in the field will be used.

oy [ carel ]
Figure 46. The Reload tab

Perform Reload
Mark the check box if the document should be rel oaded.

Data Protection

Section Access
Mark the check box if other credentials than the default
should be used. This setting allows you to select the user-
name and password the Distribution Service should use
when opening QlikView documents. The default configura-
tion isfor the service to use the Windows credentials that
are set for the serviceitself in the Windows Computer Man-
agement Console.
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Script Setup

Partial Reload
Mark the check box to use the partial reload functionality of
QlikView.

Script Parameters
This replaces the function of the repeat task in previous versions.

Parameter Name
The variable created in the QlikView script that will be
used in the script execution of the document.

Parameter Value
The values that will be assigned to the variable. This value
or values will be used to create the document. Enter alist of
values separated by semicolons (;) or use dash (-) to enter a
sequence of data. A separate document will be created for
each value.

Or
Inthisfield you can select afield in the document and a
separate document will be created for each value in that
field. Those values present at the start of the execution will
be used. If field values change during the execution the
change is not reflected.
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Reduce

Reduce

Reduce By Field value '@

| Open Document

Reduced Document Name

Reduce By Bookmark B

Save the reduced document with the following name:
%eSourceDocumentiame %o
Simple Reduce
Creates one document. All data not induded in the selection will be removed.”
@
Fields

Values

Selected Fields Selected Values

Loop and Reduce

By Field Value @ By Bookmark

Creates a separate document for each value in the selected field, All data not induded in the selection
will be removed.

Field: | <select a field>

Figure 47. The Reduce tab

Open Document

Click this button to populate the Fields and Values boxes

for aSimple Reduce. Then choose what fields and values
should be part of the reduced document.

Reduce by Field Value

Reduces the document by the field value(s) selected in the
Fields and Values boxes.

Reduce by Bookmark

Reduces the document by the bookmark chosen in the drop
down.

Reduced Document Name

Save the Reduced Document with the Following Name
Enter a name for the user document. Click the icon on the

right to open adialog for creating a name template for
reduced documents.
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Click the buttons to create your template.
You can add any text by writng in the Template input box.
Insert Space Between Template Elements

ublisher element ate and time

Source Document Name ‘ Year - Two digits | | Year - Four digits |

Tack Name [ Month | [ monthText ]

I Day ]

Year Month Day

Script Variable Value

\
\
[ Serial Number
\
\

|
\
|
|
Document Field ‘

[ Hour Minute

Clients

1= Space ] I Year Month Day -Hour Minute ]

Template: %SourceDocumenthame s

Example: Consulting Services. quw

OK |[ cClear || cancel

Figure 48. Create a document name template

Click on the buttons to insert the different Publisher ele-
ments and date and time in the template for the document.
You can enter any text in the Template field.

Simple Reduce
Click Open document to populate the Fields and Values boxes.
Then choose what fields and values should be part of the distributed

document.

Reduce by Bookmark
Click Open document and then choose which bookmark the docu-

ment should be reduced by in the drop down.

Loop and Reduce
Choose By Field or By Bookmark in this group if you want each
value to be adocument unto it self. All datanot included in the
selection will be removed.
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Distribute
Manually

Distribute

Manually | Loop Field in Document  File Type  Notify

Distribute to QlikView Server
Server Mount User or Groups ﬁ

QVs@selun-cen - QUW - =

Distribute via E-mail

Users or .
aroups: Lo
Distribute to Folder
Users ar L
groups: Lol
Path: =
| Apply | l Cancel

Figure 49. The Distribute tab (manually)

Set how the document should be distributed to the recipients, via QlikView
Server, e-mail or to aFolder. Press the add usersicon to add recipients on
that resource. The names will be resolved by the Directory Service Connec-

tor.
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Add Recipients
Add Recipients =

© anonymous
© All authenticated users
i named users

Search for users and groups re) Default Scope:

[Ex: Domsin|\ame, MachineNiame ame,
Search result Selected Redipients

Bl | Cosete ]

Delete
an

Figure 50. The QlikView Server Add Recipents dialog

Add the users from the QlikView Server, either Anony-
mous, All authenticated users or Named users.

Choose Named users to search for users and groupsin the
domain or on a computer to add as recipents.
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Loop Field in Document

Distribute

ik | Loop Field in Document | File Type  Notify

Loop and Distribute
Creates a redpient for each value in the selected field.

Open Document
Field containing recipient information: <select 3 field= -

Checdk user indentity on:

Destination
Target type: [ | Qlikview Server; | <select a servers
[T E-mail
[T Folder: =

| Apply | | Cancel
Figure51. The Distribute tab (loop and distribute)

Loop and Distribute

Open Document
Opens the document and populates the Field con-
taining recipient information drop down.

Create a separate document for each value by selecting a
field that contains information about the recipientsin Field
containing recipient information and the type of Check
user identity on. Possible values are the following Active
Directory attributes, Securityldentifier, DisplayName,
SAMAccountName, E-mailAddress and UserPrincipal-
Name.

Destination
Choose how to distribute the document(s): on a QlikView
Server, viaE-mail or viaaFolder.
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File type

Distribute

Manually Loop Field in Document | File Type | Notify

Output Document Type

) Qlikview document

@ PDF report from source document: Document Report - 1 -
Open Document
[ Apoly J[ cancel

Figure 52. The File typetab

Output Document Type
Distribute the document as a QlikView document or
choose a QlikView report in the drop-down menu to distrib-
uteit asaPDF-report from source document. In order to
choose areport as basis for the PDF report you must click
Open Document. To distribute the document as PDF
requires a special license.
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Notify
Distribute

Manually  Loop Field in Document  File Type | Notify

Notification E-mail

[¥] send notification e-mail to redpients

Figure 53. The Notify tab

Send notification email to recipients
With this option checked, al recipents that are part of the
distribution will receive a notification email. Recipients
that are part of email distribution will however not receive
an email.
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Document Info

Document info

General
Category:
Attributes
Name Value 0

Apply “ Cancel |

Figure 54. The Document Info tab

General

Category
This setting lets the administrator create, edit and delete
categories. A category bundles documentsin containersto
make categorization easier for the end-user. They are only
visible to the end-user on an AccessPoint. Each document
can only be part of one category. Clicking in the field will
display a popup with previously used categories.
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Attributes
Enter Name and Value for metadata attributes that can later

be read from the database. These attributes are not saved in
the document, but in the metafile. A third party application
can then extract the attributes using the qvpx protocol.

Triggers
A trigger iswhat sets of atask. A task can have multiple triggers, creating a

workflow of tasks
Triggers

Current Triggers ;J

Trigger Details Enabled

Task Dependencies +)

Task
Reload and Distribute of AllVinBas. quvw - | K

Task Execution Options
Mumber of tries: 1 Timeout in minutes: 1440

[ Apply |[ cancel

Figure55. The Triggerstab
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Current Trigg

ers

Click the green plus sign to add atrigger. All tasks can be triggered
by aschedule, by the event of another task, by an external event
or by multiple events.

Siartthe tagk  On 3 schedule

Enabied |
Orce ) Houty ) Daly ) Wiekdy @ Monthly
Swrtat: 20090218 15:22116

Ched

Surday [ Thursday
Days: Moretay [ Friay.

Wedeesday

Surdny || Monday

Thursday || Friday

Mo soeusars [T Fotrunnt 7] pawch 7] st [0 sny ] e [0 ity

St [] September 7] Dersber [ Movember (] December

# o Tursday 7] Satrday

A | [ Uncheck &

Tussdduy || wedmeduy

oK Cancel

Figure 56. Configuretrigger - On a schedule

On a Schedule

Set the schedule for the task. You may set it to run Once,
Hourly, Daily, Weekly or Monthly.

Note  All time specif

ications must be in 24-hour format.
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Enabled
Mark this check box to enable the schedule.

Start at
Set the date and time for the first execution of the

task.

Run Only Between
Set what times the task is allowed to run between.

Run Only on
Restrict what days the task is allowed to run on.

Max Number of Executions
Set how many times the task is allowed to run.
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Expire
Mark this check box and enter adate and timein
the field to the right to set how long thetask is

Configure trigger e
Strt the sk On gwent from another task = |
Enabied (4
serten | finish [=] of [Task2 [
R oy bt
Sonday || Monday [ Tuesday || Wednesda,
fum oy o
Thursday || Frdey || Sateday
number of execitons:
.....
OK Cancel

Figure 57. Configuretrigger - On event from another task

On Event from another task

Enabled
Mark this check box to enable the trigger.

Start on
Set if the task should start on the successful or
failed completion of another task.

Run Only Between
Set what times the task is allowed to run between.

Run Only on
Restrict what days the task is allowed to run on.

Max Number of Executions
Set how many times the task is allowed to run.
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Expire
Mark this check box and enter adate and timein
the field to the right to set how long the task is

valid
Configure trigger 2
Enabled
Password:

Figure 58. Configuretrigger - On an external event

On an External Event
This allows an outside component to make a http call (post)
and trigger the task.

Enabled
Mark this check box to enable the trigger.
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Configure trigger S
Start the task  On multiple events completed
Enabled
Time constraint: 0 minutes

Run task when all of these events completed
External event: || Password:

Task completed

TaskFinishedTrigger v : Reload and Distribute of AlVinBas. qvy
TaskFailedTrigger ~ Reload of action_button.quw

x x Q

Figure 59. Configuretrigger - On multiple events completed

On Multiple Events Completed
Thistype of trigger will only be executed if all other events
have been completed within a certain time.
Enabled
Mark this check box to enable the trigger.
Time Constraint

Set the time limit for all eventsto complete.

Default value isten hours. Thetimeis setin min-
utes.

Run task when all of these events completed
Here you add all the tasks and events that must be
completed before the current task is run. You can

include both external events and several other
tasks.
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Task Dependencies
Click on the green plus sign to add dependencies for the current
task. Task dependency isaway of making sure that your task only
runsif other tasks have finished their last execution successfully.

Task Execution Options
Set the Number of Tries for the task and how the Timeout in Min-
utes should be.

Server

Preload and Access
Here you specify how the user documents should behave on the
Server.

Server

Preload and Access Method | Server Dbjects

Preload Document in Server Memory

Preloaded: & Never ' always ' Restricted
Loaded days: = Monday = Tuesday = Wednesday | Thursday
- Friday = Saturday = Sunday

Between IDD:DD and |23:59

Access
Access method: " € client

I™" Mabile client

I a3a% zero Footprint client Url: I

I” bawnload

Maximurm number of concurrent sessions: I 5000

Figure 60. The Server tab - Preload and Access

Preload Document in Server Memory
Here you may set the preload options for the document. A
preloaded document is loaded into the server’s primary
memory to ensure quick access at al times. It will however,
use up memory even when no user is accessing the docu-
ment.

Choose one of the options for Preloaded as follows:
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Never
The document will never be loaded automatically.
Standard loading techniques, based on user
reguests and Document Timeout settings will

apply.
Always

The document will always be loaded into server
memory.

Restricted
The document will be loaded automatically, based
on specific day of theweek and timerestrictions. If
this option is selected, additional settings will
become visible.

If Preloaded is set to Restricted, you may choose specific
days of the week to automatically load the document and
thetimes of the day to load and unload. All timesare Server
local times (in 24 hour format). The server timeis set dur-
ing installation of the operating system. See the Windows
Control Panel - Date and Time for more details.

Access

Access Method
Mark the checkboxes for which flavors of
QlikView clients that should be alowed on the
AccessPoint.

Url
Enter aURL if you want to use your own html
pages, instead of the default, for displaying the
AJAX pages.

Max Concurrent Sessions
Sets the number of concurrent sessions for the doc-
ument.
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Collaboration

Server

Preload and Access Method | Server Dbjects

Permission to Create Server Objects

ol & Restricted  Nare
User 0
|qtd0main'|,user1| E

Figure 61. The Server tab - Server Objects

Permission to Create Server Objects
Here you can specify who should be able to create Server objectsin
this document.

All
Everyone may create a Server object in this document.
List
Add usersin thelist below that may create Server objectsin
this document.
None

No oneisallowed to create Server objectsin this document.
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13.2 User Documents

Here all documents that are available on the Server are displayed. The settings here
should not be changed if you have set up Publisher to distribute documents. These
settings will be overridden by the settings for the Publisher.

QlikView

Server Settings  Documeni tinformation  Reload  Collaboration  Document
Ls

= &) qvs@seluncen
i [ mobie Preload Options
8 Arobjects-Eng.quw Preloaded: @ Never © Always © Restricted
Monday | Tuesday [ | Wednesday [ Thursday
Friday Saturday Sunday

|8 Presidents.qvw Concurrency
8 presidents_adax.avw Max concurrent sessions
8 vihats New in Qa.avw

Access method:

[ pownloa

Apply

Figure 62. The User Documents page in the QEMC

Server Settings
Availability Limitations
Here you set if the highlighted document should be loaded on the
QlikView Server.

This setting isonly available if your QlikView Server license limits
the number of documents you may load concurrently.

Preload Options
Here you may set the prel oad options for the document. A preloaded
document is loaded into the server’s primary memory to ensure
quick accessat all times. It will however, use up memory even when
No user is accessing the document.

Choose one of the options for Preloaded as follows:

Never
The document will never beloaded automatically. Standard
loading techniques, based on user requests and Document
Timeout settings will apply.
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Always
The document will always be loaded into server memory.

Restricted
The document will be loaded automatically, based on spe-
cific day of the week and time restrictions.

If Preloaded is set to Restricted, you may choose specific
days of the week to automatically load the document and
the times of the day to load and unload. All times are Server
local times (in 24 hour format). The server timeis set dur-
ing installation of the operating system. See the Windows
Control Panel - Date and Time for more details.

Concurrency

Max Concurrent Sessions
Sets the number of concurrent sessions for the document.

Accesspoint Access Methods

Access Method
Mark the check boxes for which flavors of QlikView clients
that should be allowed on the AccessPoint.
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Authorization

Authorization

Recipients

#
Name Access J

Always & K

[ Apply |

Figure 63. The Authorization tab of the QEMC

Thistab is used to configure document authorization settings for the selected
QlikView document. Thistab is only available if DMS Authorization is selected as
the authorization method for this server. Only users specified in this configuration
will be allowed access to the document once DMS Authorization is selected. DMS
Authorization isset in QlikView Server Settings, Security. Read more on page 235.
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To add an authorized user/group, click on the Add button. To remove an existing
authorized user/group, click on the X icon. The User/Group can be either Anony-
mous or named. Group names may be used, but access to the QlikView Directory
Services Connector (DSC) will be required to resolve the Group. Click the properties

I
icon to set the access restrictions for the user/group.

Access x

User: D Ananymous

Ben

Access! ) plways @ Restricted
WeekDays: [ Sunday

[7] Monday

[ Tuesday

[ wednesday

[ Thursday

[ Friday

[ saturday
From: (e.g. 09:00)
Until: (e.q. 17:00)

Figure 64. The Accessdialog

Access can be granted to al users, Anonymous, or to named users/groups. You can
set the Access to Always for no time restrictions, or Restricted to limit accessto

this document to specific days of the week aswell astimes. All times are Server local
times (in 24 hour format).
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Document Information

Document Information

General
Category:

Sourcedocument:

Attributes

Name Value 0

[ Apoly |
Figure 65. The Document Information tab

General

Category
This setting lets the administrator create, edit and delete
categories. A category bundles documentsin containersto
make categorization easier for the end-user. They are only
visible to the end-user on an AccessPoint. Each document
can only be part of one category.
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Source Document
The name of the source document. This setting is only rele-
vant if it isrun through a QlikView Publisher task. The
nameis not changed by a QlikView Server reload.

Attributes
In this group you may set your own meta data attributes, with names
and values, for the document. These attributes can be read from the
database. The attributes will not be saved together with the docu-
ment but in the metadata of the Server. See page 235 for more infor-
mation.

Reload
Thistab is available when running only QlikView Server.

Reload Schedule
On thistab the schedule for reloading a document is configured.

Enabled
Check the box to enable the schedul e bel ow.

The schedule can be set to None, Hourly, Daily, Weekly, Monthly,
Continuously, Completion of, or External event.

On event of another task
Set thisif the reload should be set off by another reload of a
certain document.

External event
Set if an external event should set off thereload. Fill in the
Password for the external event.

Timeout seconds
Set atime limit for the reload. If the document is not
rel oaded within the timeout the process will be terminated
and the old data is kept in the document.

Dependency
When areload that has a dependency is about to be exe-
cuted, it will check the status of the dependency and if that
statusisfailed, the current reload will not be executed.

Data Protection

This setting allows you to select the username and password the
Distribution Service should use when opening this docu-
ment.
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The default configuration is for the QlikView Distribution
service to use the Windows credentials that are set for the
service itself in the Windows Computer Management Con-
sole. Read more

about section access on page 263.

Server Objects

Server Objects

Creators

Al @) Restricted ) None
User [+ ]
gtselicen F
Objects
Id Type Sub Type Owner
ServeriCHO1 Invalid: Content Chart QTSEL\cen 8 x
Server\LB1456 SheetObject ListBox QTSEL\cen 8 x

[ aply |

Figure 66. The Server objectstab

Creators
Here you can specify who should be able to create Server objectsin

this document.

All
Everyone may create a Server object in this document.

Restricted
Add usersin thelist below that may create Server objectsin

this document.

None
No oneisallowed to create Server objectsin this document.
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Objects
Here all the Server objects within the document are listed with ID,
Type, Subtype and Owner. Click on the icon next to the Owner
field to take ownership of the objekt. Clicking the red x-icon
removes the shared object.

Document CALs

Document CALs
Summary

Mamed user CALs: 0 assigned (0 available for this Document)

Document CALs

Mumber of named users allocated to this document: 0

..... Allow dynamic user CAL assignment
Assigned Users

New user: [ AssigncaL |

Hame Last Used (UTC) Quarantined Until (UTC) 3

* The CAL can be formally deleted (either by restart or manually) after the given time

Apply |

Figure 67. The Document CALstab

Summary
These lines show the number of Document CAL s that the license
contains, the number of Document CALs that not yet are alocated
to any document, the number of Document CALs alocated to this
specific document, the number of Document CALs within this doc-
ument that are assigned to users and the number of Document CALs
that are already embedded in the Document.

Document CALs

Number of CALs allocated to this Document
Enter the number of Document CAL s that should be allo-
cated to this document. Initally the number will be zero.
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Allow Dynamic CAL Assignment
Mark this check box if you want the QlikView Server to
assign CALsto any user that opens the document.

Assigned Named CALs
The current assignment of CALsisdisplayed. Document CALS can
be either automatically assigned or manually assigned to users by
clicking on the Assign CAL button, if thereisaDocument CAL.
Note that the allocation of a CAL does not imply security

If the Allow Dynamic CAL assignment is checked, anew Docu-
ment CAL will automatically be granted to auser connecting to this
QlikView Server for the first time, aslong as there are available
Document CALsto assign.

The page has alist showing the names of all users currently holding
aDocument CAL on the document. You can also see the time of the
respective user's last activity on the server. A name can be an
authenticated user name or a machine name (including MAC
address).

To delete an assigned user, thus freeing a Document CAL, click on

the Delete button ( “ ). If the CAL has not been in use for the last
24 hours, it will be deleted immediately. If the CAL is currently
being used or has recently been used, it will be marked for deletion,
and not allow new sessions for user access through this CAL, but
will still occupy an allocated CAL until the Quarantined until time.
During this period, you may undelete by clicking the Restore but-

ton (). After the quarantine period, you may delete the entry
manually (by clicking on the Delete button), or restart the QV S ser-
vice.
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14 USERS

On these tabs the administrator can manage all objects of a certain user and set up
section access.

14.1 User Management

In thisdialog you can keep track of the usersin the QlikView Server/Publisher sys-
tem, al in one place. The following objects can be controlled: CALS, recipients,
Server objects, groups and documents.

User
Enter the name of the user you wish to view or change settings for.

Search in
Select the directory in which you want to search for the user.

The search results are displayed with both the name and the location of the
user.

CALs
Thelist displays al the CALsthe user is assigned. As administrator you can
click on the delete icon to delete the CAL for the user. Note that the CAL
will not be available for 24 hours!

CALs

User .Name Type Last Used Expiration Source

Figure 68. The User CALstab of User Management
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Distributions
This page displays all the distributions where the highlighted user is a recip-
ient. Click on the task nameto edit thetask. Click on thered X to removethe
task.

Distributions

Task Name Match Distributions
Reload of AllObjects-Eng.guw QTSEL\cen QlikViewServer _

Figure 69. The Distributions tab of User Management

Server Objects
On this page all the Server objectsthat are owned by the users are displayed.
The administrator can change the ownership of them or delete them. Click

onthe ¥ icon to open the Select Owner dialog.

Server Objects

D Object Type Shared Owner Document Name

Server\MBO1 MultiBox Mot Shared QTSELVCEM  AllObjects-Eng.quw H "
Server\CHO1 Chart Mot Shared QTSELVCEN  AllObjectsEng.quw | F
Server\BMO3 Bookmark Mot Shared QTSELVCEM Data Visualization. quw H Y
Server\CHO1 Chart Not Shared QTSEL\CEN Data Visualization.gvw | F
Server{TX01 TextObject Mot Shared QTSELVCEM Data Visualization. quw H "
Server\LBO1 ListBox Not Shared QTSEL\CEN Data Visualization.gvw &i ®
Server\BMO2 Bookmark Mot Shared QTSELVCEM Data Visualization. quw H Y
Server|LBO2 ListBox Mot Shared QTSELVCEM  Data Visualization. quw si ®

Figure 70. The Server Objects tab of User Management
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Here you can search for the user you want to assign the ownership.

€ Anonymous
€ Al authenticated users
% Named users %

Search for users and groups

yel
Default Scope:
|rlone ;I

Select User

OK Cancel

Figure 71. The Select Owner dialog in User Management

Groups

This page shows al the groups the user is memeber of. The check boxes on
theright displays any QlikView Publisher role(s) the user may have.

Groups

Group Name

QTSEL\Documentation Lund
QTSEL\RAED

QTSEL\RED Classified Materials
QTSEL'\R&D Data from External Parties
QTSEL'RED Non-Classified Materials
QTSEL'\RED Source Code
QTSEL\SG-Development
QTSEL\SG-IS0image

QTSEL\Lund

QTSEL\Qliktech Al

QTSEL \glikgirls

QTSEL\QlikTech International
QTSEL\Qliktech Signatures
QTSEL\SSL_VPM_Users

Figure 72. The Group tab of User Management

QlikView Enterprise Management Console

Group MName
Qlikview Administrator

Qlikview Document
Administrator

Qlikview EDX User
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Documents
Here you see the user and source documents that the user has access to.

Documents

User Document Name
Allobjects-Eng.quw
Presidents_AJAX.quvw

| Source Document Name

action_button. qvw
Allobjects-Eng.quw

AllObjects-SE.quw
AllVing. qvw
AllVinBas. qvw
AllvinBubbel, quw
AutoAscending. qvw
blob. quw

blobtest. quw
Books.quw
BoxPlotWizard. guw
Call-function.quw
Callcenter.quw

Cars Data Base.qvw
Cocktails. quvw
Crosstable-Sample. guw
Crosstable.quvw
Drinkar.qvw

Figure 73. The Document tab of User Management

14.2 Section Access Management

Section Access Tables
Inthetree view all the section access tables available are displayed.

| users |

User Management | Section Access Management

=1~ Section Access Tables Section Access Table Url

[ default Section Access Tables +)
[E] Test default x
Test ®

Figure 74. The Section Access Management dialog

Section Access Table Url
Click on thislink to see the path to and the contents of the different
section access tables. Add this url to your load script in QlikView'’s
Script Editor in order to use the tables you define here.

Section Access Tables

Click the @ iconto add anew tableand the * icon to removean
exigting table.
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Clicking on one of the section access tables in the tree view on the left will
display the settings for that table.

Status | Documerts | Users | System QlikView

User Management | Section Access Management

= [ Section Access Tables
Add Users,.. | Search for Users in | D5C@rd-centest1 hd Edit Columns. .. | Import Table Data... |
[ default
[Etest | ——

© access | nTHAME

1 % Juser =] ro-cewTestiladministratr  $9

Figure 75. The Section Access Management dialog - a table

In the Section Access table, click the © iconto remove arow and the '€
icon to add a new row in the table.

Add Users
Here you can add the users that can use this section accesstable in

the script editor in QlikView Desktop.

Search for Users in
Set the directory in which to search for users.
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Edit Columns...

Opens the Edit Table Columns dialog

' Edit Table Columns =

Qlik\iew

NTDOMAINSID
Column SERTAL
USERID
PASSWORD
oMIT

3

Type Column

NTSID =
A field that should contain =
a Windows NT SID.
Example:
5-1-5-21-125976590-467238 106-10
Qlikview will fetch the
logon information from the
05 and compare it to the
value in this field.

Add Column
Add Column

Figure 76. The Edit Table Columns dialog

-

NTHNAME

Remove Column

0K ” Cancel ] ‘

In thisdialog you can add or remove columns from the section

access table.

QlikView Column

Thelist contains al the possible reserved columnsin a
QlikView Section Access. Highlight the column you wish
to add and click Add Column. When a column is high-
lighted an explanation will be displayed between the avail-
able columns and the chosen columns. Click Remove
Column to remove a column from the table.

Type Column

Here you can type a name for your own custom column.
Click Add Column to add it to the list of chosen columns.
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Import Table Data...
Opens the Import diaog, where you can paste the contents of atab
separated file.

Paste tab separated file below :
Access NIName
ADMIN TSEL\gen

USER TSEL\mjn|

[¥]Treat first row as column names [| Clear table data

[ OK ” Cancel ] ‘

Figure 77. The Import dialog in Section Access Management

Treat first row as column names
The first row in the file are made up of column names.

Clear table data
The previously existing datain thetable is deleted when the
file's content is imported.

Read more about section access on page 263 and in QlikView Reference
Manual.
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15 SYSTEM

The System tab contains al the settings for the different servicesin QlikView Server
and Publisher.

¢

Administrator

Figure 78. Overview of infrastructure

QMS - QlikView Management Service
Communicates with all services and hosts the management console graphi-
cal user interface.

QDS - QlikView Distribution Service
Prepares and Distributes files.

DSC - Directory Service Connector
Keeps track of the users.

QVS - QlikView Server
Hosts the files for the end user.

QVWS - QlikView Web Server
Actsasweb server for AJAX pages, hosts the AccessPoint and load balances
the QVS.
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15.1 Setup

Management Service
The Management Serviceisthe central coordinating component in QlikView

Publisher. It is responsible for maintaining the QlikView Publisher Reposi-
tory (QVPR) and keeping track of the different components. A QlikView
Publisher installation has only one Management Service. The Summary

page displays the address of the Management Service.

| syston QlikView
Letup Licenses About Supporting Tasks

= oy Management Servcn Summany
= iy Qe Servers
& qusgro-centest T connet b the AL of the Service use bt i
[y Distribation Servces

a1 with th Servce and avalsble s

(2 Cirectory Sevvice Cormmctuns

& (L Qlview 'Wieb Servers

# [y Rk Marvsgenen, Services
1§ bead Sever

Figure 79. The Summary page for the Management Service

Here you also have alink for the APl documentation. The help isin CHM
format, which means you must download it and open it from disk in order to
bypas Microsoft CHM file security.

General

General

Location
Url: http: ffselun-cen: 4799/QMS
Logging Level

@ No logging @ Normal logging Debug logging

Figure 80. The General tab for the Management Service
Location

Set the Hostname and the Port for the Management Ser-
vice.
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Logging Level
Set the level of logging, No Logging, Normal Logging or
Debug Logging.
Repository
The repository, QVPR, is the database containing the information

about every QlikView Publisher task. The repository can be either
xml based or stored on a Microsoft SQL Server.

Note  TheRepository tabisonly available if you have a QlikView
Publisher license!

XML Repository

XML Repository -
Enter the name of database you want to use as repository for QlikView Publisher, If the database doesn't exist it will be created.
Database name: QVPR.

Optional base path:

Blisa i, E"Q‘Z?n‘"ui if destination repository contains data it will be overwritten, Please make a backup before you
Backup settings

The XML files can be backed up to  .zip file,

Schedule: Never

@) Daily at 00:00
Every 80 minutes
Optional backup path:
[

Apply || cancel |

Figure 81. Settingsfor XML Repository

Database Name
Enter the name of your repository.
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Optional Base Path
The path to the folder where the XML repository
should be created. Default path is ¢: \Program-
Data\QlikTech\Publisher\CommandCen-
ter inWindows Vistaand later and
C:\Documents and Settings\All
Users\Application Data\QlikTech\Pub-
lisher\CommandCenter\QVPR for older oper-
ating systems.

Note  Notethat if the path contains a database with the same name the
datawill be overwritten.

Migrate Data
Mark this check box if you want to migrate data
from the current QV PR repository to a new path.
When creating a new database, this allows you to
move the data from your company database to the
new one.

Backup Settings

Here you can configure backup of the repository.
The backup is saved as a zip file and uses the time-
stamp of its creation as name. Change the path to
the zip file by entering a path in Optional Backup
Path. Per default the zip file is saved to the same
path asthe repository. Click Backup Now to create
a backup immediately.
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Microsoft SQL Server

Microsoft SQL Server =
Select the SQL server and database you want to Use as repository for QlikView Publisher, Tf the database doesn't exist it will be

created.
Server: CEN ~ [ GetServers |
Port: 1433
Connection model:: (default) b
Connect using: @ Commandcenter user (Windows Authentication)
SQL server authentication

Username:

Password:
Database: QVPR

e ré.;rhr:lzli if destination repositary contains data it will be overwritten, Please make a backup before you

Apply Cancel

Figure 82. Settings for Microsoft SQL repository

Server
Click the Get Servers button to choose a server
from alist of Microsoft SQL Serversthat are avail-
able on the network.

Port
Set the port for the communication.

Connection Model
Select the protocol that should be used for the com-
munication with the Microsoft SQL Server.

Connect Using
Select the authentication method, Commandcen-
ter User (Windows Authentication), that isthe
currently logged on user in Windows, or SQL
Server Authentication.
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Database
The name of the database on the SQL Server. If a
database with the same name already exists it will
be overwritten.

Migrate Data
Mark this check box if you want to migrate the
datato a new location. When creating a new data-
base, this allows you to move the data from your
company database to the new one.
Auditing

Read more about auditing on page 255. Auditing must be turned on

iNn QVManagementService.exe.config. The configuration file

isfoundin c:\Program Files\QlikView\Management Ser-

vice..

Auditing

Enabled
Audit files
Folder: C:\ProgramData\QlikTech\ManagementService \Auditlog
Days to keep audit logs: 30

Figure 83. The Auditlog tab of the QEMC

Enable
Showsif audit logging is enabled. This setting isenabled in

thefile gvManagementService.exe.config.

Folder
Displays the path for the logs.

Days to keep audit logs
The number of days the logs are saved. Logs older than the
number set here are overwritten by new logs.
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QlikView Servers

QlikView Servers +)
url
qup:ffcenf "

Figure 84. Overview of QlikView Servers

Highlight QlikView Serversto look at the Servers that are managed by this
console. You can also add more Servers by clicking the green plus sign on
the right. Highlight one of the Serversto configure it.

General

General

Name

QVS@selun-cen

Figure 85. The General tab of a QlikView Server

Name
The name of the QlikView Server.
Folders
Folders
Root Folder
C:\ProgramData\QlikTech\Documents L
Mounted Folders
Name Path Browsable 3
Extra DMy Apps =gl B

Figure 86. The Folderstab of a QlikView Server

Root Folder
Enter the path to the QlikView documentsthat are to be accessed via
the Server. This path will typically reflect the default document
location. Documents may also reside in subfolders to this folder.
Windows file security applies for all access by aclient to document
folders and files, unless DM S Authorization mode is used. Read
more about DM S on page 235. The default location of the Docu-
ment folder may differ depending on operating system. Windows
Vistaand later will install the document folder to ¢: \Program-
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Data\QlikTech\Documents, while older Windows operating
systems, such as Windows XP, install to ¢: \Documents and
Settings\All Users\Application Data\QlikTech\Docu-
ments as default.

It isalso possible to specify Mounted Folders. A folder set here
may contain subfoldersto any level. Click the green plus sign to add
other folders.

Enable Browsable if you want the folder and its contents to be
browsable from the Open in Server dialog in QlikView.

Documents

Documents

Server

Document timeout: 4560 rinutes

I
I

I
I
r

Allove only one copy of document in memary
Allow Server Objects

™ allow Anonymous Server Bookmarks
Allov document upload

Allow document download

Prohibit: Session Recovery

Objects

¥ allow moving and sizing objects

Default label for "Tokal": ITotaI
Default label For "Others": IOthers

Figure 87. The Documents tab of a QlikView Server
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Server

Document Timeout
The Document Timeout value allows you to con-
trol for how long a document will be allowed to be
unused before the QlikView Server closes the doc-
ument and reclaims the resources.

A document isa QVW file opened by the
QlikView Server. Open documents take up valu-
able system resources (i.e. RAM) and should not
be allowed to remain open when not in use. How-
ever, if documents are closed too quickly, the user
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may see longer delay times when accessing the
document while the server reopensit.

Allow Only One Copy of Document in Memory
Mark this check box to allow only one version of
the document in memory. If there are changesto
the document, areload or alayout change, a ses-
sion update might be forced. Allowing only one
version of a document will conserve memory
resources on the Server.

Allow Server Objects
QlikView Server objects for Bookmarks, Objects
and Reports allows sharing of objects between
users. Make surethis setting is checked if you want
to alow sharing of objects. This setting requires
that the QlikView Server objects settings Allow
Server Bookmarks, Allow Server Objects and
Allow Server Reports located onthe Server tabin
the QlikView Document Properties dialog is
marked.

Allow Anonymous Server Bookmarks
If this setting is checked, anonymous users will be
allowed to create bookmarks. The machine ID of
the client will be used for ownership. The client
must allow persistent cookies to be created.

Allow Document Upload
If checked, this setting will allow new or updated
documents to be uploaded to QlikView Server
through the Publisher QDS. QlikView Server must
be defined as aresource in Publisher. This setting
must be turned on if you use Publisher.

Allow Document Download
If checked, this setting will allow documentsto be
downloaded through the Publisher Access Paint.

Allow Extensions
If checked, this setting will allow QlikView Exten-
sions on the Server documents. Read more about
QlikView Extensionsin the QlikView APl Refer-
ence Manual.
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Default Label for “ Total”
Here you can specify a default label for Totalsin
bar charts, pivot tables and straight tables.

Default Label for “Others”
Here you can specify adefault label for Othersin

bar charts and pie charts.

Performance
Performance
CPU Working Set
CPU affinity: ¥ @ ¥ & Low: 70 o
CPU throttle: 0 % (0 means no throttling) High: ag oy,
Reload Limits Document
CPU affinity: & & & &
el L Object calculation time limit: &0 seconds

CPU priority: Low -

Max symbols in charts: 100
Max concurrent reloads: 20 :

[¥] Allow document auto load
Sessions
Maximum number of concurrent session: 5000

Possible session timeout:

(server may terminate inacive sessions
and re-use slot if needed for other users) 1800 seconds
Maximum inactive session time:
{0 means no limit)

Maximum total session time:

{0 means no limit) 0

1800 seconds

seconds

Figure 88. The Performance tab of a QlikView Server

CPU

CPU Affinity
You may deselect the use of specific processors on
the computer running QlikView Server. QlikView
Server will automatically select the processors to
use and this setting needs to be changed only when
you wish to override that choice.

CPU Throttle
Setting a threshold value here will increase or
decrease the priority of the QV S process depend-
ing on how much CPU capacity the processis uti-
lizing. Thiswill free the CPU for other
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applications, improving overall performance of the
server. 0 % means no throttling. This setting should
not be changed if the server is a dedicated
QlikView Server server.

Note If you notice that the CPU utilization for the QV S process exceeds the limit
you have set here, it is most likely because Windows has considers more

resouces available.

Reload Limits

CPU Affinity

You may deselect the use of specific processors on
the computer running QlikView Server. QlikView
Server will automatically select the processors to
use and this setting needs to be changed only when
you wish to override that choice.

CPU Priority

Setsthe priority of QlikView Server for the kernel.
Processes with a higher priority execute more
quickly than processes with lower priority. The pri-
ority can be set to High, Normal or Low. Low pri-
ority isthe default. Use caution when changing this
setting. Read more about setting CPU priority on

http://msdn.microsoft.com.

Max Concurrent Reloads

Sessions

Sets how many documents may be reloaded at any
one time. Be careful not to set too many reloads
simultaneously as it may degrade overall perfor-
mance of the computer.

Maximum Number of Concurrent Sessions

Sets the maximum number of user sessions
alowed on the QlikView Server at onetime. A
new user session is generated for each document
that a user opens on the Server. This setting is
unrelated to CAL specifications.
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Possible Session Timeout (seconds)
When the session has had no activity for the speci-
fied number of seconds, itiseligibleto be closed if
anew user requests to start a session

Maximum Inactive Session Time (seconds)
If this setting is non-zero, and the session has had
no activity for the specified number of seconds, it
will automatically be terminated by QlikView
Server.

Maximum Total Session Time (seconds)
If this setting is non-zero, all sessions will be lim-
ited to the maximum number of seconds as speci-
fied. Once the time limit is reached, the session
will automatically be terminated by QlikView

Working Set

This control sets the minimum and maximum of the physi-
cal amount of RAM that can be used by an application.
Thisway it ispossible to control if an application can be
swapped out of physical memory or not. However, there are
no guarantees that the operating system can serve the pro-
cess with the amount of memory set here.

Using too high settings will degrade the performance of
other processes on the computer, this may however be
desirable if the computer is dedicated for QlikView Server.
Do not change these settings unless you are well acquainted
with Windows Virtual Memory Manager! Read more about
working sets in the Microsoft Windows documentation.
The settings are:

Low
Sets the minimum amount of memory, in percent-
age, to be allocated to the application/process. If
the use of RAM goes above thislimit, Windowsis
allowed to swap the memory QlikView Server is
using to disk.

High
Sets the maximum amount of memory, in percent-
age, to be allocated to the application/process. If
the use of RAM goes above this limit Windows
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should swap the memory QlikView Server isusing

to disk.
Note  QlikView Server assumes that it has reserved physical memory up to the
Low limit.
Document

Object Calculation Time Limit
The Object Calculation Time Limit setting speci-
fies the maximum amount of time the QlikView
Server will attempt to calculate a chart object. The
timeis set in seconds of total CPU time. Note that
total CPU timeis not same as elapsed real time on
a computer with parallel processing technology.

Max Symbol in Charts
Here you can specify a maximum number of sym-
bolsto plot in one chart.

Allow Document Auto Load
Check this box to enable automated document
loading and unloading.
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Logging
Logging
Log Level

¥ Enable session logging

Enable performance logging every 5 minutes

Enable event logging

] Enable audit logging of dient activity

Log Folder

C:\ProgramData\QlikTech\Qvs =
Event log verbosity

Low
) Medium
@ High

Split Files

@ Never
Daily
2 Weekly
Monthly
Yearly

Figure 89. The Logging tab of a QlikView Server

Log Level

Enable Session Logging
Mark this check box to enable detailed session log-
ging from QlikView Server. The file will be called
Session-Stats.log.

Enable Performance Logging Every Minutes
Mark this check box to enable performance log-
ging from QlikView Server. The file will be called
Performance.log. The logging interval can be set
between one minute and 24 hours (1440 minutes).

Enable Event Logging
Mark this check box to enable mirroring to alog
file of entries from QlikView Server to the Win-
dows event log. The file will be called Events.log.
width network.

Enable audit logging of client activity
Enablethis setting to log user activity to disk. Read
more about audit logging on page 224.
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Log Folder
Here you may specify the folder in which
QlikView server will createlog files. Thedefault is
C:\ProgramData\QlikTech\QVvs on Windows
Vistaand later, c: \Documents and Set-
tings\All Users\Application Data\Qlik-
Tech\QVs on older operating systems.

Verbosity
Use this setting to control how much information will be
written to the log files.

Split Files
Set how often you wish to split the log files in order to
avoid having enormous files.

Security
Security
Authentication
Clients Anonymous Account
Always anonymous On domain
@ Allow anonymous @ On local computer

2 prohibit anonymous
Authorization
@ NTFS authorization (Windows controls file access)
DMS authorization (Qlikview controls file access)
Miscellaneous

| Allow dynamic data update

[¥] Allow macro execution on server

[] allow unsafe macro execution on server 1 allow admin using name and password
] Enable server push over HTTP tunnels & Compress network traffic

[ allow Extension Objects

Alternate build number:

Alternate document root:

Figure 90. The Security tab of a QlikView Server

Authentication

Clients
In this group you select whether the QlikView
server should use Windows authentication when
possible. It is possible to force anonymous com-
munication (Always Anonymous), force authenti-
cation (Prohibit Anonymous) or to use
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authentication whenever possible (Allow Anony-
mous). Allow Anonymous is the default.

Make sure that this setting is consistent with any
security settings that may be specified in the web
server virtual directories (e.g. if I1S allows Anony-
mous, but QlikView Server does not, the client
user will get an error message when trying to open
the application through the virtual directory).

Anonymous Account
Select whether the anonymous account should be
from on local computer or on the domain. Read
more on page 203.

Authorization
Choose one of the options in this section to determine the
authorization mode that QlikView Server will use when
authorizing access to documents. Traditionally, QlikView
Server has utilized NTFS Authorization, where the Win-
dows Operating System controls access to files for users
and groups through NTFS security settings. Thisisthe
default authorization mode for QlikView Server.

Choose DMS Authorization to utilize the QlikView Server
DMS facility to authorize access to documents for users
and groups. The QlikView Publisher Directory Services
Connector (DSC) must be accessible in order to resolve
Group membership. Read more abour DM S on page 235.

Choose what Directory Service Connector to usein the
drop-down menu.

Miscellaneous

Allow Dynamic Data Update
Mark the check box if the Server should allow
dynamic updates in adocument. This setting is by
default off. This setting requires a special license.

Allow Macro Execution on Server
Mark this check box if macros should be allowed
to execute on the Server. This setting is by default
on.
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Allow Unsafe Macro Execution on Server
Mark this check box if unsafe macros should be
allowed to execute on the Server. This setting is by
default off.

Allow Admin Using Name and Password
Thissetting isused by Publisher if itisrunningina
separate Active Directory so that name and pass-
word can be used to connect to the QV S service.
The account must be part ot the QlikView Admin-
istrators group.

Enable Server Push over HTTP Tunnels
Mark this check box to alow graceful document
refresh over HTTP tunnels. This setting is by
default on.

Compress Network Traffic
Mark this check box if large packages should be
compressed in communication between client and
server. It isrecommended to uncheck this settingin
high bandwidth environments, since the compres-
sion routines could require more resource than
sending large packages of dataover a high band

AlternateBuildNumber
This setting is used when upgrading clustered
QlikView Servers. Newer and older Serverswill
not cluster, but both can use the same cluster
license.

Enter the build number for the upgraded QlikView
Server in order for it to use the license for the clus-
ter. On the Server that is upgraded you must enter
the build number of the older Servers. Read more
about clustering on page 239.

AlternateDocumentRoot
Enter the document root for the QlikView Server
with the alternate build number. This must be dif-
ferent from the clustered Servers.
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Cluster

Cluster

Serial and Control

Serial number:

Control:

url Link Machine Name o |

qvp: ffselun-cen/ Machine

Figure 91. The Cluster tab of a QlikView Server

Serial and Control

Serial Number
Here you see the Serial Number of you QlikView
Server copy.

Control
When you set up aQlikView Server cluster you
must enter your control number for your second
QlikView Server here.

URL
When setting up a cluster you must enter the path
to your second QlikView Server here.

Link Machine Name
If your QlikView Server cluster is not exposed out-
ward with the same name asis used internally, you
must enter your external name herein order for the
QlikView Plug-in and the QlikView Javaclientsto
work.

If left empty, the name exposed for the clients will
be the computer name of the QlikView Server.

To mimic the behavior of version 8.5, you can
enter (FromRequest) here. The name exposed
outward will then be the same as the url the client
uses to connect to the AccessPoint, that is the set-
ting is taken from the request coming from the cli-
ent.
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Folder Access
On thistab you can add supervision accounts and document admin-

istrators.
Folder Access
Name Path Supervision Accounts Document Administrators
Whole server QTSELYjhs; § QTsEL\msj; ¥
Root folder  C:\ProgramData\QlikTech\Documents %] o

Figure 92. The Folder Accesstab of a QlikView Server

Click on the respective Add users symbol to add users and groups
as either Supervision Accounts ( see page 210) or as Document
Administrators (see page 256). Give the user accessto either the
root folder, meaning all folders on the Server, or to a specific folder.

Login
Login

Server Login

Username:

Password:

Figure 93. The Login tab of a QlikView Server

Server Login

If you wish to manage a QlikView Server installed on a different
computer, enter the Username and Password of auser that is mem-
ber of the QlikView Administrators group on that machine here.

Distribution Services
The Distribution Service is the component that is responsible for performing
the preparation and delivery of the QlikView files. A QlikView Publisher
installation can contain many Distribution services located on different
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machines.

Distribution Services +)
url
http: ffselun-cen: 4720/gtxs. asmx "

Figure 94. Distribution Services

Highlight Distribution Services to look at the services that are managed by
this console. You can also add more by clicking the green plus sign on the
right. Highlight one of the servicesto configure it.

Summary
Contains the address to the Distribution Service
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General

Location

uUrl +)

http://selun-cen: 4720 /qtxs.asmx
Server Login
Username:
Password:
Directory Services

Directory Service Connector:  DSC@selun-cen -
Application Data Folder

C:\ProgramData\QlikTechDistributionService =
Logging Level

@ Nologging ' Mormal logging ) Debug logging
Source Folders [+

Disable Task Triggers For Document Administrators [

C:\ProgramData\QlikTech'\SourceDocuments * B a

Figure 95. The General tab for the Distribution Service

Location

Url
The url to the computer where the Distribution Ser-
viceisrunning.

Directory Services
Choose what Directory Service Connector to connect to.

Application Data Folder
The path to the folder where data for the Distribution Ser-
vice are saved. You will need to change this setting if you
are clustering your distribution services. This setting may
also be changed through a command line parameter. See
see “Reloading afile from the command line” on page 251.
Use the datapath parameter.

QlikView Enterprise Management Console 157



158

Logging Level

Set the log level for the serviceto No Logging, Normal
Logging or Debug Logging.

Source Folders

Disable Task Triggers for Document Administra-

tors

Path

With this setting enabled your document adminis-
trators will not be able to activate any triggers
when creating or editing tasks and triggers.

Enter the path to the Source Documents. These are
QlikView documents that contain data that isto be
made accessible to end-users in the form of Dis-
tributed Documents. The default path to the source
documents are in Windows Vistaand later
C:\ProgramData\QlikTech\Pub-
lisher\Sourcedocuments, On older operating
systmesthe path is ¢:\Documents and Set-
tings\All Users\Application Data\Qlik-
Tech\Publisher\sourcedocuments. Click the
green plus sign to add more Source Folders.

Add document administrators to your mounts by

clickingthe # icon. Read more about document
administrators on page 256.
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Alert E-mail

Alert email recipients (separated by semicolon)

Figure 96. The Alert e-mail tab for the Distribution Service

Enter the e-mail addresses for those who should receive dert e-
mails from the QDS, use semicolon as separator.

QlikView Enterprise Management Console 159



E-mail Templates

E-mail Templates

Attachment (html)

Subject:
Body:

QlikView Publisher: [DocTitle] is attached to this message

Your document "[DocTitle]" has been
Publisher. The document is attached
<br>

Time: [Datelime]<br>

Attachment (plain)

Subject:
Body:

Notify (htmi)

Subject:
Body:

QlikView Publisher: [DocTitle] iz attached to this message

Your document "[DocTitle]”™ has been
Publisher. The document is attached

Time: [DateTimel

QlikView Publisher: [DocTitle] has been distributed

distributed by QlikView
to this message.<br>

m

distributed by QlikView
to this message.

Your document &gquot; [DocTitle]&aquot; has been distributed by
QlikView Publisher.<br/>

[ &y J[ concel |

Figure 97. The E-mail Template tab for the Distribution Service.
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On this page you can create e-mail templates for the different mes-
sages that can be sent from QlikView Publisher. The different mes-
sages include; Attachment (html and plain text), Notify (html and
plain text) and Alert (html and plain text). You can edit the contents
of the templates usin html.

The following variables can be used (the variable must beinside
square brackets):

[DocTitle] - Thetitle of the QlikView document
[DateTime] - The current date and time

[Location] - The QlikView Server/folder to which the document has
been distributed

[ResourceName] - The Publisher resource to which the document
has been distributed

[TaskName] aso [JobName] - The name of the task
[Log] - Thelog of the task.
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Advanced

Advanced

Qlik¥iew Engine
Max seconds at zero CPU usage: 1500
Max number of simultaneous Glikview engines For distribution: 4
Max number of simultaneous Qlikview engines For administration: 20

Section Access
Username:
Password:

Workorder
| send workorder |

Figure 98. The Advanced tab for the Distribution Service

Set how the QDS should handle the QlikView engine (QVB.exe).
QlikView Engine

Max Seconds at Zero CPU Usage
When a QVB process has zero cpu usage it could
be hung, but it can also bein a state where it has
passed a query to the data source and the answer
has not yet come back. Use thisto set how long the
QDS will wait with aQVB at zero cpu usage
before deciding it is ahung process and kill it, thus
ending the task it was currently assigned to. This
event islogged in thelog file.

Max Number of Simultaneous QlikView Engines
for Distribution
Set the number of QVBs that the QDS can send
tasks to simultaneoudly.

Max Number of Simultaneous QlikView Engines
for Administration
Set how many simultaneous QVBsthe QDS can
use for the management of tasksin QM C/QEMC.

Section Access
This setting allows you to select what username and pass-
word the Distribution Service will use when opening
QlikView documents. The default value is that the service
will use the Windows credentials that are set for the service

QlikView Enterprise Management Console 161



itself in Windows computer management console. Read
more about section access on page 263.

Workorder
Click Send Workorder to send aworkorder to the desig-
nated Distribution Service.

Login

Login

Server Login
Username:

Password:

Figure 99. The Login tab for the Distribution Service

Server Login
If you wish to manage a Distribution Serviceinstalled on a
different computer, enter the Username and Password of a
user that is member of the QlikView Administrators group
on that machine here.

Directory Service Connector
The Directory Service Connector is responsible for communicating with the

Directory Service that keeps track of all the users and groupsin your envi-

ronment.
=/ | Directory Service Connectors Directory Services Connectors + ]
= 8 DsC@selun-cen url
http: ffselun-cen: 4730/qtds. asmx "

8 Active Directory
8 custom Directory
8 Configurable ODBC
8 Configurable LDAP
8 L ocal Directory

84 windows NT

Figure 100. Directory Service Connectors managed by this QEMC
Highlight Directory Service Connectors to look at the connectors that are

managed by this console. You can also add more by clicking the green plus
sign on the right. Highlight one of the connectorsto configure it.

The Summary page gives the address of the Directory Service Connector.
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General

General

Location
Url: http: {fselun-cen: 4730/qtds. asmx
Logging Level

! Mologging @' Mormal logging "' Debug logging
Clustering

Cluster url -+ ]

http:ffselun-cen: 4730/qtds. asmx "

Figure 101. The General tab for the Directory Service Connector

Location
Set the location of the Directory Service Connector using
the Host Name and Port fields.

Logging Level
Set thelog level to No Logging, Normal Logging or
Debug Logging.

Clustering

Cluster url
When setting up a cluster you must enter the path
to your other Directory Service Connectors here.

Login
Login

Server Login
Username:

Password:

Figure 102. The Login tab of the Directory Service Connector

Server Login
If you wish to manage a Directory Service Connector
installed on a different computer, enter the Username and
Password of auser that is member of the QlikView Admin-
istrators group on that machine here.
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Active Directory

General
General

Directory Service
Path

Username Password 0
LDAP: {fqliktech.com ﬁ“

Figure 103. The General tab for the Active Directory

Set the Path to the active directory service and enter the
Username and Password used for accessing it.

Click the settingsicon ( ¥ ) to open the settings dialog:
[ospsettings |

Setting Value

Cache expiry in minutes &0

Service timeout in seconds 30

Figure 104. The Directory Service Provider settings dialog for Active Directory

Cache Expiry in Minutes
Set how long the queries to Active Directory
should be cached.

Service Timeout in Seconds

Set the time-out for the service's connection to the
Active Directory.

Custom Directory

No Custom Directory isinstalled as default. In order to use Custom

users you must first add a Directory Service Provider for custom
users.
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General
General

Directory Service

Path Username Password

Custom = Fd “
Custom Directory Port

4735

Figure 105. The General tab for the Custom Directory

Path

The path to the directory service. Pressthe Ficon
to use the default path or click on the green add
icon to add a new directory service.

Enter the Username and Password used for accessing the
directory serviceif needed.

Click the settingsicon ( # ) to open the settings dialog:

| DSP Settings

Setting Value
Domain name Custom

The Directory Service Provider settings dialog for custom users

Domain Name
Enter the name of the domain for your custom
users.

Custom Directory Port
The port for the custom directory.
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Users

Users
Users 0
Username Full name E-mail Groups Enabled
Christina Christina Edner # K
Groups 0
Group name Users
Users & K -

| Apply ” Cancel |

Figure 106. The Userstab of the Custom Directory

Click the green plus sign to add Custom Users and
Groups.
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Add Custom Users
Add Custom Users

Account information User information Groups

User name: Full name: Normal Users

Password: E-mail:

Enabled: I

Hew custom users
User name Full name E-mail Groups

[ apoly |[ caneel |

Figure 107. The Add Custer Usersdialog

Account Information

User Name
Enter the user name.

Password
Set a password for the user.

Enabled
Mark this check box to enable the user.

User Information

Full Name

Enter the full name of the user.
E-mail

Enter the e-mail address of the user.
Groups

Mark the check boxes for the groups that the user
should belong to.
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Create Custom User Groups

Create custom user groups

Group information
Group name:

Users

Member type: Users e
User name:

Full name:

Search result Members in group

User name Full name [Add] Name

Figure 108. The Create custom user groups dialog

Group Information

Group Name

Remove

Apply Cancel

Enter the name of the new group.

Users
Member Type

Choose to add Users or Groups to the new group.

Use the fields below to search for users or groups

to add to the new group.

The information about custom users and groupsis saved in
C:\ProgramData\QlikTech\DirectoryServiceConnec-

tor\CustomDataDirectory.xml.

Configurable ODBC

Read more about configuring the ODBC database on page 301 in

the Appendix.
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General

General

Directory Service
Path
ODBC:/flocalhost

Username Password 3

= ’

™

Figure 109. The General tab of the Configurable ODBC settings

DSP Settings

Setting

Cache expiry in minutes
Conn db name

Daka source name
Directory label

Entity name

Entity table db name
Groups table db name
Crverride connection string

Service bimeout in seconds

Path

The path to the directory service. Pressthe Ficon
to use the default path or click on the green add
icon to add a new directory service.

Enter the Username and Password used for accessing the
directory service.

Click the settingsicon ( ¥ ) to open the settings dialog:
(x|

Value

Jis

|dhname

|MySQL ©DBC 5.1 Driver

|oe DSP

|entity_name

|entity

|groups

|30

Figure 110. The Directory Service Provider settings dialog for configurable ODBC

QlikView Enterprise Management Console

Cache Expiry in Minutes
Set how long the queriesto ODBC database should
be cached.
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Connection Database Name
The name of the ODBC database you wish to con-
nect to.

Data Source Name
The name of the ODBC driver.

Directory Label
Thelabel of the directory service you are connect-
ing to.

Entity Name
The name of the entity.

Entity Table Database Name
The name of the entities table.

Groups Table Database Name
The name of the groups table.

Override Connection String
The string entered here will be used and the set-
tingsin Connection Database Name, Data
Source Name, Username and Password will be
ignored.

Service Timeout in Seconds
Set the time-out for the service's connection to the
ODBC.

Configurable LDAP
This directory service provider can connect to any generic LDAP.

General

General

Directory Service
Path Username Password 0
B s 3

Figure 111. The General tab of the Configurable LDAP settings

Path

The path to the directory service. Press the “Ficon
to use the default path or click on the green add
icon to add a new directory service.
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Enter the Username and Password used for accessing the
directory service.

Click the settingsicon ( ¥ ) to open the settings dialog:

| DSP Settings

Setting Value

Account name property name  sAMAccountMame
Cache expiry in minutes &0

Display name property name  name

Domain name

Domain name attribute

Domain name node

E mail property name mail

Group member property name

Group object dass value group

1 d property name sAMAccountMame

Ldap filter (&1 {objectdass =comput
Service timeout in seconds 30

User member of property name memberof

User object dass value user

The Directory Service Provider settings dialog for configurable LDAP

Account name property name
The property containing the account name of the
node.

Cache expiry in minutes
How long the queriesto the LDAP are cached.

Display name property name
The property containing the display name of the
node.

Directory Label
The unique name of the Directory Service Provider
instance.

E-mail property name
The property containing the e-mail of the node.

Group member property name
The property that identifies the usersin a group.
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Group object class value
The class value for the LDAP group object.

ID property name
The property containing 1D of anode.

Ldap filter
The LDAP filter to use when searching user
objects.

Service timeout in seconds
The time-out for the service's connection to the
LDAP server.

User member of property name
The property value that specifies what group(s) the
user is member of .

User object class value
The class value for the LDAP user object.

Local Directory

General

General

Directory Service

Path Username Password
local: /fSELUN-CEN = V

% ©

Figure 112. The General tab of the Local Directory settings

Path

The path to the directory service. Pressthe 1T icon
to use the default path or click on the green add
icon to add a new directory service.

Enter the Username and Password used for accessing the
directory service.
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Click the settingsicon ( # ) to open the settings dialog:

Setting Value

Cache expiry in minutes 15

Figure 113. The Directory Service Provider settings dialog for local directory

Cache Expiry in Minutes
Set how long the queries to local directory should

be cached.
Windows NT
General
General
Directory Service
Path Username Password 0
WiInNT://AANTEST iy ;

Figure 114. The General tab of the Windows NT settings

Path

The path to the directory service. Pressthe Ticon

to use the default path or click on the green add
icon to add a new directory service.

Enter the Username and Password used for accessing the
directory service.

Click the settingsicon ( # ) to open the settings dialog:
DSP Settings
| Setting Value
Cache expiry in minutes 15

Figure 115. The Directory Service Provider settings dialog for Windows NT
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Cache Expiry in Minutes
How long the queriesto Windows NT directory are
cached.

QlikView Web Services
The QlikView Web services are responsible for the AccessPoint, load bal-

ancing, AJAX pages and the QlikView Web Server.

QlikView Web Servers +)
url
http: /fselun-cen: 4750 /gvws. asmx "

Figure 116. The QlikView Web Server managed by this QEMC

The Summary page contains the address of the service.
General
General

Location
Url: http:ffselun-cen: 4750 /gvws.asmx

Server Login
Username:
Password:
Logging Level
) Low Medium @ High

Port: 80

[ use https
Figure 117. The General tab for QlikView Web Server
Set the location of the Directory Service Connector using the Host-

name and Port fields.

Logging Level
Set thelog level to No Logging, Normal Logging or
Debug Logging.

Port
The port number that the web server will use.

Use https
Enable this check box if all communication should go
through secure http.
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Directory Service Connectors
Enter the URL address for the QlikView Publisher Direc-
tory Service Connector (DSC). This must contain avalid
address for the active DSC in order to resolve Group mem-
bership when using DM S Authorization.

Authentication

Authentication

Authentication

@ Always

Login

7 Mever
Type

@ Ntm

" Header

! Custom User

Login Address

@ Default login page (browser authentication)

* Alternate login page {web form)

Figure 118. The Authentication tab

Authentication
Sets how the client should access the AccessPoint.

Always
The client must log in to the AccessPoint.
Login
The client can login, but can access the Access-
Point even without login in.

Never
The AccessPoint only accepts anonymous users.

Type
Choose the what type of authentication to use:

NtIm
Uses the Microsoft authentication protocol.

Header
Uses a http header specified under Parameters.
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Custom User
Uses the custom user Directory Service Provider.

Parameters

Header Name
Available only if Header is selected in the Authen-
tication group. If you use a customized login sys-
tem, you must specify the http header herein order
for the AccessPoint to understand the login pro-
Cess.

Prefix
Available only if Header is selected in the Authen-
tication group. Enter the prefix used for the
header.

Prefix
Available only if Custom User is selected in the
Authentication group. Enter the prefix used for
custom users.

Login Address
If using custom users, you must specify an address
to your login page.

Default Login Page (browser authentication)
Uses the web browsers login prompt.

Alternate Login Page (web form)
A web pageis used for login.



SYSTEM

AccessPoint

AccessPoint
Path
[QuAlAXZfc/AccessPoint, aspx
Open Document Options

Same Window

-

Default Preferred Client

Client Paths
IE plugin IE plugin: fQvPluginfopendoc.htm
@ AJAX zero footprint AJAX zero footprint:

fQualaxZfcfopendoc.htm
Plugin Download

[7] show link

Server Connections

|¥| pespect browsable flag on mount

HName

Local

[aeoy [ caneel ]
Figure 119. The AccessPoint tab

Paths

Path

Add the path to the AccessPaint.
Open Document Options

Reuse New Window

Opens the QlikView document in a new browser

window. The next QlikView document that is
opened will use the same window.

Same Window

Opens the QlikView document in the same
browser window as the AccessPoint.
New Window

Opens each QlikView document in a new browser
window.

Default Preferred Client

Set which client should be set as preferred client for a
user’sfirst visit to the AccessPoint for clients.
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Client Paths
Enter the pathsto where the different client files arelocated
for the IE Plugin and Ajax zero footprint clients.

Plugin Download
Mark the Show Link check box if you want the link for
downloading the plugin to be visible on the AccessPoint.

Server Connections

Respect blowsable flag on mount
With this setting enabled, only those mountsin the
QVSthat are set as Browsable will be displayed
on the AccessPoint.

Name
Choose which QlikView Server to view in the
drop-down menu.
Ajax
Ajax
Paths

Path +)

JQvAJAXZfc/QusviewClient.aspx

o

Host: Local

71 Mo crypto

[T prohibit authentication
[ prohibit machine 1d

"] recording

Figure 120. The Ajax tab

Paths
Path
Thepathto QvsviewClient.aspx. The path may
be changed, but the file names must remain
unchanged for the installation to work.
Host

The default QlikView Server that the client will
connect to.
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Prohibit Authentication
Prohibit any authentication through the QlikView
Web Service.

Prohibit Machine ID
Prohibit sending machineid. Thiswill effectively
exclude the usage of anonymous bookmarks.

Recording
Logging of gvpx callsfor the AJAX zero footprint
client.
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Web

Web

Mime Types

Extension Content 0
.Cs5 text/css ® ed
HTM text/html ® ‘E ‘
HTML text/html ® E |
JPG imagefipg ®
.GIF image/gif "

JJAR applicationfoctet-stream F

Ro;;:olders ------ - -

Name Path 0
wLinviive o UG IS I L P 5
QVAMNALYZER C:\Program Files\Qlikview\Server\QuClients\QvAnalyzer F
QVCLIENTS C:\Program Files\QlikView\Server\QuClients ®
QVPLUGIN C:\Program FiIes\QIik\-"lew\,Server\,QvCIienis\,QvPlugin F L
QVIAVA C:\Program Files\Qlikview'\Server\QvClients\Qvlava F 1
QVAJAXZFC C:'\Program Files\Qlikview\Server\QvClients\QvAjaxZfc F
QVPRINT C:\ProgramData\QlikTech\Qvs\QuPrint), Y :I

| Apply | | Cancel
Figure 121. The Web tab
MimeTypes
Specify what file extensions QlikView Web Server should
alow.

RootFolders
The path to the different virtual foldersin the QlikView
Web Server.
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Login
Login

Server Login
Username:

Password:

Figure 122. The Login tab of the QlikView Web Service

Server Login
If you wish to manage a QliView Web Server installed on a
different computer, enter the Username and Password of a
user that is member of the QlikView Administrators group
on that machine here.

Remote Management Services
Add the remote Servers from which you want to import tasks by entering the

Url to the Servers' management services. The connection is made as the user
you are currently logged in as.

General

N [

Licenses About Supporting Tasks

Summary General Source Folders QlikView Servers
(=l (i) Management Service
[# | Qlikview Servers Name
[l | = Distribution Services MName: QM5 @selun-cen
[# | Directory Service Connectors o
[# | Qlikview Web Servers
Url: http: {fselun-cen: 4795 /QMS
(=l | Remate Management Services
L rt Opti
() QMS @selun-cen mpart Bptions
4 Mail Server Disable Tasks on Import: [V

Server Login

Username:

Password:

Figure 123. The General tab of Remote Management Services

Name

Name
The name of the remote connection.
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Location

Url
The path to the QlikView Management Serviceson
the remote host.

Import Options

Disable Tasks on Import
Mark this check box to have all the tasks that are
imported disabled. Thisisthe default setting.

Source Folders

Sourcedocument Folder Mappings

From To
C:\ProgramData\QlikTech\SourceDocuments -
D:\My AppsiQyw -

Figure 124. The Source Folders tab of Remote Management Services

Source Document Folder Mappings
In the From and To fields you set up the mappings for the
souce and target document folders of the different manage-
ment services.

QlikView Servers

QlikView Server Mappings

From To
QVs@selun-cen -

Figure 125. The QlikView Servers tab of Remote Management Services
QlikView Server Mappings

In the From and To fields you set up the mappings for the
source and target QlikView Servers.
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E-mail Server

General
" General |
Location
Hostname:
Port: 25
Misc
E-mail Format: Plain -
SMTP Server Timeout: 100 seconds

From Address: publisher @company.com
Authentication Method
@ Anonymous
Use Distribution Service Account
Username and Password

Username:

Password:
Override E-mail

send all e-mails to:

Send test e-mail to: Send

Aoy J[ Concal |
Figure 126. The General tab of E-mail Server

Location
Host Name
Set the address to the SM TP server.
Port
Set the port for the SMTP server.
Misc

E-mail Format

Send the e-mail as either Plain text och HTML

message.
SMTP Server Timeout

Set how long the service should wait for aresponse

from the server.

From Address
Set the address of the sender.

QlikView Enterprise Management Console
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Authentication Method
Set how the user should authenticate itself when sending an
e-mail, Anonymous, Use Distribution Service Account
or enter Username and Password.

Override E-mail

Send All E-mails to
Enter an address that should receive al e-mails
sent by QlikView Publisher. Only for test purposes.

Send Test E-mail
Enter an address and click the button to test your
settings.

Folder Access
On thistab you add the names of the document administra-
tors that are allowed to distribute via e-mail.

Licenses

[ s I
Setup About Supporting Tasks

Type Name

QlikView Publisher QM5 @selun-cen
Qlikview Server QVS@selun-cen

Figure 127. The Licenses page

Highlight the product for which you wish to enter alicense.
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QlikView Server

QlikView Server License

Serial and Control
Serial number:

Control:

Paste the contents of the LEF file here (optional):

m

Owner Information

Name: Qlikview Consultant

Organization: QlikTech

Clicking Apply License will restart the QlikView Server,

Update License From Apply
Server License

Figure 128. The QlikView Server License tab

QlikView Server License
Enter the Serial Number and Control Number assigned to your
copy of QlikView Server. You should aso enter your name and
organization in the fields provided.

Use the Update License from Server to download anew lef file
from QlikTech’'s Lef server. Thisis primarily used when updating
the number of CALs.

The License Enabler File (I€ef.txt) for QlikView Server will be auto-
matically written to ¢: \Programbata\QlikTech on Windows
Vista and later, andto c:\Documents and Settings\all
Users\Application Data\QlikTech in older operating sys
tems. If for any reason, the L EF information cannot be accessed
through the Internet from your server, you can obtain this informa-
tion from your vendor, and copy the entire LEF. txt fileto this
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location, or paste the LEF data using the corresponding field on this
page. Contact your vendor for specific instructions

Client Access Licenses
These pages display information about the client access licenses that
are available on the server.

General

Client Access Licenses (CALs)

Assigned CALs  History Limitations

Identification

Identify user by @ User name ' Machine name

Named user CALs: 3 assigned (5 in license)
Allow license lease
Allow dynamic CAL assignment

Document CALs: 0 allocated (30 in license)
Changes are managed under User Documents

Session CALs: 0 in use (5 in license)

Usage CALs: 300 available (300 in license)

Figure 129. The Client Access License: General tab

Identification
In the Identify by group you decide whether named users
should be identified viaidentified User Name or via
Machine Name (actually machine name + MAC address).
It is possible to change this setting at any time but itis
strongly recommended to use one mode consistently with a
given QlikView Server. If changed during operation, the
same user can take up two CALSs, one based on user name
and one on machine name.

The usage by type of CAL and number of CALs defined in the LEF
is displayed.

Usage CALsarealocated in full upon license initiation. Then, 1/
28th of your total number of usage CALs are replenished daily up to
the amount of the total licensed usage CAL s available. For example,
if you license 56 usage CALSs, you should see 2 additional usage
CALsallocated daily, minus any used, not exceeding 56.
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Allow License Lease (Named User CALS)
Mark this check box if you want usersto be ableto
“borrow” alicense for use off-line for a period of
30 days.

Allow Dynamic CAL Assignment (Named User
CALs)
Mark this check box if you wish to add CALs
dynamically.

Allow Dynamic CAL Assignment
Assigned Cals
Client Access Licenses (CALs)

General | Assigned CAls | History Limitations

Assigned Users

T— | Assign caL
Name Last Used (UTC) Quarantined Until (UTC) ~

* The CAL can be formally deleted {either by restart or manually} after the given time

| aoolv |

Figure 130. The Client Access License Assigned Calstab

Assigned Users
The current assignment of CALsis displayed.
Document CALSs can be either automatically
assigned or manually assigned to users by clicking
onthe Assign CAL button, if there isa Document
CAL. Notethat the allocation of a CAL does not
imply security.
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If the Allow Dynamic CAL assignment is
checked, anew Document CAL will automatically
be granted to a user connecting to this QlikView
Server for the first time, aslong as there are avail-
able Document CALsto assign.

The page has alist showing the names of all users
currently holding a Document CAL on the docu-
ment. You can also see the time of the respective
user's last activity on the server. A name can be an
authenticated user name or a machine name
(including MAC address).

To delete an assigned user, thus freeing a Docu-

ment CAL, click onthe Delete button ( * ). If the
CAL has not been in use for the last 24 hours, it
will be deleted immediately. If the CAL iscur-
rently being used or has recently been used, it will
be marked for deletion, and not allow new sessions
for user access through this CAL, but will still
occupy an alocated CAL until the Quarantined
until time. During this period, you may undelete by

clicking the Restore button ( “ ). After the quar-
antine period, you may delete the entry manually
(by clicking on the Delete button), or restart the
QVS sarvice.

Note

Maintenance of Named CALs does not require arestart of the QlikView

Server service.
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History
Client Access Licenses (CALs)

General Assigned CALs Limitations

License lease History

User Machine ID Time (UTC)

[Apply |

Figure 131. The Client Access License History tab

License Lease History
This section lists current information about |eased
license activity. A leased licenseis used by clients
who connect to QlikView Server and are allowed
to borrow alicense to open the downloaded server
document for 30 days.
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Limitations
Client Access Licenses (CALs)

General Assigned Cals History Limitations

Limit number of CALs

Mamed User CALs 200 {200 in Licence)
Session CALs 1] {0 in Licence)
Usage CALs 1] {0 in Licence)

Figure 132. The Client Access License Limitationstab

On this page you can limit the number of CALsthat may be
inuse at onetime.
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QlikView Publisher

QlikView Publisher License

Serial and Control

Serial number:

Contral:

Paste contents of LEF file here (optional):

m

Owner Information

MName: CEN
Organization: QlikTech

Update License From Apply
Server License

Figure 133. The Qlikview Publisher license tab

Enter the Serial Number and Control Number assigned to your copy of QlikView
Publisher. You should also enter your name and organization in the fields provided.

The QlikView Publisher LEF fileissaved in ¢ : \ProgrambData\QlikTech\Pub-
lisher\CommandCenter\Publisher LEF on Windows Vistaand later, and on
older operating systemsit isfound under c: \Documents and Settings\all
Users\Application Data\QlikTech. If for any reason, the LEF information
cannot be accessed through the Internet from your server, you can obtain thisinfor-
mation from your vendor, and copy the entire LEF . txt fileto thislocation, or paste
the LEF data using the corresponding field on this page. Contact your vendor for spe-
cific instructions
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About

About this Qlikview system

Less details

Qlikview Management Service I
product information |
Product name QlikviewEnterpriseCansale |
Client Build Number 2.0.7110.4
Target Platform
current process information

UserDomainhame CEN-¥P32
UserMName Christina
Start directory C:\Program Files!Qlikview\Qllikview Management Service
Filename Qlikview Management Service.exe
Process 1D 1732
BasePriority 8
Processor Affinity t
PrivilegedProcessorTime 00:00:02.3281250
InputLanguage Swedish {sv-SE)
WorkingSet 26460160
I rkingSet 204800
MaxWorkingSet 1413120
machine information
Computerhame CEN-XP32
OSVersion Windows ¥P x86 (Microsoft Windows NT 5.1.2500 Service Pack 3)
NET Version 2.0.50727.1433
MDAC Version 2.81.1132.0 I
amitrre 1 !

Figure 134. The About tab in System

This page displaysinformation about the different services and the computer
they run on.
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Supporting Tasks

r [ oo [
Setup Licenses About Supporting Tasks

= £ QDS@selun-cen

[# |Z Database command
B L5y Pause

=

o Pause

Figure 135. The Supporting Tasks page

External Programs
General

General

Basics
[¥] Enabled

Task name:

Category:

Description:

Parameters

Command line statement:

Figure 136. The General tab in External Programs

Enabled
Set the task to be disabled to block it from running
without deleting it.

Task Name
The name of the task. All names must be unique
within the installation.

Category
Enter a category for the task. A category bundles
documents in containers to make categorization
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easier for the end-user. They areonly visible to the
end-user on an AccessPoint. Each document can
only be part of one category.

Description
Enter a description of the task.

Command Line Statement
The command line statement that will be executed.
Please note that you must use quotation marks
around your path if it contains a space.
Triggers

See page 111 for information about Current Triggers and
Task Dependencies.

Database Command

Genera

Basics
| Enabled

Task name:

Category:

Description:

Parameters
Connection string:

Database command:

Figure 137. The General tab in Database Command

A Database Command task allows you to run any command against
adatabase

Basics

Enabled

Set the task to be disabled to block it from running
without deleting it.

Task Name

The name of the task. All names must be unique
within the installation.
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Category
Enter a category for the task. A category bundles
documents in containers to make categorization
easier for the end-user. They are only visible to the
end-user on an AccessPoint. Each document can
only be part of one category.

Description
Enter a description of the task.

Parameters

Connection String
The connection string that will be used for con-
necting to the database.

Database Command
The statement that will be executed. This can be
any command that the database will recognize
(stored procedures or SQL statements).

Triggers
See page 111 for information about Current Triggers and
Task Dependencies.
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Pause

General

Basics

| Enabled
Task name:

Parameters

@ Delay 0 seconds

Delay Until ex, 1315

Figure 138. The General tab

Basics

Enabled
Set the task to be disabled to block it from running
without deleting it.

Task Name
The name of the task. All names must be unique
within the installation.

Category
Enter a category for the task. A category bundles
documents in containers to make categorization
easier for the end-user. They are only visible to the
end-user on an AccessPoint. Each document can
only be part of one category.

Description
Enter a description of the task.

Parameters

Delay Seconds
Thiswill pause for n seconds.
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Delay Until
Thiswill pause until the specified time
Triggers
See page 111 for information about Current Triggers and Task Dependen-

cies.
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SECURITY SET-UP

16 SECURITY SET-UP

16.1 Communication Encryption

All communication between QlikView Server and Windows based clientsis
encrypted. QlikView Server will attempt to establish 128-bit encryption based on the
RSA algorithm when aclient connects. The level of encryption may however be low-
ered if the operating system of the client computer does not support this strength of
encryption.

Communication with the AJAX client can be secured using Secure Socket Layer
(SSL) and HTTPS protocol between the web browser and the web server (11S or the
QVSbuilt in http server - QVWS). Thisrequires an additional certificate. Communi-
cation between the QVWS and QV Siis, by default encrypted starting with 8.5. If 11S
isused, encryption is not possible between QVWS and QVS.

Secure communication between QlikView Server and the AJAX client depends on
http or https. Between the web browser and QV'S, it depends on I1S or the QvWeb
Server.

If you require a secure channel (using SSL) for communication with the server, these
settings must be made on the web server, either by using the built-in web server or in
IIS. For IS, set thison Web Site Properties, Directory Security, Secure Communi-
cations.

For the QlikView Web Server read more in see “How to Activate SSL for Servicesin
Windows” on page 307.

16.2 File System Security on Server

If DMS Authorization is not set on the Security page in the QMC or QEMC,
QlikView Server will only make qvw documents available to a connecting client if
the client has an identity with operating system file access rights to that document.
The account that the QlikView Server service is running as must have read and exe-
cute permissions on both file and directory. See below for details regarding anony-
mous clients.

Document and folder permissions are set on the Security page of the Properties dia-
log for documents and folders respectively. These settings are made entirely in the
operating system and not from QlikView or QlikView Server.
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TIP: Make sure to review the effective permissions after changing permission set-
tings on afile or folder level. In complex environments it is not uncommon that con-
flicting permission settings cause access to be more or less restricted than intended.

For DM S Authorization mode information and settings, refer to the sections titled
Document Metadata Service (DM S) and the Security page description for the QMC
and QEMC.

Setting up IS for Windows Authentication with QlikView for
IE and QV AJAX ZFC

In order for the QlikView for 1E plug-in to be able to work with Windows authentica-
tion when the client computer is not on the same domain as the QV S, the following
steps have to be performed:

1 Under Administrative Tools in the Windows Control Panel open
Internet Information Server. Then expand your web sitein the tree
control.

% Internet Information Services g@
Fle Action View Help
& 5 @@ X 2
[ Internet Information Services Name [ Path Status
=1~ & CEN {local computer) @] install.inc
= {13 web Sites (@] opendoc.htm
=g Defalit Web Site (@] piugin i
{8 listiep Ez\uzm‘ fuf\chnns‘asp
; G} phuin settingsiasp
[9] QuPluginsetup.exe
9] QvPluginsetup.msi
E QvP\u;nSemE_Ger.mst
[8) quPluginsetup_Tts.mst
E QuPluginSetup_Por.mst
[8] QuPluginsetup_Spa.mst
|8] QvPluginSetup_Swe.mst
s
+ aspnet_dient
#- % Default SMTP Virtual Server

<] >
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2 Right-click on QVPIlugin and select Properties. Navigate to the
Directory Security tab and click on Edit.
Authentication Methods
[] Anorymous access

Mo user name/password required to access this resource.
Account uged for anonymous access:

User name

Password:

Puthenticated access
For the following authentication methods, user name and password
are required when
- anonymous access is disabled, or
-access is restricted using NTFS access control lists
[] Digest authentication for Windows domain servers
[ Basic authentication (password is sent in clear text)

Default domain:
Realm:

Integrated Windows authentication

[ QK ] [ Cancel ] [ Help ]

3 Make sure that Anonymous Access is deselected and that at least
one of the check boxes under Authenticated Access is selected.

Setting up IS for Windows Authentication with QlikView
AJAX ZFC
In order for the QlikView AJAX ZFC to be able to work with Windows
authentication you must perform the same procedure as the one described for
QVA for |E above, but set properties for QvAjaxZfc instead. This step is
required if only named CALs are licensed.

Whileit is not a requirement, you may also want to set the virtual directory
subfolder glikview\QvAajaxz£c to Windows authentication as well to set
the access rights to the html pages.

The Anonymous User Account
When the QlikView Server is started for the first time on amachine an
account will be created for anonymous users. The account will be named
IQVS_name where name is the name of the machine in the local network.

If the machinein question isadomain server, the anonymous account will be
created as a domain account or it will be alocal machine account.

Each folder and file that should be available from anonymous clients must
be given read privileges to the anonymous account.
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Note Itisimportant to start QlikView Server and thereby let it create the
anonymous account before any attempt is made to grant privileges. You must
not try to create the anonymous account yourself!

Connection Pseudo-URLs

When connecting to QlikView Server from Windows clients, either viathe Open in
Server dialog or vialink files, the identity to be used is specified viathe pseudo-URL
document address.

The syntax is:

gvp:// [ [username] @] servername [:(port | protocol)l /
[documentname.qvw] [?paramname=paramvalue{&param-
name=paramvalue}]

where
username iSaWindows user ID
servername iS the name of a server running QlikView Server

documentname iSthe name of the QlikView document (excluding gvw
extension)

port (e.9. 4749) can be used to specify a specific port used by the server
protocol (e.g. http) can be used to specify tunneling protocol

paramname = (USERID | XUSERID | PASSWORD | XPASSWORD |
MACRO |

IS AUTHENTICATE)
USERID denotes a section access userID in clear text
XUSERID denotes a scrambled section access userlD
PASSWORD denotes a section access password in clear text
XPASSWORD denotes a scrambled section access password

MACRO denotes the name of a macro to be run when the document
is opened

(only one macro allowed)

1S AUTHENTICATE denotes asingle-use key (40 hex characters)
for 11S integrated authentication.

paramvalue isavalid value for each parameter.
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@ without username denotes anonymous identity.

If user identity is omitted altogether, the logged in Windows identity is
assumed.

Examples:

qvp://www.qgliktech.com/AcmeStores.qvw
qvp://@www.qliktech.com/AcmeStores.qvw
qgvp://john.doe@www.qgliktech.com/AcmeStores.qvw
qvp://www.qliktech.com:http/AcmeStores.qvw

qvp://www.gliktech.com/AcmeStores.qvw?USERID=JOHN&PASS -
WORD=ABC123

qvp://www.qliktech.com/AcmeStores.gvw?MACRO=Mymacro
TIP: Internet Explorer 7 and 8 do not support @ or : in the URL in order to

prevent spoofing of URLS. To specify these charactersin the URL, you need
to URL-encode them.

Use %3A for: and %40 for @.

16.3 File System Security vs. QlikView Section

Access Security

NTFS Authorization or DM S Authorization mode file system security only controls
which documents aclient is allowed to see in the file tree and attempt to open. The
documents may of course contain a script section access which further prevents or
limits the client's access to the content of the document once opened.

The QlikView Windows clients will prompt the user for section access USERID and
PASSWORD when required. When using section access with QlikView USERID and
PASSWORD in connection with QlikView AJAX ZFC it is necessary to make your

own provisions for entering them and then pass them to the QlikView AJAX ZFC by
means of URL parameters (see specia sub-section titled “Using section access with

QlikView AJAX ZFC” for details).

16.4 Security Configurations

There are, of course, many configuration choices available for a QlikView Server
implementation. This section will attempt to describe some options as examples of
possible configurations.
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Authentication vs. Authorization

Authentication: "Who is this user?”
The main way of authenticating a user should be

. an Operating System logon (Windows, Novell, etc), or
. any Web logon using a Directory Service.
Either way, it is made by non-QlikTech software.

An additional authentication can be made by QlikView through the fields
USER, PASSWORD or SERIAL in a Section Access of the load script.

Authorization: "What data is this user allowed to see?”

1 If the QlikView Server runsin DMS Authorization mode, the autho-
rization is handled through the DM S thread on the QlikView Server.
2 If the QlikView Server runsin NTFS Authorization mode (legacy

mode), the authorization is handled by the Windows NTFS file sys-
tem. Thisreguires that the authentication is made through Windows.

3 In both modes, an additional access limitation can be defined in the
Section Access of the script using e.g. NTNAME. Thisishandled
by QlikView.

Client Side Authentication
The QlikView Server is within the same Domain as the client, and a Win-

dows Directory Serviceisavailable.

Authorization Authentication 1 User is already authenticated before
QlikView starts by logging into Windows

2 User clicks link and passes credentials

to QVS
1 3 QVS Checks with NTFS and Section
S Access if the user is allowed to see the
T document
Dureqory
SR 4 User is given access to the document
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The user is already authenticated when the QlikView client is started. Asthe
client clickson a QlikView link, arequest is sent to the QV S with the user
credentials. The QlikView Server uses NTFS and Section Access to see if
the user is allowed to see the document.

Server Side Authentication — Using AccessPoint
The QlikView Server will issue aticket for authenticating a user through
QvsComRemote.dll. If the user presents avalid ticket when requesting a
session, the access is granted based on the user’s authorization to open adoc-
ument.

Ticket authentication using AccessPoint Version 9 with Windows Users

Port 4747
2

Port 80
1

Placenolder document
Iframe covering whole screen
Web Browser

Opendoc.htm +

12—

The client browses to the AccessPoint

The AccessPoint requests the file list from the QlikView Server
The QVS sendsthefilelist

The AP shows the available documents

The client selects which file to open

The AP requests ticket from the QVS

The QV S sends the ticket

The AP sends a placeholder document with the ticket

The client requests the right file with the ticket from the AP
The AP requests the file with the ticket from the QVS

The QV S opens a connection to the file

The AP shows the client the file

1
2
3
4
5
6
.
8
9

[ S
N P O
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Server Side Authentication — Non Windows Web Server

The QlikView Server will issue aticket for authenticating a user through the
QlikView web server. If the user presents avalid ticket when requesting a
session, the access is granted based on the user’s authorization to open adoc-

ument.

—

QlikView

Server

m 2 1 Web browser

QlikView
Hitp server

QlikView client

QlikView

Document Metadata
Service (DMS)

Directory Service
e.g. Novell

1

The client makesacall to aweb server. The web server must already
have an authentication system in place. Either background authenti-
cation or alog-on screen.

Astheclient clickson aQlikView link, the web server makes aweb
service call to the QlikView Http server with areguest to the QVS
with the user name and gets aticket in return.

The client launches a QlikView client that sends arequest including
the ticket to the QVS.

The QV S trusts the web server and thus ”knows’ who the user is.
QVSS checks with the DM S if the user is allowed to see the docu-
ment.

Server Side Authentication — Get Ticket Process
QlikView Server does not authenticate the user; it authenticates the process

asking for a connection. There are two methods that can be used for authen-
tication, Negotiated Authentication and Ticket Authentication. Once the
connection is established QV S make no distinction between how the authen-
tication was done.
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Client Usage:

Authenticated Names are required for any task where a user nameis
required, other than CAL assignments, which use asimple, best guess proce-
dure.

Negotiated Authentication: This authentication will be used as the authen-
ticated user if:

The connection is marked as admin.

Or if al the below apply:

The server isnot set to ‘ Always anonymous’

The connection is not done by ticket

The authenticated user isn't considered as equal to anonymous (e.g. USR_...)

Negotiated Authentication will attempt to use Kerberos, but if that is unsuc-
cessful, NTLM will be used.

Ticket Authentication: The aternate method to get an authenticated user is
through ticket. See examples below for additional information.

QV Sispassed ausername from atrusted source (in QV S Admin Group) and
QV Strusts that authentication has happened el sewhere.

Or, Tickets can also be obtained ‘ For M€’ i.e. for the actual user of the ask-
ing process

The Windows client can use tickets (viaQV P url) or negotiate authentication

The AJAX client must use the ticket parameter, e.g. http://localhost/
salesdemo/AJAXzfc/
?ticket=510EA55C2DB723DC04C16C6FB3CDAB24F3390792

Get Ticket examples:
There are two ways of requesting aticket from QlikView Server, to
be used in different Single Sign On (SSO) scenarios:

GetTicketForMe Thiswill requirethat you are an authenticated
Windows user and will generate aticket only valid for yourself. The
function takes no parameters.

To try it out type the following in a web-browser:

http://webhost/qvajaxzfc/qvsviewcli-
ent.aspx?cmd=<Global%20method="'GetTicketForMe'%20/>

In programming (ASP/VBScript), use the following:
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set ntsecurity = Server.CreateObject ("QVSRemote.Client")
ntsecurity.AdminConnect "localhost™"

ticket = ntsecurity.execute("<Global method='GetTicket-
ForMe'/>

The response will be an XML-document in the following format:

<Global>

< _retval >

40 char hex
</ _retval >
</Global>

GetTicket Thisfunctionwill generate aticket for any Userld sub-
mitted to the function.

Note

Only members of the local QlikView Administrators group can retrieve a
ticket. If not part of the group the function will return <Error />. See
below for other options

In programming (A SP/VBScript), try the following:
set ntsecurity = CreateObject ("QVSRemote.Client")
ntsecurity.AdminConnect "localhost"
ticket = ntsecurity.Execute("<Global method='Get-
Ticket'><UserId>User</UserId></Global>")
msgbox ticket

The UserID isretrieved from any other trusted authentication

source.

If QVSand lISisinstalled on different machines, replace "local-
host" with the IPIDNS name for the QlikView Server.

16.5 Supervision Accounts

These accounts always have the right to open documents on the Server through one
of the QlikView clients, for example, through Open in Server in QlikView Desk-

top.

Add the users to the mounts in QEMC, see page 156.
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17 FUNCTIONAL ARCHITECTURE

17.1 QlikView Server — Client Communication

The QlikView Server — Client communication architecture requires three primary
processes, which must be able to communicate with each other in a consistent and
secure manner. This interaction can potentially involve multiple computers and mul-
tiple network connections, as well as other subordinate processes.

QlikView C client
(exelocx)

QlikView
Java mobile client

QlikView
Web Server

Web Browser
QlikView Plugin
Web Server client

QlikView
Server

QlikView
iPhone client

Web Browser

i

The three primary processes are:

1 The QlikView Server (QVS), which provides QlikView function-
ality to the client. The machine that is hosting this service must be
running in a Microsoft Windows Operating System (refer to System
Requirements section at the beginning of this document).

2 The Client, running in aweb browser or an application shell that
provides a container for the client code. The client communicates
with QlikView Server either directly or through the Web Server to
provide the QlikView interface and functionality to the end user.
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3 The Web Server, running an HTTP server, which can be used to
serve up the HTML web page to the client, assist with authentica-
tion of the user, and enable communication between the client and
QlikView Server.

In the simplest scenario, all three processes can be running on a single machine, with
asingle user. The complexity of this relationship can increase quickly, however, as
separate machines, Internet connections, multiple firewalls, and multiple Web Serv-
ers are introduced. Finally, multiple users who require security authentication and
authorization from a myriad of Directory Services are added, and a QlikView Server
— Client communication architecture can become quite involved.

There are, of course, alarge number of possible network configurations that
QlikView Server can participate in, but there are afew considerationsto keep in mind
regardless of the final configuration:

QlikView Server runs as a Windows Service only

At least one network communication path must exist between the QlikView
Server and the Client

The authentication of the Client user must be performed either through Win-
dows Authentication, QlikView Authentication (section access), or any third
party system that can authenticate the user.

Note

QlikView Server will cache group membership lookups for 15 minutes. This
appliesfor Servers running in both NTFS and DM S mode.

QlikView Server Functional Description
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Therewill be one QlikView Server process per logical computer, which must
be running a Windows Operating System. QlikView Server can run as a 32-
bit or 64-hit process (OS and hardware dependent). The QlikView Server
process can be identified as gvs.exe.

Client Access License (CAL)
All client accessto QlikView Server must be licensed. Thisis
accomplished through the use of Client Access Licenses (CALS)
linked to the specific instance of the QlikView Server through the
LEFfile. Inthiscontext, it isimportant to understand the definitions
of anonymous user and authenticated user.

Anonymous user — an unidentified or unknown user (any user).
Thereis no authentication for anonymous users, they can be anyone.

Authenticated user — an identified user whose identity can be veri-
fied.
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Authenticated Windows OS user (e.g. NTNAME, NT User, NTDO-
MAINSID)

Authenticated non-Windows user

Authenticated QlikView user (e.g. section access: USERID, PASS-
WORD)

Authenticated third party (build partner) user

The type of CAL will affect how users are allowed to connect to
QlikView Server, based on the Client type and Authentication set-
tingsin the Web Server and/or QlikView Server. Read more about
the different CALs on page 225.

Client Functional Description
QlikView Server can support the following categories of Clients:

1 Windows Clients —thisisthe QlikView Desktop. This category
also includes the Internet Explorer plug-in ActiveX client running
as afull window or abject only (QlikX). All Windows Clients
require installation with Administrator level rights. QlikView Desk-
top requires licensing on the client machine in addition to the
QlikView Server CAL.

2 AJAX (ZFC) Clients —thisincludes the AJAX Client, which sup-
ports HTML objects only. No Client side installation or licensing is
required.

3 Mobile Client —thisincludes the iPhone client and the Java based

mobile clients (for BlackBerry and others). An App Download to
the mobile device and installation is required. Settings are available
to configure the server from the download site as well as on the cli-
ent device. No Client side licensing is required.

Client Communication to QlikView Server
There are multiple protocols defined for client communication with
QlikView Server (QVS).

. QVP: Encrypted, binary, communicates directly with the QV'S on port 4747

. QVPJ: Not encrypted, binary, communicates directly with the QVS on port
4747

. QVPX: Not encrypted, xml, communicates with the QV S using http/https

through aweb server.

Windows clients (exe/ocx) communicate directly with QlikView
Server, using QVP (QlikView Protocol) on port 4747. These clients
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do not require a Web Server to establish and maintain a connection
with QlikView Server.

The Mobile (Java) client communicates directly with QlikView
Server, using QVPJ on port 4747. These clients do not require a
Web Server to establish and maintain a connection with QlikView
Server.

AJAX (ZFC) Clients can never communicate directly with
QlikView Server. They must establish and maintain a connection
using the QVPX protocol through a Web Server (e.g. QVWS or
11S). Thisistypically accomplished through port 80 (http).

The iPhone client must establish and maintain a connection using
the QVPX protocol through a Web Server (e.g. QVWSor 11S). This
istypically accomplished through port 80 (http).

qvp: QlikView C client
(exelocx)

QlikView Java client
(stand-alone)

QlikView
Java mobile client

QlikView
Server

Web Browser

QlikView Plugin
or Java client

QlikView QlikView
Web Server iPhone client

QvsNetRemote. dIl

Windows : Web Browser
web Server QlikView

Ajax Client

QvsComRemote. dll

The default installation settings for QlikView Server will use the
QlikView Web Server and not the I1S. The QlikView Web Server
will share port 80 with I1S on Vista, 2003 Server and 2008 Servey.
On Windows XP, only one of the two web servers (I11S and QVWYS)
can be used on port 80. If both are configured to run, they must be
assigned different ports.

All clients will communicate through a web server using http or
https when tunnel is required. AJAX and Mobile clients require con-
nection to aweb server when authentication is necessary. An http or
https connection to the QlikView Server is used to get aticket.
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Web Server Functional Description
Traditionally, the standard web server in a QlikView Server configuration
has been Microsoft Internet Information Services (11S). QlikView offersan
aternative solution that is included with the QlikView Server installation.
Thisisthe QlikView Web Server. Thisweb server can act as a stand alone
service, but is cannot handle asp pages.

Other web servers can be utilized in a QlikView Server environment, but
there are some restrictions. If the other web server is able to direct traffic to
the QlikView web server (running on the same machine as QlikView
Server), the possibilities are many, including the configuration with the other
web server running under a non-Windows operating system. If the other web
server must utilize alocal QlikView Server dll (QvComRemote.d11) to
communicate with QlikView Server (e.g. for tunneling), then the other web
server must be running under a Windows operating system.

Web Server on Separate Machine from QlikView Server
If the Microsoft 11S or QlikView Web Server is running on a separate
machine from the QlikView Server, you will need to configure the location
of the QlikView Server, and optionally, the port, to alow the web server to
locate the QlikView Server. The configuration requirement will vary, based
on which web server you are using.

IIS web server
Edit thefilegvCclients\settings.js to point to the QlikView
Server, and optionally, the port. Change the variables gvsHost and
QvsPort to match your environment, and remove the comments.
The gvsviewClient.aspx isconfigured to include the set-
tings.js code, but you will need to remove the comment tags.

QlikView Web Server
Edit thefilec:\Program Files\QlikView\Server\QvWeb-
Server\config.xml to point to the QlikView Server. Change the
tags QvsHost and QvsTunnel t0 match your environment.

17.2 QlikView Server Tunnel

If the standard communication port to QlikView Server (4747) is blocked in any way
(typicaly by afirewall limitation), the Windows Clients will attempt to re-route their
connection through port 80 (http). This connection path must then include the QVWS
so that the QlikView Tunnel communication can be established. All communication

through the QV'S Tunnel must include the secure communication packet, so this will
significantly increase the network traffic (along with response times) required
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between the QlikView Server and the client. The infrastructure might also interfere,
for example, if the traffic is routed through proxy servers. Thisis especialy trueif
tunneling using HTTPS. It is recommended to set up rulesto bypass proxy servers
when tunneling using HTTPS.

The QlikView Tunnel isinstalled into the Web Server process and allows the
QlikView Client to be tunneled over the HTTP protocol to the HTTP process and
then forwarded onwards to the QV S process.

When there isarequirement for the HT TP process to run on athird machine (perhaps
since it is not a Microsoft Windows server) but communication between the Client
and the HTTP machine is restricted, then the setup is similar. The HTTP machine
having a Tunnel installed to redirect the QlikView Client protocol on the QVS
machine. Communications between the QVS and HTTP cannot be restricted in any
way.

Finaly, if the HTTP process must run on athird machine and communication
between the Client and HTTP machine is not restricted in any way, then another pro-
cess can come into play. Thisisa TCP/IP Redirector (or Redirect) that runs on the
HTTP machine. It isreguired because (in the case of Java) the Client applet can only
connect to the machine that served the web page containing the applet. The redirect
process accepts the connection from the applet for the QlikView Client protocol and
forwards it onto the actual QV S machine. The Redirect process may be a separate
program, part of the operating system of the HT TP machine or even afunction of the
firewall/proxy system in use between the HT TP machine and the Client machine. All
that mattersisthat both the machine name and the I P address of the Redirect isthe
same as the HTTP machine.

For Tunneling on a Windows Server using IS
The tunnel dil-fileis copied to the following directory during installation:;

C:\Program Files\QlikView\Server\QvTunnel
A virtua directory issetinlIS.

Scripts
If the client cannot connect viathe default TCP connection, the client will by
default try to connect via http (Port 80).

Two entries are required in the registry:

[HKEY LOCAL MACHINE\SOFTWARE\QlikTech\QlikTunnel]
"QV SPort"=dword:000012a6

"QV SServer"="QvsHost"

The QV SPort entry should already exist, but the QV SServer must be added
manually.
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Note  Theseregistry entries are only relevant when the Microsoft 11S and the QVS
are on different machines.
Note  Thetunnel.dll fileisonly needed when using Microsoft 11S and tunneling

traffic.

For Tunneling using QlikView Web Server:

Edit the Config.xml file to specify the location of the <QvsHost> and <Tun-
nelHost>. <QvsHost> is used in all non-tunnel-cases and <Tunnel Host>
when tunnelling is requested. It isthus possible to have one Qvs handling all
non-tunneling and another handling tunnelling. Note that if you omit <Tun-
nelHost> the QlikView Web Server will NOT support QV S tunnel.

<Config>
<QvsHost>HIC-HP</QvsHost>
<TunnelHost>HIC-HP</TunnelHost>

Tunneling from Windows clients

QlikView Tunnel Test Procedure

Tunneling from Windows clients is achieved by adding http as protocol in
the pseudo-URL describing the server or document address. For Internet
Explorer 7 and 8, the QVP syntax requires“;” in place of “:” in order to pre-
vent spoofing of URLs. For example, qvp://host;http/test.qvw.

You can test the QlikView Tunnel by entering the following URL from a Cli-
ent browser window if you are running Microsoft |1S;

http://Server/scripts/qvstunnel.dll?testtunnel
Where
Server isthe Web Server name or address

If the QlikView Tunnel is set up correctly, the webpage should return with a
message saying that tunneling is available and the version number of
QlikView Server.
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18 LOGGING

18.1 Logging from QlikView Server

Alertsfrom QlikView Server will appear in the Windows event log.

More detailed logs for sessions can be found in the logging directory specified on the
QlikView Server Settings, Logging tab of QM C and on the System, QlikView
Server, Logging in QEMC. The default location isc: \Documents and Set-
tings\All Users\Application Data\QlikTech\gvs, Windows Vistaand
later uses ¢: \ProgrambData\QlikTech\QVS.

Log files can be set to split (create new) daily, weekly, monthly, yearly or never. Per-
formance log intervals can be set from 1 minute and higher.

A QlikView document designed to load datafrom thelog files and support analysisis
provided on the default installation of QlikView Server. Thisfileis named
QvServerPerformance.qvw and islocated in the QvsDocuments folder.

18.2 The Session log

The session log is updated each time a session ends. A session is defined asasingle
user connected to a single document. The file name of the session log is ses-
sions*.log, Where* reflects the server name and the split interval. Each entry of
the session log will contain the following fields.

Session Log filed Explanation

Exe Type Type of QlikView Server build
Example: 'RLS32' = 32-hit release build

Exe Version Full version number of QlikView Server. Example:
*8.0.4366.0409.10’

Timestamp Date and Time when log entry was created

Document QlikView document accessed

Document Timestamp File timestamp of document accessed

QlikView User QlikView section access UserlD (if used)

QlikView Server 219



Session Log filed

Explanation

Exit Reason Reason for session termination:
*Socket closed' = client induced termination.
‘LRU’=terminated as L east Recently Used in favor
of new user
‘ Shutdown’ =server induced termination for other
causes
Additional values exist, but should normally not
occurr.

Session Start Time when session was started

Session Duration Duration of session in hours.minutes:seconds

CPU Spent (s) CPU-seconds spent by session

Bytes Received Bytes received by server during session

Bytes Sent Bytes sent by server during session

Cdlls Number of QlikView calls during session (bidirec-
tional)

Selections

Number of QlikView selections made during ses-
sion

Authenticated user

Authenticated Windows NT UserID (if it exists)

| dentifying user

User identification for client

Client machine identification

Machine identification for client

Seria number

Serial number of QlikView client (QVA+, QVP or
QVE ingtalled client only)

Client Type

Type of client used

‘Windows exe’ =Windows client
‘Java =Java client

‘iPhone’ =iPhone client

Secure Protocol

‘On’ when encrypted communication is used (typi-
cally Windows clients=.

‘Off’ when non-encrypted communication is used

Tunnel Protocol

‘Tunnel” when QV S tunnel communication is used,

Server Port Port used by server.
Client Address Client IP number
Client Port Client port
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Session Log filed

Explanation

Experienced Performance

A measure indicating how large portion of the CPU
power that could theoretically be utilized by the
session’s needs that was actually availableto it.
The closer you get to the (theoretical and unachiev-|
able) maximum value of 100 the less the session
had to wait for other sessions, server overhead etc.
The value will vary between different types of doc-
uments. If you get consistent low readingsin this
column or if you get low readings for a specific
document at certain times of the day, you should
consider expanding server capacity.

Cad Type

Type of Client Access License used
‘User’=Named CAL
‘Session’=Session CAL

‘Usage’ =Usage CAL

Cal Usage Count

Count of Usage CALs

18.3 The Performance log

The performance log is updated at an interval set on the Logging page of the
QlikView Enterprise Management Console. The default interval is 5 minutes. Addi-
tional entries are made whenever the server is started or stopped. The file name of the
session log isPerformance* . log, Where* reflects the server name and the split
interval. Each entry of the log will contain the following fields.

Performance Log field Explanation

Exe Type Type of QlikView Server build
Example: 'RLS32' = 32-bit release build

Exe Version Full version number of QlikView Server
Example: '8.0.4366.0409.10'

Timestamp Date and Time when log entry was created

EntryType Type of entry. 'Server starting' denotes startup. ‘Nor-
mal’ denotes normal interval log entry. 'Server shutting
down' denotes shutdown

ActiveDocSessions Number of document sessions* that have shown activ-
ity during the interval and still exist at the end of the
interval

DocSessions Total number of document sessions* that exist at the
end of theinterval

QlikView Server
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Performance Log field

Explanation

ActiveAnonymousDocSes- |Number of document sessions* with anonymous user

sions that have shown activity during the interval and still
exist at the end of the interval

AnonymousDocSessions Total number of document sessions* with anonymous
user that exist at the end of the interval

ActiveTunneledDocSessions| Number of document sessions* with tunneled connec-
tion that have shown activity during the interval and
till exist at the end of the interval

TunneledDocSessions Total number of document sessions* with tunneled
connection that exist at the end of the interval

DocSessionStarts Number of document sessions* that have been initi-
ated during the interval

ActiveDocs Number of documents loaded at the end of the interval
in which there has been user activity during the inter-
va

RefDocs Number of documents|oaded at the end of the interval
for which there is a session at the end of the interval

LoadedDocs Total number of documents loaded at the end of the
interval

Docl oads Number of new documents loaded during the interval

DocL oadFails Number of documents that have failed to load during
theinterval

Calls Total number of callsto QlikView Server during inter-
va

Selections Number of selection calls during interval

ActivelpAddrs Number of distinct | P-addresses that have been active
during theinterval and still exist at the end of the
interval. Note that tunneled sessions and multiple
users originating from the same I P cannot be distin-
guished

IpAddrs Total number of distinct | P-addresses connected at the
end of theinterval. Note that tunneled sessions and
multiple users originating from the same | P cannot be
distinguished

ActiveUsers Number of distinct NT users that have been active

during the interval and still exist at the end of the
interval. Note that anonymous users cannot be distin-
guished here
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Performance Log field

Explanation

Users

Total number of distinct NT users connected at the end
of the interval. Note that anonymous users cannot be
distinguished here

CPULoad

Average CPU load from QlikView Server during
interval

VMAIllocated(MB)

Sizein MB of virtual memory allocated by QlikView
Server at the end of theinterval **

VM Committed(MB)

Sizein MB of virtual memory actually used by
QlikView Server at the end of theinterval. This num-
ber is part of VMAIlocated(MB) and should not
exceed the size of the physical memory in order to
avoid unacceptable response times

VMFree(MB)

Sizein MB of unallocated virtual memory availableto
QlikView Server **

VM _LargestFreeBlock(MB)

Sizein MB of the largest contiguous block of unallo-
cated virtual memory available to QlikView Server.
This number is part of VMFreg(MB)

UsageCalBaance

-1.00" denotes no Usage CALs exist

* one user + one document = one document session

**VVMAIllocated(MB)+ VMFree(MB) = total maximum virtual memory space avail-
ableto the QlikView Server process.

18.4 The Event log

The event log is updated each time alog entry is made to the Windows event log
from QlikView Server. The information stored is amirror of the information written
to the Windows event log. The file name of the event log is Events*.log, where *
reflects the server name and the split interval. Each entry of the log will contain the

following fields.

Event Log field  |Explanation

Timestamp Date and Time when log entry was created
SeveritylD Unique ID of severity level

1= Error

2 =Warning

4 = Information

EventID Unique ID for the type of event

QlikView Server
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Event Log field  |Explanation
Severity Severity level of event

Error | Information | Warning
Message Description of the event

18.5 The Audit Log

This setting logs user selections, including clear selections, sheet
activation, the application of bookmarks, report access. A log file
called AUDIT_<machinename> is saved to C: \Documents and
Settings\All Users\Application Data\QlikTech\QVSs,
Windows Vistaand later uses c: \ProgrambData\QlikTech\QVs.

Note  Thelogging of user selectionsin QlikView Server is based how the current
selections object works and therefore larger selections are not logged in

detail.

Auditlog field |Explanation

Server started The date and time the QlikView Server was started.

Timestamp Date and time the log entry was created.

Document The path and the name of the document that was accessed.

Type The type of selection that was made, for example Selection and
Bookmark.

User The name of the user.

Message Information about the type of selection or the application of
bookmark that was made in the document. Example: Apply
Server\BM15.
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19 LICENSING

19.1 Client Access Licenses (CALS)

In order to connect to a QlikView Server each client needs a Client Access License
(CAL). The CALs are purchased with QlikView Server and tied to the QlikView
Server serial number. A CAL is never transferred to a client, but aclient usesa CAL
when connecting to aspecific QlikView Server, CAL. CALsare thus not transferable
between different instances of QlikView Server. If auser isrequired to work with
documents residing on several instances of QlikView Server, a separate CAL is
needed at each of the QlikView Servers.

19.2 Types of CALs

There are four different types of CALs available:

. Named CAL (an identified user on a server) — Accessis based on user iden-
tity and valid for all documents on the server, that is any number of concur-
rent sessions from one user on one machine at atimeis allowed.

. Document CAL (an identified user within a given document) — Just as
above, the access is based on user identity, but the CAL isvalid only for one
document. If the same user connects to two documents using this licensing
method, he will hence consume two Document CALS.

. Session CAL — Each Session CAL allows one user on one computer to
access QlikView documents, that is any number of concurrent sessions from
one user on one machine at atimeisallowed. Anonymous users are allowed,
no identification of the client user is necessary.

. Usage CAL — Each Usage CAL givestheright to initiate one session (single
document) per running 28-day period. The session may last a maximum of
one hour. Any activity after the first hour has expired will count as a new
session (albeit without visible interruption). No identification of the client
user is necessary.

Note CALsareused for purposes of licensing only and they have nothing to do
with user authentication for data access purposes.

QlikView Server 225




Identification
In order to utilizeaNamed CAL or aDocument CAL, the client user must be
identified either via an authenticated user name (Windows Active Directory
or through aticket exchange between the web server and the QlikView
Server) or with aunique machine ID. An IP addressis not avalid form of
identification for a Named CAL. The two methods of identification cannot
be mixed on the same instance of QlikView Server. Note that the user name
identification requires Windows authentication on Ajax clients, since
machine name identification is not possible from these clients.

Document restrictions
The purpose of the Document CAL isto provide a mechanism by which
licensees can license the use of a single document. To prevent the combina-
tion of many data modelsinto a single document, there are restrictionsin the
documents which can be used with the Document CAL. The Named CAL,
the Session CAL and the Usage CAL can however be used to open any func-
tional QlikView document. The Document CAL, however, can only be used
with documents which have a single contiguous data model and do not con-
tain any chasm traps between tables.

Most common data models used in QlikView documents can be used for
Document CALSs. For instance, proper star schemas and snowflake schemas
typicaly have the field with the highest cardinality in the fact table and the
keysin dimensional tables have alower cardinality. For snowflake schemas,
the cardinality decreases further as you move away from the fact table. Doc-
uments contai ning such models typically fulfill the above demands and are
well suited for Document CALSs.

But documents with multiple logical islands are normally not allowed. Mul-
tiplelogical islands are only allowed if the additional tables are unconnected
and contain only few records or one single column.

Further, the document may not contain any loosely coupled tables.

Finaly, the cardinality (number of distinct values) of the key fields must
decrease as you move away from the fact table.

19.3 Combining different types of CALs

A given instance of QlikView Server can carry any combination of the CAL types
listed above. When different CAL types are combined on the same server, the order
of priority in the CAL assignment will be made asfollows:
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1 If thereis a dedicated Named CAL for the connecting client, it will
be used.

2 If there is a dedicated Document CAL for the connecting client, it
will be used.

3 If it is possible to assign anew Named CAL for the connecting cli-

ent, it will be used.

4 If it is possible to assign anew Document CAL for the connecting
client, it will be used.

If thereis an available session CAL, it will be used.
If thereis an available usage CAL, it will be used.
If none of the above, access will be denied.

19.4 License Lease

A QlikView client, that does not have aregistered license, is allowed to connect to a
QlikView Server and "borrow" alicense so that the user can work off-line for a
period 30 days. The QlikView client must then make an authenticated log on (not
anonymous) and obtain aNamed CAL. Eachtime QlikView is started, QlikView tries
to contact the QlikView Server and renew the license lease. If the client cannot reach
the Server after 30 days, the license |ease expires.

A license leaseis only possible using the QlikView Desktop or the QlikView Plug-In
for Internet Explorer. It is hence not possible to obtain alicense lease using the Ajax
clients.

19.5 Cluster Licensing

A special type of licenseis available to allow multiple QlikView Server installations
to share the same license serial number, and support shared CALs. These servers are
automatically considered as clustered. Note that this configuration will affect net-
works where unauthorized license sharing between test and production environments
has been configured.

19.6 Test License

A specia license type has been created for use with QlikView Server for test
purposes. A QVS running with such alicense will have the full feature set
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and performance, but the word " Test" will be superimposed on all charts and
added to all object captions.

Number of presidents by party @ Test-Server

Figure 139. A bar chart from a test Server

19.7 Editions of QlikView Server

QlikView Server currently comes in the following different editions with different
capabilities designed for different organizations and different purposes. Upgrading is
done through the license key.

Enterprise Edition (EE)
QlikView Server Enterprise Edition (EE) isavailablefor customer looking to

support large number of users and integrate into enterprise environments.
Offering features such as unlimited documents, server based collaboration,
integration with third party security systems and server clustering.

Small Business Edition

QlikView Server Small Business Edition (SBE) is available for customers
looking for a QlikView Server specifically designed to support a smaller
organi zation.

Information Access Server
Information Access Server (IAS) isavailable for customerslooking for a
QlikView Server with alimited number of documents and large number of

anonymous users.
Below is atable of the features and limitations of the different editions.
EE SBE IAS

Licensing

Named CAL v Max 25 |x
Session CAL v x v
Document CAL v Max 100 |x
Usage CAL v x x
Clients
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EE SBE IAS
AJAX v v v
Workbench Optional |x v
IE Plugin v v v
Mobile v v v
Desktop Client v v v
Scaleability
Can be clustered v X v
Unlimited Documents v v X
Integration
3rd party security integra- |V’ < <
tion
Dynamic Update (additional | v* « v
license fee required)
Features
Licenseleasing v v x
Server Objects v x v
Can use Publisher v v v
Can use SAP Connector v v v
Test Server available v X v
Security
Section Access v v x
DMS v X x
AD/NTFS v v x
Anonymous Possible |No Required
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20 REPOSITORY FOR SHARED
OBJECTS

20.1 Types of Objects Available for Sharing

There are multiple objects available for user collaboration and sharing through
QlikView Server.

. Bookmarks
. Sheet objects, including Charts
. Reports

Each of these objects may be defined as a user object, available to the authenticated
user, regardless of access method or location, or ashared object, availableto all users
of the document through QlikView Server.

20.2 Settings Required for Server Objects
Client based bookmark, object and report creation is limited as follows:

. Server and client are QlikView version 8 or later
. All clients except Mobile
. User authentication is required for Reports and Objects

QlikView Server 231



In order for QlikView document objectsto be enabled for sharing, the document must
be set to allow Server objects on each of the object types. Thisis the default setting
for documentsin QlikView10.

Document Properties [Finanzcontrolling] ===

[ Presentation | Number | Scrambling | Font | Layout | Caption |
| General | Opening | Sheets | Server | Scheduer | Variables | Securty | Tigges | Groups | Tables | Sert

The settings on this page dfine the document's bshavior when run on QlikView Server

Refresh Mode when Documert is Updated on Server

Cliert initiates refresh. If old data not kept in server or client too old, session will be disconnected. -

Client Refresh Initiation Mode
Indicate with toolbar butten. -

Server Objects
[¥] Allow Server Bookmaris
[#] Allow Server Reports

[¥] Allow Server Objects

[T] Maximum Inactive Session Time (seconds) [] Enable Push from Server

300

|| Enable Dynamic Data Update

[ Maximum Total Session Time (seconds) Fitter AccessPoirt Document List Based on Section Access
600

Figure 140. The Server page of the QlikView Document Properties dialog.

Allow Server Bookmarks
This check box must be enabled, if remote clients are to be allowed
to create and share bookmarks with this document on the QlikView
Server.

Allow Server Objects
This check box must be enabled, if remote clients are to be allowed
to create and share sheet objects with this document on the
QlikView Server.

Allow Server Reports
This check box must be enabled, if remote clients are to be allowed
to create and share reports with this document on the QlikView
Server

TIP: For more information on Server objects settingsin QlikView, please consult the
QlikView Reference Manual.
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In addition, QlikView Server must be set to Allow Server objects. Set this on the
System tab, Setup page, QlikView Servers, Documents tab of the QlikView Enter-
prise Management Console, the setting is not available in the QlikView Management
Console. If the Server is set to disallow, this setting will override the Document set-
tings for all documents on that server.

Once QlikView Server is enabled for collaboration, and any of the QlikView Server
object settings are checked, and the document is opened in QlikView Server, a spe-
cial databasefile will be created and maintained in the same location asthe QlikView
document. Thefile will have the same name as the QlikView document, but will have
afile extension of .Shared.

For example:
QlikView document: Presidents.qvw
QlikView Server sharefile: PRESIDENTS . QVW. Shared

If the name of the QlikView document is changed for any reason, you will haveto
manually rename the .Shared file to match before opening the newly named
QlikView document in QlikView Server. Thiswill preserve the shared objects
attached to the document.

When updatong a Server object, report, bookmark och input field datathe fileis
exclusively locked, but making a selection or simply activating the object does not
lock the file and any number of Servers can read the file at the same time. A partial
lock isimplemented so different sections of the file may be updated simultaneously
by different Serversin the cluster.

Thefileis read once when the Server opens the document, but it is not read again
unless there are changes. All sessions share the same internal copy of the shared file,
that is, opening a session will generally not require the file to be read from disk.

You can manage the Server objects in QEMC on the tab Documents, User Docu-
ments and Server Objects. The Take icon enables you to take ownership of an
object. You can then open a QlikView client and make changes to the object.

Note  Once you have taken ownership of an object you cannot give it back to the
original owner.
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21 DOCUMENT METADATA SERVICE
(DMS)

Document Metadata Service (DMYS) is part of the QlikView Server. It has two sepa-
rate functions. Thefirst isto set Autoload and restricted access for documents, this
feature is always available no matter what mode the QVSis running in. The second
feature isto control access to documents hosted by the QV'S, this featureis only
available when the QV Sisrunning in the DM S Authorization mode. The DMSisa
running as a separate thread in the QV'S Process.

DM S Authorization mode can be used with any Directory Service that is supported
out of the box, like AD, but it can also be used by other non-Windows Directory Ser-
vices. .

NTFS Mode

Q ADRJIN

File:MyFileqww
avs WS does not keep
Apcess information

— MTES Accass Control List
_§ WIJ\'M

In NTFS Authorization mode it is up to Windows to decide who has access to each
file. Thisisdonein NTFS by the Access Control List (ACL) that keeps a number of
Access Control Entries (ACE). Each ACE isidentifying a single user or a security
group know to the windows based Directory Service. However the ACE islimited to
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what Windows can identify, so putting another user type, like a user stored in for
example Novell, is not possible. To get around this DM S Authorization was devel -
oped.

DMS Mode

g MNavall: i IN

J

Vs

J

fj MTFS Acrass Control List

File: MyFile.qww
Miowelldi N

Windows Account running QW5

DMS Authorization means that it the QV S that will decide who gets accessto afile,
not Windows. The DM S keeps a list of users who has access to each particular docu-
ment. Thislist can be populated in three different ways. The first way is through
QlikView Publisher sending afileto aQV Srunning in DMS Authorization mode.
The second way is through the QM C or QEMC, Please note that if you do changesto
a User Document that is delivered by Publisher your changes will be overwritten by
Publisher each time anew document is published, it is recommended that you instead
do the change in the Publisher distribution task. The third way you can populate the
DMS access list isthrough an APl where you can programmatically add and remove
access.

The DMS will grant accessto a user who's credentials match aname in the list of
users having access. The match is a string match so in the picture the user Novell://
JIN would be granted access to the file MyFile.qvw. However if agroup has been
given accessto the file rather than one single user the DMS must usethe DSC to do a
lookup to verify group membership. A call will then be made to the DSC and the spe-
cific DSPincluding the username and group. If the DSP and Directory Service verify
the membership then the user will get accessto the file.

When DM Sisused the QVW file on disk is only available to the account running the
QV S and not to any of the userslocated in the DMS access list.

236



DOCUMENT METADATA SERVICE (DMS)

The metadatais stored in afile next to the QVW file with the extension .meta so the
file presidents.qvw would have a metadata file called presidents.qvw.meta
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22 LOAD SHARING (CLUSTERING)

All clustering requires the QlikView Enterprise Management Console. QlikView
Server will support load sharing of documents across multiple physical or logical
computers. This sharing includes the ability to sharein real time, information about
Server objects, automated document loading and unloading (through DM S), and user
license CALs. Special licensing is available to enable multiple server instances to
share the same license number.

Registry

Common disk space

Eﬂ avw

: .PGO

-

In order to utilize load sharing between multiple QlikView Servers, al document and
support files must be shared between the servers. In other words, all servers should
point to the same physical location for thefiles. In addition to the file types described
in the diagram above, QlikView Server will create and maintain additional filesto
store load sharing data. These fileswill have afile type extension of .pgo (Persistent
Group Object), and they will be located in the same folder as the QlikView docu-
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ments. These files are locked while the QlikView Server isrunning. The different pgo
files contain information about borrowed CALs, CALsin use, Server settings and
ticket data.

Operating System Load Balance or Failover configurations are external to the
QlikView Server load sharing configuration, and QlikView Server has no control
over those systems.

Server configuration settings are shared between all clustered QV'S, and can be main-
tained through the QlikView Enterprise Management Console connected to any of
the clustered QV S. Performance of a particular QV S system can be monitored
through the Management Console by connecting to that system. How the load bal -
ancing is made, that is which QlikView Server the client should be directed to, is set
in the QlikView Web Server’s configuration file, see page 34.

Since DM S datais shared among the QV Servers, any automated document load/
unload procedures are performed on all Servers. DM S Authorization is, of course,
aso shared among all clustered QVS.

22.1 Setting up a Cluster

1 Install thefirst, “master”; QlikView Server, QlikView Distribution
Service and QlikView Management Services of the cluster and
license the installation. The account running the Management Ser-
vice must be amember of the QlikView Administrators group and a
member of thelocal Administrators group on each “slave”
QlikView Server computersin order to restart all QlikView Servers
from the QEMC.

2 Set the path for the User Document Root Folder and Mounted
Folders under System, Setup, QlikView Servers, your QVS, Fold-
ers, to adisk areathat can be read by all Serversin the cluster, pref-
erably aNAS.

System QlikView

Supporting Tasks

Root Folder
C:\Programbata\QikTech\Documents &=
Mounted Folders
Name Path Browsable £
Quw D:\My Apps\QWW = @ b3

Figure 141. Setting the path to the shared disk area
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3 To makeit easier to recognize your cluster you can change the name
of the QVSin thefield Name on System, Setup, QlikView Serv-
ers, your server, General.

e
Licenses About Supporting Tasks

- i General i Folders Documents
:—_'E () Management Service TR R e
= Qlikview Servers Name
‘_A QVS@selun-cen QVS@selun-cen
[# | Distribution Services Server Login
[# |Z Directory Service Connectors Username:
[# | QlikView Web Servers Password:

= Mail Server

Figure 142. Change the name of the cluster

4 Install the second QlikView Server, installing QV S and Manage-
ment Services.
5 Open the QEMC on the “master “ QV S and on the Cluster tab

under System, Setup, QlikView Servers, your first QVS, enter the
Control Number and URL for the second QVSin the cluster.

Cluster
Serial and Control

Serial number:
Control:

url L+

qup:ffcen/

Figure 143. The Cluster tab

6 Repeat steps 3 and 4 for any other Servers that should be part of the
cluster.
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7 Make sure that your cluster is selected on the AccessPoint tabin

System, Setup, QlikView Web Servers, your QVWS.

o T T | oo QlikView
Licenses About Supporting Tasks

Summery  General Authenticaion  AccessPoint Ajax  Web
[l %)) Management Service
[ [ Qlikview Servers
&) qus@selun—cen
# [ Distribution Services

Path
JQUAIAXZfe/AccessPoint. aspx
Open Document Options

# 55 Directory Service Connectors Same Window -

1 Qikview Wieb Servers Default Preferred Client

Client Paths
&Jquwseselincen © Epugn Epugn: /QvPluginjopendoc. him
[#/ |7 Remote Management Services @ AJAX zero footprint AJAX zero foolprint:  /QuAJAXZFc/opendoc, htm
1= Mail Server Plugin Download
[ show nk:
Server Connections

Respect browsable fiag on mount
HName

Local

Figure 144. The Server Connectionsfield for the AccessPoint
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23 POST INSTALLATION SETTINGS

23.1 Installation on a Single Machine

If al components of QlikView Publisher are installed on the same machine you do
not need to modify any settings and the only action you need to take before running
QlikView Publisher isto start the services. The following services are part of the
QlikView Publisher installation and are all found in the Windows Management Con-
sole Services; QlikView DirectoryServiceConnector, QlikView Web Service,
QlikView Publisher CommandCenterService and QlikView Publisher Distribution-
Service.

23.2 Installation on Multiple Machines

There are many possible installation combinations for QlikView Publisher. Here
we will go through the settings you need to modify in order to install different com-
ponents on different machines. These combinations are only possible when running
QlikView Enterprise Management Console.

Distribution Service

The QlikView Distribution Service (QDS) needs to know which Directory Service
Connector (DSC) it will communicate with. Thisisset inthefilec: \Program
Files\QlikView\Publisher\Distribution Service\QlikViewDistribu-
tionService.exe.config.

If you use any other value than the default, which ishttp://localhost:4730/
qgtds.asmx, you modify the key:

<add key="DSCAddress" value=""/>

Directory Service Connector
The DSC has no settings that need to be modified if you install on different machines.

23.3 Installation Overview

The components that will be installed are:

. The QlikView Management Serviceisaset of html based web pagesthat are
used to configure what the QlikView Publisher will do. It is aso the central
coordinating component in QlikView Publisher. It is responsible for main-
taining the QlikView Publisher Repository (QVPR) and keeping track of the
different components.
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The Distribution Service is the component that is responsible for performing
the preparation and delivery of the QlikView files. A QlikView Publisher
installation can contain many Distribution services located on different
machines.

The Directory Service Connector is responsible for communicating with the
Directory Service that keeps track of all the users and groupsin your envi-
ronment. You need to have one Directory Service per Directory Service Pro-
vider (DSP). A DSP is a connection to a specific Directory Service. The
included DSPs allows you to connect to Active Directory, NT4 domains,
Local Users and Custom Users. Custom Users are usersthat only exist inside
QlikView Publisher and have no matching Windows user attached to them.
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24 PUBLISHER UPGRADE TOOL

The QlikView Publisher Upgrade Tool must be run in order to update an older Pub-
lisher database to version 10.

As of version 9 the repeat task is obsolete, but the functionality has been retained in
the new distribution task. The upgrade tool will convert the more simple repeat tasks
to corresponding tasks in Publisher 10. More complex repeat tasks will, however,
need to be restructured after the upgrade. See page 97 for more information on what
tasks are supported in version 10.

If ajobisdisabled inversion 8.5, thetrigger will bedisabled in later versionsand if a
task is disabled in version 8.5, the task will be disabled in version 10 as well.

Note  The upgrade tool does not support upgrades from Publisher Standard
Edition!

Note  Before running the upgrade tool, stop the Command Center Service and
make sure the Directory Service Connector Serviceis running.

Note  Back-up your database before running the upgrade tool!

24.1 Upgrading

The upgradetool isinstalled together with QlikView Server/Publisher andisfoundin
thefolder c: \Program Files\QlikView\Publisher\Support Tools\.Run
PubUpgrade. exe t0 Start the upgrade. The program creates atxt logfilein ¢: \Pro-
gramData\QlikTech\Publisher\Support Tools\Upgrade.

1 Thefirst dialog will inform you of the current database version. If
the upgrade cannot be carried out, the first dialog may display one
of the following messages instead:

. The Current database is up to date
. Permission to current database is denied
. The current database is too old and cannot be upgraded using this tool
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. The upgrade cannot be run because the Command Center Serviceis running.
Please stop the service and restart the upgrade tool.

—[E]x]
Welcome to the QlikView Publisher 8 upgrade wizard

Before starting, you should make a backup of your old database.
The current database version is:  8.50.001 91A41EC39E4B3FSEFAFB6ETSFLOSAODSGB17113E

<Baok | Net> | [ Cancad |

Figure 145. Upgrading the XML repository

2 You enter the location of the Directory Service Connector for each
distribution service. The upgrade tool looks for the directory service
locally only. Edit the path to the qtds . amx in the right paneif the
path isincorrect.

[ QlikView Publisher 9 Upgrade I [ 3

Verify the location of the directory service connector for each distribution service

Please make sure that the directory service connector service is running.

[ o U | D nnector U |
» | ritp/tocaiost 4720/ cbes asmx | it ocalhost 4730 ctds o8 |

<gack [ tet> | cancad |

Figure 146. Enter the path to the Directory Service Connector

3 QlikView Publisher version 10 can only handle users and security
groups as recipients. This means that recipients of the type contain-
ers, organizational units and the likes will not be upgraded. If a
reci pient name does not correspond with a user or a security group
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present in the directory service database, you can enter a New
Recipient ID. Thethe recipient should bein the format domain\user.
If no New Recipient ID is entered, the recipient is removed.

[ QlikView Publisher 5 Upgrade M=k

The following recipients can not be upgraded to version 9.
Please enter new recipient ID:s in the form demain‘username, or leave blank to remove.

Recipient name Reciplent type Reasan New recigiert 1D
glitech Container llegalObject Type
Enginesing Organizational it llegalObjectType

# |Kale Puing User DoeshotExet DomainiCarlPuling

<gaok [ Net> | cancal

Figure 147. Upgrading recipients

4 The Accesspoint resource of previous versions has been removed
and the distribution is now handled by QlikView Server. Enter the
name of the QlikView Server that will handle the distribution.

[ qlikView Publisher 9 Upgrade o 1 1|

Select QlikView Servers for each old Accesspoint resource
The accesspoint resource has been discontinued. Instead distribution will be directly to a Qlikview Server

Please enter hostname for the QlikView server for each old Accesspoint resource,

[ Name | Qus hostname [
NEY Eroroa] \

<gsck |[ et | Concel

Figure 148. Select QlikView Server
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In version 9 only one destination per task is allowed for dynamic
distribution. You must choose a destination for each task that con-

tains a dynamic distribution.

) QlikView Publisher 5 Upgrade =10l x|

Please select a destination for each task containing dynamic distribution.

5

Dynamic distribution is only allowed to one destination per task
[ Task name | Destination
> dndst sl |
01
maires
1

<gook [ Net> | cancad |

Figure 149. Choose destination for the old dynamic distributions

The Command Center no longer handles the Custom Users. You
must choose a Directory Service Connector to handle your Custom
Users.

%] Qlikview Publisher 9 Upgrade (ol x|

Select which Directory Service Connector to use for custom users

Customusers are now handled by s directory service connector insterad of the command center.

6

This step is only needed if you are using custom users.

<gack [ tet> | cancad |

Figure 150. Select Directory Service Connector to handle Custom Users
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7 Until you mark the Confirm check box and click Upgrade you can
still cancel the upgrade of the repository.

[ QlikView Publisher 5 Upgrade M=k

Last chance to make a backup. Please make a backup now or you risk losing data

After you click Upgrade. Your old database will be replaced by a version @ version.

™ Confirm

Figure 151. Confirmthe upgrade

After the upgrade has been compl eted, you must start the QlikView Management
Service. You can now open the QMC or the QEM C and change your settings.

24.2 Reloading a file from the command line

The following value in QlikViewDistributionService.exe.config needs to be set to
true:

<add key="EnableBatchMode" value="false"/>

The following parameters are used for reloading:

-r=path to gvw file Reload and quit
-rp=path to qvw file Partial reload and quit
-out=logfile Redirect output to file. Default out-

put is console. -out=. creates a
lofile in the current directory

-variablename=name Variable name

-variablevalue=value Variable value

-debug Service will run as standalone EXE

-deep Servicewill wait 60 seconds before
starting main

-datapath=path Path to datafiles. Use -datapath=.

for current directory.
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-port=number Override listening port specified in
workorder

Example:

QlikViewDistributionService.exe -r=d:\myapps\docu-
ment.qwv -out=d:\logfiles

echo Error Code: %errorlevel$%

Thiswill reload the document document.qwv and set the home directory to
d:\logfiles where the Distribution Service fileswill be written.

The error code parameter goes through thelog file and returns the number of
errorsfound in it.

Note

Alertswill not be triggered viaa command line rel oad.
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25 LOAD SHARING (CLUSTERING)

All clustering requires the QlikView Enterprise Management Console.

25.1 QlikView Distribution Service

In order to cluster QlikView Distribution Service, the services will need acommon
disk areaon a NAS to save the configuration file. Add the same value to the setting
Application Data Folder inthe QEMC for al Distribution Services that should be
clustered.

The load sharing is determined by ainternal ranking system based on the amount of
memory available and on previously cached documents. You can change how the
ranking is donein the configuration file Q1ikviewDistributionSer-
vice.exe.config. Thekey (below) iswritten in JavaScript.

<add key="LoadBalancingFormule" value="(AverageCPUL oad* 400) + ((Memory-
Usage/ TotalMemory) * 300) + ((NumberOfQlikViewEngines/ MaxQlikViewEn-
gines)*200) + (NumberOf RunningTasks* 100)"/>.

AverageCPULoad
The average CPU load of al running QVBs.

MemoryUsage
The total memory usage for the entire application.

TotalMemory ) )
The total amount of memory in the machine.

NumberOfQlikViewEngines ) )
The number of the QlikView engines currently in use.

MaxQlikViewEngines
The configured value of max QlikView engines.

NumberOfRunningTasks )
The number of currently running tasks.

If the log message “The network BIOS command limit has been reached” occursin
the Debug-Cluster log, you need to increase the limit for long-term sessionsin the
registry. Failure to do so may result in tasks not being run!

Increase the following parametersin the registry:

HKEY LOCAL MACHINE\SYSTEM\CurrentControlSet\Services\lanman-
workstation\parameters\MaxCmds

and
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HKEY LOCAL MACHINE\SYSTEM\CurrentControlSet\Services\lanman-
server\parameters\MaxMpxCt

Thisissue only occurs on Windows Server 2000, Windows X P and Windows Server
2003! More information is available on http://support.microsoft.com/kb/810886.

25.2 Directory Service Connector

To cluster the Directory Service Connector, you need to add one or more Directory
Service Connectorsin the QEMC, see page 164. You do not have to change the set-
tings for those services pointing to the Directory Service Connector that you add the
other connectors to. They will automatically point to the cluster when the other con-
nectors are added.

When using Custom Users you will need acommon disk area on aNASfor the dif-
ferent services. The disk areais setinthe key <add key="ApplicationData-
Folder" value="" /> inthefile
QVDirectoryServiceConnector.exe.config.

Notable behavior in a DSC Cluster
Every node in a DSC cluster hasits own cache. This means you might see
variations between searches if a change has recently been made in your
directory service. The variations are due to the fact that the QlikView Man-
agement Service randomly picks a DSC node for a search and the result of
that search is cached with that node for 30 minutes. A workaround for thisis
to restart all DSC clusters after a change is made in the underlying directory
service, or searches should wait until the cache expires.

An example:

1 A cluster with two DSC nodes is running.

2 The administrator searches for Userl and DSC node 1 executes the
search and answers GroupA.

3 In the underlying directory service, Userl is moved from GroupA to
GroupB.

4 A new search is made by the administrator and this time DSC node
2 executes the search. The result is GroupB.

5 Another seach is made, DSC node 1, that still has the result of the
first search in its cache, executes the search and the result is
GroupA.
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26 DETAILED TECHNICAL VIEW

26.1 Audit Logging

Audit logging gives you the possibility to track changes on tasks and settingsmadein
the system, to see who made the changes and when they were made.

You enable the logging and set the location of the log files in the Management Ser-
vice configuration file, gManagementService.exe.config, See page 256.
Changing the values requires that you restart the QM S service.

Onefolder per tableis created. Each folder contains one file per day with the changes
made to the tasks. The logs are tab separated files.

The following entries can be found in the logs:

TransactionID- Theid of the transaction. Useful for keeping track of changes
made simultaneously.

ChangeType - Thetype of operation made. The sub types are:
update - New or changed entries.
Delete - Entries have been deleted.

ModifiedTime - Thetime and date the changes were madein UTC.

ModifiedByUser - The user that has made the changesin the user interface. The
entry system means that the change has been initiated by the system and not by any
user.

The following example comes from the table alert e-mail. The log has been put in a
table for better overview.

TransactionlD 455a241d-8428-4dc7-bab7-4ae7ch21cf3d
ChangeType Update

ModifiedTime 2010-02-02 15:12:54

ModifiedByUser MyDomain\mjn

ID b3745325-cee7-4fe7-b681-9c9efe22fcbe
DistributionServicelD |8846d7dd-bb3f-4289-9¢9b-b0ca71b7c3b2
Email Address mjn

The following example comes from the table QDSCluster. Notice that the Transac-
tionID isthe same for both examples. This means that the changes were made simul-
taneously.

| TransactionlD | 455a241d-8428-4dc7-ba67-4ae7ch21cf3d |
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ChangeType Update

ModifiedTime 2010-02-02 15:12:54

ModifiedByUser MyDomain\mjn

ID a37f242c¢-6d80-42da-a10c-1742d2ec927f
DistributionServicel D |8846d7dd-bb3f-4289-9¢c9b-b0ca71b7c3b2
QDSWebAdress http://computer-mjn:4720/qtxs.asmx
CurrentWorkorderID | 96bff2dc-f 1ea-84d2-b6c4-eab8bf5c98e5

26.2 Document Administrators

To delegate the responsibility of creating tasksto people not part of the QlikView
Administrators group, you can now make users document administrators. The users
that are appointed document administrators will only be able to access those tabsin
QEMC that are related to either user documents or source documents.

Add the users to the mounts in QEMC, see page 156 for adding usersto a user docu-
ment folder and page 158 for adding users to source document folders.

If the users are to distribute via e-mail, you must add them to the e-mail server in the
same way as the QV'S, see page 185.

26.3 Configuration Files

Management Service— QVManagementService.exe.config
In adefault installation thisfile is found under ¢: \Program
Files\QlikView\Management Service. Thisfile hasanumber of auto-
matically generated tags that should not be modified, but the following set-
tings that can be modified. Below is an excerpt from the config file. Read
more about the snmp section on page 303.

ApplicationDataFolder
Thisisthe folder where the log folder and all other files/folders will be cre-
ated. The default valueis ¢: \Documents and Settings\All
Users\Application Data\QlikTech\Publisher\CommandCenter.
Thisfolder iswherethe XML version of QVPR and the LEF information are
stored.

UseHTTPS
If the valueis set to True the communication will run over SSL instead of
http. To enable this setting you need a certificate for your web site.

Trace

Used for debug logging.
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QMSBackendWebServicePort
Thisisthe port the backend management service listensto. The default value
is799.

QMSFrontendWebServicePort
Thisisthe port the frontend management service listensto. The default value
is4780.

MaxLogRecords
With this setting you can specify the maximum number of log records that
should be retrieved for atask.

EnableAuditLogging
Set thisvalue to Trueif you want to track changes on tasks and settings made
in the system, to see who made the changes and when they were made.

AuditLogFolder
Set the path to the folder where the audit logs should be saved.

AuditLogKeepMaxDays
Set the maximum number of days each log should be saved.

Distribution Service — QvDistributionService.exe.config
In adefault installation thisfileislocated in ¢: \Program
Files\QlikView\Distribution Service. The app settingstag isthe
part that can be modified. Read more about the snmp section on page 303.
Below are some of the settings in the configuration file explained:

ApplicationDataFolder
Thisisthe folder where the log folder and all other files/folders will be cre-
ated. The default valueisc: \Documents and Settings\All
Users\Application Data\QlikTech\Publisher\CommandCenter.
Thisfolder iswhere the XML version of QVPR and the LEF information are
stored.

WebservicePort
Thisisthe port that the Distribution service will use to communicate
with. The default valueis 4720.

UseHTTPS
If the valueis set to True the communication will run over SSL instead of
http. To enable this setting you need a certificate for your web site.

DSCAddress
Thisisthe port that the Directory Service Connector service will use to com-
municate with. The default value is 4730. If you modify that, you will need
to modify the tag “DSCAddress’ in the QvDirectoryServiceConnec-
tor.exe.config filetoo.
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DSCTimeoutSeconds
The timeout for callsto the Directory Service Connector.

DSCCacheSeconds
Set how long the service should cache the responses from the Directory Ser-
vice Connector.

QlikViewEngineQuarantineTimeInms
Set how often a QlikView engine is allowed to start.

OpenDocumentAttempts
This setting allows you to define how many tries that should be made to
open adocument before it islogged as an error during distribution.

DebugLog
Set to True if you want to enable logging of memory usage and stack trace
on “Error” logging.

Trace

Set thisto True if you wan to enable debug logging.

EnableBatchMode
Enable this setting if you want to make batch calls to the Distribution ser-
vice.

Directory Service Connector — QVDirectoryServiceConnec-
tor.exe.config
By default thisfileislocated in ¢: \Program Files\QlikView\Direc-
tory Service Connector\DirectoryServiceConnec-
tor.exe.config. Read more about the snmp section on page 303. Some
of the more commonly modified settings are explained below:

ApplicationDataFolder
Thisisthe folder where the log folder and all other files/folders will be cre-
ated. The default valueisc: \Documents and Settings\All
Users\Application Data\QlikTech\DirectoryServiceConnec-
tor.

WebservicePort
Thisisthe port that the Directory Service Connector service will useto com-
municate with. The default value is 4730. If you modify that, you will need
to modify the tag “DSCAddress’ inthe QvDistributionSer-
vice.exe.config filetoo.

UseHTTPS
If the valueis set to True the communication will run over SSL instead of
http. To enable this setting you need a certificate for your web site.

PluginPath
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Thisisthe path where the DSC will look for available DSP plugins. The
default valueisc: \Program Files\QlikView\Publisher\Directo-
ryServiceConnector\DSPlugins.

Trace

Set thisto True if you wan to enable debug logging.

DisableCompress
Enable this setting if you do not want to use compression on your http com-
munication.

26.4 Triggering EDX Enabled Tasks

In order to start the tasks that have an external event as trigger, you must make two
POST type request callsto the QlikView Distribution Service that has been assigned
the task. The user making the request calls must be member of the local group
QlikView Administrators or QlikView EDX. The QlikView Administrators group is
set up during installation of QlikView Server, but the QlikView EDX group you must
create yourself in Computer Management. A member of the QlikView EDX group
has only the right to trigger an EDX enabled task.

The body of thefirst request call must contain the following:

<Global method="GetTimeLimitedRequestKey" />

The reply will contain the following important entry:
<GetTimeLimitedRequestKey>

<GetTimeLimitedRequestKeyResult>zLavENlancWoyhACGlpaE
5sWOy8kicLa</GetTimeLimitedRequestKeyResult>
</GetTimeLimitedRequestKey>

The value of the entry GetTimeLimitedRequestKey isSthen used for the next
request:
<Global method="RequestEDX"
key="zLavfNlancWoyhACGlpaE5sWOy8kicLa">
<i_ TaskIDOrTaskName>MyTask</i_ TaskIDOrTaskName>
<i_Password>MyPassword</i_ Password>
<i_VvariableName />
<i VariableValueList />
</Global>

The attributes in the second request are:
TasIDOrTaskName - The nameor ID of the task you want to start

i_Password - The password you set when you created the trigger. If no password
was set the attribute must still be included but can be left empty.
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i_variableName - The name of the variable you wish to change. The attribute may
be left empty.

i _VariableValueList - Thevaluesyou want to assign the variable. The variables
are entered according to the same pattern as in QEMC. The attribute may be left
empty.

The status of the task isreturned in xml format. The response for a successful call
will look like the following:
<RequestEDX>
<RequestEDXResult>
<Log />
<TaskStartResult>Success</TaskStartResult>
<TaskStartResultCode>0</TaskStartResultCode>
</RequestEDXResult>
</RequestEDX>

Where

Log - A small part of what iswritten in thelog. It will be empty if the task has been
started successfully.

TaskStartResult - A textual representation of TaskStartResultCode.

TaskStartResultCode - Theresult of the attempt to start atask. 0 means that the
task was started successfully. 1 means TaskNotFound, 2 Means TaskIsAlready-
Running, 3 MEaNS NoEDXTriggerFound and 9 iSotherError.

The response to an unsuccessful call may look like this:
<RequestEDX>
<RequestEDXResult>
<Log>
<string>2009-10-29 12:32:18 Error Could
not trigger task. Bad password. Task=Notepad, EDX
triggered</string>
</Log>
<TaskStartResult>OtherError</TaskStartResult>
<TaskStartResultCode>9</TaskStartResultCode>
</RequestEDXResult>
</RequestEDX>.
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You can connect to the Publisher to check the status of a given task. You must be
member of the QlikView Administrators group to be able to do this.You must also get
atemporary key, using the GetTimeLimitedRequestKey request. Then you send
the request:
<Global method="GetTaskStatus"
key="rPnBL6z1bvNr5k2nowI919EJkkOeHsi8" >
<TaskNameOrId>Notepad, EDX triggered</TaskNameOrId>
</Global>

Where
TaskNameOrId iSthe nameor ID of the task you wish to check.

Theresponsis asfollows:
<GetTaskStatus>
<GetTaskStatusResult>
<TaskStatus>
<DocumentPath />
<ID>55a4d924-f7bc-4027-9204-4c00711e001la</ID>
<LastLogMsg>Executing c:\windows\notepad.exe
Executing commandline:
"c:\windows\notepad.exe" in folder "c:\windows".
Process exited with exit code: 0 at 2009-
10-29 12:31:31
Process exited with exit code: 0 at 2009-
10-29 12:31:31
The task "Notepad, EDX triggered" finished
successfully
</LastLogMsg>
<Name>Notepad, EDX triggered</Name>
<Server />
<Start>On EDX</Start>
<LastExec>2009-10-29 12:31:34</LastExec>
<Status>Waiting</Status>
<DoAlert>False</DoAlert>
<TaskType>ExternalProgramTask</TaskType>
<Summary />
<Category>Default</Category>
</TaskStatus>
</GetTaskStatusResult>
</GetTaskStatus>

Where
DocumentPath - The path to the quw document.
ID - the ID of the task.
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LastLogMsg - The last log message for this particular task.
Name - The name of the task.
server - Not used.

start - If thetask is running according to a schedule, the next scheduled timeis dis-
played. If the task has an EDX trigger start will say on EDX. If the task is already
running, the start timeis displayed.

LastExec - The timewhen the task was |ast finished.

Status - The status of the task, Running, Waiting, Finished with errors or Finished
with warnings.

Do Alert - Isreturned Trueif the task has errors, but has not been aborted manually.
Summary - Not used.

Category - The category of thetask. If no category is set in the management console
“Default” will be displayed.
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27 SECTION ACCESS

A very important changein QlikView Publisher 8.00 and onwards compared
to older versionsisthat QlikView Publisher respects the Section Access of
any document it workswith. This meansthat if you have a Section Accessin
your document script, the Publisher user or user account must have ADMIN
rights according to the Section Access statement. If the Distribution Service
is running under the local computer accounts Local System or Network Ser-
vice, the computer account must be added to your Section Access. The
account name of the computer is usually the name of the computer plusa$
sign, e. g. PublisherServer$. If a dynamic reduction is made, the reduction
field must be left empty.

Example:

Section Access,

LOAD * INLINE[

ACCESS, NTNAME, REDUCTIONFIELD

ADMIN, PUBLISHERACCOUNT,

USER, HIC, A

USER, TNI, B

Section Application;

Load ...

It isimportant that the Section Access line containing the Publisher account
does not reduce datain an unwanted way. Example: If you would use awild-
card “*” in the reduction field, this would limit QlikView Publisher’s access
to the datain the QlikView file to other values defined in the Section Access
(A and B in this example; however, the values C to Z would not be
included). Such areduction can be avoided in two ways: either you need to
make sure that all values of the reduction field are represented in the Section
Access, or you leave thereduction field blank. In the latter case, no reduction
will be made since the Publisher account isan ADMIN account. However, in
this case, the Publisher account cannot be used to open the file on a Server
since all accounts are USER accounts on a Server and the user will then be
denied access since no values are allowed.

Read more about Section Access in the Security chapter in the QlikView
Reference Manual.

27.1 Authorization Management

From version 10 QlikView Enterprise Management Console can provide a central-
ized way of maintaining authorization tablesthat are used in the section access part of
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aQlikView document. Thisis done by letting the QlikView Administrators create
and maintain the tables in the QEMC user interface. The tables are stored in the
repository and can be used by a QlikView devel oper as any other table by connecting
to the QlikView Management Service, for example http: //MyServer:4780/QMS/
authtables. This page will supply the developer with all the authorization tables
that exist. It is however possible to get only a specific table by specifying atablein
the query string, for example http: //MyServer:4780/QMS/authtables?Sale-
sauthtable.

The QlikView Administrator can specify which document devel oper should be able
to use the whole authorization table or parts of it.

Example of an authorization table:

Access NT Name Country Product Group
Admin QvAdmin * *

User Bob us Socks, Shoes
User Stig Swe Ties, Hats
Table users. Sara

Column Users:
Access and NTName: John, Jenny
Country: John
Product Group: Jenny

This means that when reguesting the authorization table Sarawill get the entire table,
John will get ‘Access’, ‘“NT Name' and ‘ Country’, finally, Jenny will get ‘ Access,
‘NT Name' and ‘Product Group'.

27.2 Important notices and Troubleshooting

. All pathsthat are used by QlikView Publisher must be reachable from the
application.

Note It ishighly recommended that a designated account is created to run
QlikView Distribution Service. Thisaccount must be permitted tolog on asa
Windows service. It must also be permitted to read from the directory service
aswell asto write to folders, change and set permissions on the content
therein.
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. Reduction based on Section Access may cause unwanted resultsin the Dis-
tributed Documents and should be used with caution.
. If QlikView Publisher has difficulties when reading from Active Directory, a

probable cause is that the account running the application lacks permissions
to read from the directory service. Check the permissions of this account.

. Make sure that Local Service, Network Service and the account running
QlikView Distribution Service have been given read and execute permis-
sionsto the .NET Framework component System.Management.dil.

. Should afield name within a Source Document change, QlikView Publisher
will not be able to distribute Distributed Documents based on this field.
Please ensure that field names used for reductions are correctly represented
in the Distributed Documents.

. The number of roles given access to afile on a Windows computer cannot
exceed 1820.

. QlikView Distribution Service does not execute any macrosthat may existin
the Source Document.

. If a Source Document contains an “Only One Selected Value” setting on a

field, this setting will be respected by QlikView Publisher. Any selections
made on the document will be affected by thisfield.

27.3 SSL on QlikView Publisher

Configuring SSL for the QlikView Publisher services can only be done in QlikView
Enterprise Management Console and requires an SSL certificate.

The certificate must be installed for all QlikView Publisher Services, specifying their
ip addresses and ports, e.g. 0.0.0.0:4710. For more information on how to add certifi-
cates for services see Microsofts homepage.

The configuration file for each service must be changed, see page 256 for more infor-
mation about the configuration files. The setting <add key="UseHTTPS"
value="false"/> must be set to TRUE.

In C:\Programbata\QlikTech\WebServer\config.xml (C:\Documents
and Settings\All Users\Application Data\QlikTech\WebServer\con-
fig.xml onolder systems) changethe setting <ConfigUrl>http:// :4750/
qvws . asmx</ConfigUrl> to include httpsinstead of http.
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It isimportant that the URL for the services match the URL in the certificate. The set-
tings must be changed in the user interface: System, Setup, Service, General, Loca-
tion. The picture below shows the QlikView Web Services Service.

FTRSETRE - I

T

[= %) Management Service
= | Qlikview Servers
“'ﬂ' QVs@selun-cen
[ [ Distribution Services
=] Directory Service Connectors
= | Qlikview Web Servers
& Quws@selun-cen
[# [ Remote Management Services
129 Mail Server

Supporting Tasks

Summary General A icati A oint Ajax

Location
Url: .h.ttD:HSE{L.II‘I-CEI‘I:4?50;&\1’\0\'5.35!‘“)(
Server Login
Username: i
Password:
Logging Level

) Low © Medium @ High

Port: 80

[ use https

Figure 152. Setting the domain for SSL
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e Client overview

QlikView installed Windows Client

QlikView IE Plug-in

QlikView AJAX Zero-Footprint Client (ZFC)
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28 SUMMARY OF QLIKVIEW CLIENTS

A QlikView client isrequired for display and usage of an existing QlikView docu-
ment (.qvw file). While the QlikView Server is responsible for opening, hosting, and
calculating the document, the clients are required for user interaction and presenting
the document and its objects. In addition, clients (except Mobile Clients) can be used
to add personal and shared objects to a document.

The choice of which client or set of clientsto useisentirely dependent on the cus-
tomer’s environment and preferences. Client choices range from afully installed
QlikView Developer to a (no installation required) AJAX Zero-Footprint Client
(ZFC), to aMobile Client on your iPhone. Any combination of client typesis
alowed, aslong as the proper licensing CALs are available (see Section QVS
Licensing) on the server license. In general, any QlikView document may be dis-
played with any client, although additional HTML code must be created for the
Object clients, including AJAX, to display and interact with the objects within a par-
ticular document. In the case of AJAX, this code is generated automatically by
QlikView Server. Finaly, certain considerations must be taken into account when
deploying a QlikView document with QlikView Server and its clients. See Section
Considerations when devel oping documents for use with QlikView Server for infor-
mation on limitations when using a QlikView client to interface with a QlikView doc-
ument.

The following table provides a brief summary description of client choices.

QlikView Client Description

Windows Installed Client | Full image desktop installed QlikView Desktop. Installa-
tion and client licensing required.

QlikView IE Plug-in Full image ActiveX plug in for Internet Explorer web
browser. Installation required. No client side licensing

required.
QlikX Anayzer for Inter-|Object only ActiveX plug in for Internet Explorer web
net Explorer browser. Requires web page design or QlikView Client
Generator. Installation required. No client side licensing
required.
AJAX Zero-Footprint Object only Dynamic HTML client utilizing AJAX
Client (ZFC) architecture in web browser. Web page is automatically

generated by QlikView Server. No installation or client
side licensing required.

QlikView iPhone client |One object-at-a-time view of full QlikView document.
Download and install App through App Store. No client
side licensing required.
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QlikView Client

Description

QlikView BlackBerry
and JavaMobile clients

Full image client is based on Java Mobile Edition (Java
ME) and will run on most mobile phones that support
MIDP 2.0. Download and install App on device. No cli-
ent side licensing required.

The table below shows the different client varieties and some of their most important

positioning properties.

Clients for publishing

Clients for building

Layout fidelity Demands on

QlikView documents  web applications and client
with QlikView data functionality environment and
and logic install
bandwidth
Installed EXE clients i High
(QVE, QVP, QVA)
High
QVA for IE QlikX:s
(plug-in) (part of plug-in)
QVA Java client Q.VA Java Objects Medium
client
B AJAX Zero Footprint v tow
Client (ZFC) Low

The leftmost column in the table contains client variants where entire QlikView doc-
uments with sheets and layout can be presented without the need for web page

design.

The second column shows client variants which require web page design.
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29 QLIKVIEW |IE PLUG-IN

29.1 Plug-in Client

A plug-in is a program hosted by and running inside a web browser. Typically it con-
sists of an ActiveX component with ocx as file extension. Acrobat Reader is a com-
mon example of a plug-in that computer users should be familiar with. QVA for IE
installs and operates along exactly the same principles.

QlikView IE Plug-in is afreely downloadable program and can easily be distributed
throughout the company via the sample HTML pages provided with the installation
of QlikView Server.

The QVA for |E client appear as an integrated part of the MS Internet Explorer win-
dow. No QlikView menu bar is available, but most of the QlikView toolbar functions
are available. Sheet and sheet object context menus are available where applicable.

Local files are not accessible from QVA for IE..

,’f Presidents.qvw - Windows Internet Explorer
@\‘-‘/ b |g http:/flocalhostiQuPluginfopendad, htm?dacument=Presidents. quw j *2(%
File Edit Yiew Favorites Tools Help

e 4 (& Presidents.gvin | |

@ Cear | @Eack §)Forward | (&) Lock E'Unlock | #% Search s Bookmarks » B Current Selections %4 Refresh | (G print 2 Reports - | @) b

About | Presidents | Charts | PivotTable @

(®) Pivot Table

Current Selections Count Presidents - O Black Chart
Party Origin Count Percent -
Help 29 Application Description Dem.Rep 4 - Benublican (13}
= Arkansas i
Georgia 1
Massachusetts 1
Missauri 1
MewHampshire 1
S Clear Selections S NEW]%; H
Demacrat
oot T T Mewfork 2
President Information @
T = Permsyhania  ®
Hame < = SouthCarolina 2
[tame Texas 1
Served - C -
Virginia 2
Farty - C
orgn < = Total 15
5 — 5 Federalist 2
E—— = Republican 19
iBcease whi 3
Total 43

Hictorical Party Movements (by Sequence No.J

Party No. 20 @ 4 12 1 2 3 5 6 7 & 10 11 13 14 15 16 17 18 19 21 22 23 24 25 20 27 20 2% 30 31 32 33 34 35 &
Republican ||

Dem.-Rep [ | ||

Demacrat

Figure 153. QlikView plug-in client in Internet Explorer.
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29.2 Collaboration - Shared Objects

Collaboration — shared objects — is supported in the Plugin Client for authenticated
users. Sheet objects may be created, moved, and sized. Use the standard right-click
menu and select New Sheet Object. Reports can be created and existing reports can
be edited. New objects, reports and bookmarks may be shared with other users
through the Server Objects dialog. Locate this option off the Menu Options toolbar
icon.

f - B - o= v ihpPage v (hTools v+

sible Reports - | @) ,@? (=R

Reparts ]

Mew Sheet Object 3

| Server Objects. .. |

ﬁ Mail with Bookmark as a Link,

g“ User Preferences... Chrl+al+0

Docurment Support Infa..,  Chrl+Shift+Q
About Qlikiiew. .,
Whig 7, 0% ‘ |

Federalist 4, 7%

Server Dbjects x|

Iy Server Objects | Shared Objects I

Type

b
Chart

Shaow | ObjectlD | SheetlD

DocumentsS

Modified
HPRE4AP' 2008-08-12 23

System T able

Clear Al
Remave

(1]:4 I Cancel | Help |

Use the Share option to share the selected objects with other server users. Accessto
the object through this dialog will move to the Shared Objects tab.
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Shared Objects may a so be controlled through the Server objects menu. You can
display the Server objects menu from the Add or Remove buttons dialog off the
main toolbar. Choose the Server Objects Pane from the Toolbars tab of the dialog.

leports - | @) [§? | B~ =

&dd or Remave Buttons ~ Mavigation 3

Cuskomize. ..

x

Toolbars | Cptions I

Toolbars:

W Mavigation New. ..
tion Pane

[ Sheets Rename. .. |
[ Bookmarks

Delete |

Reset... |

Close Help

4 Clear ~ | @ ack @)Forward | S Lock &'Unlock | [D5zarch Yy Bookmarks » & Current Selections ¥ Refresh | (S print 2 Reports « (7] 1| menu~ £
Setver Objects ¥ X | Fihis 0 | Background © | QWGuide © | DataStructure @ Traditional OLAP  Pew Rules © | More Dimensions 0
My Items
. @
—, Language
(=1
Tole o
4, Edward Sutherland °| |Directar Title
bel Ferrara 4, Edward Sutherland Every Day's & Holiday
&cirian Brunel 4. Edward Sutherland Every Day's & Holiday
i Adrian Line 4, Edhward Sutherland Every Day's & Holida
Shared Items = i - ! y, /
lrian Scartascini 4, Edward Sutherland Every Day's & Holiday
¥ LIST BOX hrnés Yarda 4, Edhward Sutfrerland Every Day's A Holiday
-, Language ikira Kurosawa 4, Edward Sutherland Every Day's & Holiday
B
Y &lain Resnais 4. Edward Sutherland Every Day's & Holiday
lan Alda 4, Edward Sutherland Follow the Boys
lan arkin 4. Edward Sutherland Follow the Boys

The Server Objects Pane will list all objects that you have created, as well as any
shared objects that are available.
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29.3 Deployment of QVA for IE

There are two basic ways to get the QVA for |E plug-in installed on a client com-
puter:

Simple install link on web page
Clicking on adownload and install link on aweb page startsthe installa-

tion. Thisisavery common approach used for many commercial plug-ins.

It is necessary that the user installing the plug-in has install privileges on
their own machine in order for this approach to work.

Pushing out client via group policy
In organi zations where individual users are not allowed to install new soft-

ware on their computers, the system administrator may create a so called
"group policy" and "shoot out" the QVA for |E clientsto any set of comput-
ersin the directory.

29.4 Customizing settings for QVA for IE

The appearance and behavior of the QVA for |E client can be changed via a couple of
special commands, as follows.

Selecting toolbars
The client comes with a predefined toolbar for Navigation, Server objects,

Sheets and Bookmarks. The toolbar may be customized by clicking on the
Toolbar Options icon located to the right of the toolbar.

Setting User Preferences
Use the Show Menu toolbar icon to display the User Preferences selection.

Thiswill allow setting user preferences, such as language and printing pref-
erences. For a detailed explanation of each of the available commands,
please refer to the QlikView Reference Manual.
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30 QLIKX - PUBLISHING SEPARATE
SHEET OBJECTS FROM THE QVA
FOR |IE PLUG-IN CLIENT

30.1 Technical description of the QlikX concept
The QVA for |E plug-in has the ability to support the display of individual sheet
objects on aweb page, without the surrounding sheet environment. Sheet objects
from different QV S documents can be displayed on the same page. Web pages that
are to utilize this functionality may be created manually. This section describes the
requirements and process for creation and/or maintenance of a QlikX web page.

Incompatibility notice! The whole architecture for this concept has been changed in
version 9 of QlikView. The QlikOcx control is used for each object that is displayed
and the QlikOcx.ocx directly connects to the QlikView document holding the data.
Theclassid for the QlikOcx is aso changed from the QlikOcx class id used in ver-
sion 8.

30.2 Limitations

The following conditions must be met for the QlikXsto work:

. MS Internet Explorer version 6 or later must be installed on the client com-
puter

The QlikView |E Plug- must be installed on the client computer

30.3 Getting it to work

This section provides an outline of the steps necessary to build a web page with
QlikX objects. It is assumed that the reader possesses ageneral knowledge of HTML.

Infrastructure

Server environment
QlikView Server must be of version 7 or later.
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Web page components

HTML web page
The basic HTML web page(s) defining the client typically
reside in adirectory somewhere under the web server’s
wwwroot, either directly, or indirectly through the
QlikView virtual directory. The pages could contain any
standard HTML code. The details of how to present QlikX
sheet objectsis described in the next chapter.

Plug-in
The QlikView IE Plug-in must be installed on the client
compuiter.

30.4 QlikView Page Generator for QlikX

Note  QlikView QlikX pages are automatically generated by QlikView Server as
they are reguested through the AccessPoint, so no additional maintenanceis
required.

If you have a QlikView Server prior to version 9 you must still generate your pages
using the Objects Client Page Generator tool in QlikView, located off the Tools
menu.

Dbjects Client Page Generator x|

This dialog helps you generate html pages for displaying the current document on Qlikview Server for
one or mare of the three objects based clients. & best effort: wil be made to replicate the appearance
of the document in the various clients,

The generated pages will be saved in a location of your choice in separate folders for each dient;
type, ready for publication on your web server, The pages can of course be edited further at your
discretion,

Nate! For best results we strongly recommend you to use the Layout-menu command “Adjust object
maximum size bo current size” on all list boxes, multi boxzes, table boxes and table charts in the
document before running the page generation.

|¥ Generate page For use with QlikY client (IE plug-in objects)

I~ Generate page For use with Qlikview Java Objecks client
I~ Generate page For use with Qlikvisw AJAX Zero-Faotprint client
I Include toolbar in QlikView AJAR Zero-Fookprint clisnt

™ Genetate Preview in Glikview of AJAR ZFC page

Target Folder For pages I C:\Program FilestQlikview) webpages\Plugin Browse

Document URL | aqup: {flocalhostjPresidents. gwe

ceek | wees [ [ Emeh | | concel | Heb |

Figure 154. The Objects Client Page Generator for QlikX client.
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Target folder for pages
Specifies the folder where the generated pages will be saved. Each
page variant (for different client types) will be saved in a separate
sub-folder in the specified location. The target folder must exist for
the Finish button to be enabled.

Document URL
Specifies the target document URL on the QlikView Server where
the pages areto be run. This setting is necessary for the QlikX pages
to work properly.

Web page design with QlikX objects
This section describes the HTML code necessary to publish QlikView sheet
objects as QlikXs.

Sheet object display code
For each sheet object to be shown a chunk of code must be added.

The code should look as follows:
<OBJECT
id="Qlix1n
height="122"
width="102"
classid="CLSID:6E1BAAF6-ECB9-4505-86C1-5D04467B02CC" >
<PARAM NAME="ObjectID" VALUE="Document\LB01l">
<PARAM NAME="DocName" VALUE="qvp://extra.qlik-
tech.ideon.se/MyQvApp.qvw">
</OBJECT>
The value of the VALUE property in the first parameter isthe id of
the sheet object you want to show. The sheet object must reside on

the opening sheet of the source document.

The value of the VALUE property in the second parameter must be
acomplete qvp URL pointing at a QlikView document on a
QlikView Server.

The value of the height property isthe height in pixels of the rectan-
gle containing the sheet object in the HTML page.

The value of the width property isthe height in pixels of the rectan-
gle containing the sheet object in the HTML page.

Automation access to QlikX objects
The <head> tag of the HTML page could contain scripting code ref-
erencing a specific QlikView document, identified by its object id.
The code could look as follows:
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<head>
<script type="text/javascript">
function ClearaAll ()

Qlixl.ActiveDocument.ClearAll () ;

</script>
</head>

The Qlix1.ActiveDocument gives you an Automation handle to the
connected QlikView document.

30.5 Capabilities, differences and limitations

This section describes some of the technical differencesand limitationswith QlikX in
relation to other QlikView clients.

Sheet Objects supported
All sheet objects apart from Custom Objects are supported

QlikView entities with partial support
The following QlikView entities currently have partial support:

. Sheets (there is no direct connection available to the sheetsin the QVW doc-
ument, but it is very easy to create the same functionality using HTML
frames and tabs).

The following QlikView entities currently have no counterpart in the QlikX
environment but may appear in some form in future versions:

. Alerts
. Reports
Navigational differences

There are afew differences in the GUI facing users of QlikX compared to
users of other types of QlikView clients.

. Thereis no menu bar
. Thereis no toolbar
Print/Export

Print and export work exactly asin normal QlikView. Right-click on the
object and select Print...

278



QLIKX - PUBLISHING SEPARATE SHEET OBJECTS FROM THE QVA FOR IE

30.6 Complete sample page

Below isacomplete HTML page for displaying one list box and one chart with
QlikX. Minimum HTML formatting applied.

<html>
<head>
<title>QlixTest</title>
<meta name="vs_targetSchema"
content="http://schemas.microsoft.com/intel-
lisense/ie5">
<script type="text/javascript">
function ClearAll ()
Qlixl.ActiveDocument.ClearAll() ;
</scripts>
</head>
<body>
<OBJECT
id="Qlix1"
height="122"
width="102"

classid="CLSID:6E1BAAF6-ECB9-4505-86Cl-

5D04467B02CC" >

<PARAM NAME="ObjectID" VALUE="Document\LB01l">

<PARAM NAME="DocName"

VALUE="qvp://extra.qliktech.ideon.se/MyQvApp.qvw">
</OBJECT>

&nbsp; &nbsp; &nbsp; &nbsp; &nbsp;

<OBJECT
id="Qlix2"
height="288"
width="448"
classid="CLSID:6E1BAAF6-ECB9-4505-86Cl-
5D04467B02CC" >
<PARAM NAME="ObjectID" VALUE="Document\CHO01l">
<PARAM NAME="DocName" VALUE="qvp://extra.qlik-
tech.ideon.se/MyQvApp.qvw">

</OBJECT>

&nbsp; &nbsp; &nbsp; &nbsp; &nbsp;

<input

Clients 279



type="button"
value="ClearAll"

onclick="ClearAll ()"

id=button2
name=button2>
</body>
</html>

The result of the HTML code above can be seen below:

@QlixTest - Microsoft Internet Explorer

Ele Edt Wew Favortes Tools Help

Qe - \ﬂ @ _h /':" Search \T:L’Favur\tes & [{-}_\'v :; EAIE - 8

o

Address |] hetp:ffextra.alkkech.idson. sefalkxMyTest.htm

v B e

Links

Surm (Sales)

=]

Sum (Sales)

70
&0
50
40
a0
20
10

Mmoo m R

Store

ClearAll

&] For Help, press F1

& Internat

Figure 155. The QlikX example in Microsoft Internet Explorer.
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31 QLIKVIEW INSTALLED WINDOWS
CLIENTS

31.1 Locally installed Windows Client

With QlikView Desktop installed on your machine, you may open any application on
QlikView Server which you have access rights to.

31.2 Open in Server

Once QlikView has been installed, the end user can choose to open QlikView docu-
ments through the Open in Server command in the File menu.

@ QlikView Developer - [Start Page]
5EiT| View Settings Tools Window Help
il 1] New ColeN (| 38 | R | A | ¥ @) L
;| 5 Open... a0 b= =m o o =
‘|_‘_’;’ Open in Server,.,  Ctri+shift+0 | .
o Open URL... A—
Open ETP...
Close
Favorites 3
1 Exempeldokument. quw @ Exempeldokur
2 SystemFacit.quvw
3 D:\CentralLine...\Och.quw ' @ SystemFarcit
4 InlineFacit.quw
5 D:\CentralLline\... \Inline. qvw @ Och
Exit
InlineFacit
Resources @
@ Inline

Figure 156. The Open in Server menu item.

Clients 281



This command will provide the end user with al the possible QlikView documents
provided and which QlikView Servers are available. By clicking in the Connect to
Server dialog the application will open and the analysis session can begin.

Connect to Server

Server
qvpshefta2

4 hefia2
75 222
& 5 F5 New
7 40erg
) 4.0 swe
{53 5Demo
155 ACME
&2 Aiports
(55 Allesiekaden
(=3 Arkeologi

Name

£ 030611 EkanomiCentrum, qui
£] 199910-2.qvw

£] 1999-10-26b.qvw

2] 2000-06-0.qvw

2] 556demo.qvw

2] 556demoz.qrm

2] 42_couse3bin BVw

2] &_Presidents.qvw

7] saaqm

M, Connact

Tl Authenticstion
| @ UseNT Identity
) Anonymous

) Alemate |dentity

UserlD

|l [C] Flat Mode

Time Size
2003-06-23 10:27.54 EMB
1993-12-09 15:40:45 54 KB
20070201 18.00:36 43KB
2000-08-07 14:28.48 40KB
2002-05-14 10:08.00 29KB
2002-05-1410:10:44 29KB
19980511 10:05:50 323 KB
2003-06-24 231313 204KB
2003-06-11 14.05:33 6KB

Users || &
[t}

coooocooo

~

[_gpen | [ caneal | [

Help

)

Figure 157. The Connect to Server dialog in QlikView.

Connection pseudo-URLs
When connecting to QlikView Server from Windows clients, either viathe
Openin Server dialog or vialink files, the identity to be used is specified via
the pseudo-URL document address. The syntax is.

gvp:// [ [username] @] servername [: (port | protocol)] / I[docu-
mentname.qvw] [?paramname=paramvalue{&paramname=paramvalue}]

where

username iSaWindows user |ID

servername iS the name of a server running QlikView Server

documentname iSthe name of the QlikView document (excluding gvw

extension)

port (e.g. 4749) can be used to specify a specific port used by the server

protocol (e.g. http) can be used to specify tunneling protocol

paramname = (USERID | XUSERID | PASSWORD | XPASSWORD |
MACRO | 1IS AUTHENTICATE)

USERID denotes a section access userID in clear text. This parameter is also
utilized to passaTicket value during the Get Ticket process.
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XUSERID denotes a scrambled section access userlD

PASSWORD denotes a section access password in clear text

XPASSWORD denotes a scrambled section access password

MACRO denotes the name of amacro to be run when the document is opened
(only one macro allowed)

IIS AUTHENTICATE denotesasingle-use key (40 hex characters) for I1S
integrated authentication.

paramvalue isavalid value for each parameter.
@ without username denotes anonymous i dentity.

If user identity is omitted altogether, the logged in Windows identity is
assumed.

Examples:
qvp://www.qliktech.com/AcmeStores.qvw
qvp://@www.gliktech.com/AcmeStores.qvw
qvp://john.doe@www.qgliktech.com/AcmeStores.qgvw
qvp://www.qliktech.com:http/AcmeStores.qvw

qvp://www.qliktech.com/AcmeStores.qvw?USERID=JOHN&PASS -
WORD=ABC123

qvp://www.qliktech.com/AcmeStores.gvw?MACRO=Mymacro

TIP: Internet Explorer 7 does not support @ or : in the URL in order to pre-
vent spooling of URLS. To specify these charactersin the URL, you need to
URL-encode them.

Use %3A for: and %40 for @.
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32 THE QLIKVIEW AJAX ZERO-
FOOTPRINT CLIENT (ZFC)

32.1 General

The QlikView AJAX Zero-Footprint Client (ZFC) provides an object based client
environment built on a state-of-the-art AJAX (Asynchronous JavaScript And XML)
architecture. The QlikView AJAX ZFC requires no installation or version mainte-
nance on the client computer. Implementations may chose to custom develop their
own HTML/ASP code for display and user interaction, but most installations can
simply use QlikView Server to automatically generate HTML code as needed.
Almost al customization can be accomplished through the source QlikView docu-
ment.

TIP: The detailed documentation for defining web pages using the AJAX client is
now accessed through the QlikView Software Development Kit (SDK). SDK materi-
asare available in the installation package for QlikView Server.

w o @ Finanzcontrolling - QlikView

a 9 B o & g 8Bl %%
[welcome || How to || Dashboard || Balance Trends | [ Balance || P&L Trends || P& || Cash Flow |[ General Ledger |[ Variance || Forecast

Select Bookmark | | Select Report v

Germarny Austia  Switzerland

Financial status

Profit and Loss (in k €) (= & ¥TD, (| Budget 7O, A ¥TD Prev year)

Profitability

Since beginning of prev. year

Since beginning of +

Actual YTD .  BudgetYTD Prev. YTD
Revenue I I 21007.140 20424 460 19816.000 ROTA®
T o soe Profith
Cost of Goods Sold 8684.030 8374870 6459.590 Salest
Genrratinn %
Gross Profit 12323120 13356.410 13356.410
[T T Cash Flow (in k €)
Other Expenses 8040.790 7500.670 7500.670 e
Talonnunaill omsl I -
Prafit Before Tax 4282320 3383.510 4993.580 "
' nEe
alat..o...l... = B
= Financiz
Tax 203.430 151.190 120.230
- e - Cash
Metincome 4078.900 3232320 4873.350
T ECRSR - Liquidity
Balance sheet “n k a Since beginning of current
Since beginning of current year
0 bal Actual YTD P YTD Sparkl Current Ratio
: - Opening balance Ac Lia i re\.'; ) parkiine Stock Turn
Assets _— 19.?-1? 30737.860 1‘891"”0__C-j\lectian Days
y 201 260, — — —
Current Liabilities 9,666 18201.040 4269.010 Itensity of INvestments
Milestones and Events Responsible
Currently selected fields Milestones and Events Rezponsible Date Outside Capital
Sprache Z@EN Switch to new account numbering system UBN 5/6/2009

MNew ERP-Software End of Test-Phase 1
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IT ! Controlling

ann
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Figure 158. QlikView AJAX client
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Basic description of the QlikView AJAX ZFC

One of the main advantages of the AJAX architectureis the inherent asyn-
chronous update capability to provide quick, incremental updates to the user
interface, without requiring a browser page refresh. The QlikView AJAX
ZFC provides the environment for the QlikView Server to produce and send
Dynamic HTML (DHTML) pages and XML datato the browser running on
the client computer and also receive feedback from the user clicking in those
pages. DHTML isbasically HTML with scripting. Nothing isinstalled on
the client computer.

QlikView AJAX ZFC isbased on the component AVQ.HTC, which is part of
Winsider AB’s*Visua Value’ ™ framework. The “Visual Value”™ frame-
work is a data modeling and presentation framework that allows location
independent presentation and manipulation of data with advanced business
logic rules and constraints. QlikTech has licensed this component for use
with QlikView Server.

Requirements and Limitations

The client requires one of the following browser types:

- MS Internet Explorer version 7 or later

- Browsers based on the Mozillaengine version 1.0.6 or later (e.g. Firefox)
Different browsers may render the same page dightly differently.

Thisisaway to build web pages featuring one or more QlikView sheet
objects. The standard QlikView Sheet Tab is not supported, but separate
QlikView sheets may be emulated through the use of multiple HTML pages.
Selection state in the source QlikView document will hold throughout the
same browser session.

Almost al types of QlikView sheet objects and their functionality are sup-
ported. See the end of this chapter for details.

32.2 QlikView Page Generator for AJAX ZFC

Note

QlikView AJAX ZFC pages are automatically generated by QlikView Server
asthey are requested through the AccessPoint, so no additional maintenance
isrequired.
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If you have a QlikView Server prior to version 9 you must still generate your pages
using the Objects Client Page Generator tool in QlikView, located off the Tools
menu in QlikView Desktop versions prior to version 10.

Dbjects Client Page Generator |

This dialog helps vou generate html pages For displaving the current document on QlikVisw Server For
one ar more of the three objects based clients. & best effart will be made to replicate the appearance
of the document in the warious clients,

The generated pages will be saved in a location of your choice in separate folders for each client
type, ready For publication on vour web server. The pages can of course be edited Further at your
discretion.

Note! For best resulks we strangly recommend vyou ko use the Layout-menu command “adjust object
maxinium size ko current size” on all list boxes, multi boxes, table boxes and table charts in the
document before running the page generation.

[ Generate page for use with Qlik: client (IE plug-in ohjects)

[™ Generate page for use with Qlikiiew Java Objects client

[V Generate page For use with Qlikiiew A1A% Zero-Faokprint clisnt:

¥ Include toolbar in Qlikview AJA% Zero-Footprint client

I Generate Preview in Qlikiisw of AJAX ZFC page

Target Folder For pages I C:\Program Files\Qlikiew \Webpages\ ajaxzFC Browse |

Document LRL I qvp:/localhost Presidents. gy

= Back | [dExk = | Fimish I Cancel | Help |

Figure 159. The Objects Client Page Generator for AJAX Zero-Footprint client.

Target folder for pages
Specifies the folder where the generated pages will be saved. Each
page variant (for different client types) will be saved in a separate
sub-folder in the specified location. The target folder must exist for
the Finish button to be enabled.

Document URL
Specifies the target document URL on the QlikView Server where
the pages are to be run. This setting is necessary for the QlikX and
AJAX pagesto work properly.

Include toolbar in QlikView AJAX Zero-Footprint Client
This option is checked by default, and will include a basic naviga-
tion toolbar in the generated pages.

You can optionally choose to view a preview of the generated pages in thisinstance
of QlikView. Check the box for Generate Preview in QlikView of AJAX ZFC page.
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32.3 Collaboration - Shared Objects

All authenticated users are allowed to create and share objects through the AJAX cli-
ent. Use the Shared Objects dialog to create new objects, access object properties,
hide or show shared objects, and copy existing objects.

Use the Share option when you have created a new object to share the selected
objects with other server users.

Chart Properties [CH02]: Sum([# of Days Late]}

d*=0

B|([# of Days Late])

Properties

General
Dimensions
Expressions
Presentation
Type Change
Legend
Reference Lines
Text in Chart
Layout

Caption

Sum([# of Days Late])

Line of Business

Figure 160. QlikView AJAX client Collaboration

Click on New Sheet Object in the context menu to create a personal object.

New Sheet Object

Drag icon to sheet to create a new object

List Box
Statistics Box
Multi Box
Table Box
Input Box
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Ay
LiLE
Liiw

Button

Text Object

Line Arrow

Slider

Bookmark Object
Calendar

Search Object
Container

BEXSwEW«I

ATy
.
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[

Current Selections Box

4., Bar Chart
J Line Chart
Combo Chart
L% Radar Chart
* 9 Scatter Chart
*, Grid Chart
Pivot Table
Straight Table
Pie Chart
Funnel Chart
Block Chart
Gauge Chart
Mekko Chart

Figure 161. Create new object
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Select the object type and drag the icon to the desired location on the currently dis-
played sheet. Thiswill display the Properties dialog for the new object. Set the
desired properties and close the dialog by clicking on thered X in the upper right cor-
ner.

Multiple Property dialogs can be open at the same time, and existing properties can
be copied by dragging.

Chart Properties [CH3T]: [x]

Properties

General
Dimensions
Expressions
Presentation
Type Change
Legend
Reference Lines
Textin Chart
Layout
Caption
Sharing

Figure 162. The properties page
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Objects can be shared with other users through the Sharing dialog. Click on Sharing

in the Properties dialog to control how the object should be shared or to turn off
sharing.

Chart Properties [CH37]: [x]

Properties = Sharing

Share with Everyone

Owner |—:',‘-153—':-Z:' JAdministrator

Share Permissions IShare by usermname j
Users o
Qn\PJB [FIEAE x

Figure 163. The Sharing dialog

Objects may be shared with all users, shared with specific users, or not shared. Click

on the plus sign under Users to add specific users. Click on the X next to auser to
stop sharing with that user.

To hide an abject, right-click on the object and choose Delete. To show a hidden
object you must drag the object from the Repository. You may also copy (clone) an
object by dragging the cloneicon onto the current sheet. To copy (clone) a document
object, drag the cloneicon for the desired object onto the current sheet.
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32.4 Document Repository

The AJAX client has access to all document chart dimensions and expressions. To
access the Repository, click on the toolbar icon in the AJAX client.

oS & 'ﬁﬂl | o &  Select Bookmark ~ Select Report -
Customers @ Products @ Sales Rep @ Stock Watch Exchange Rates @

007 2008 2009 | [Q1 Q2 Q3 Q4| [Jan Feb Mar Apr May Jun  Jul Aug =

Repository [x]
Objects

Dimensions

ends Ja

Expression
Bookmarks

o
MNORDIC
UsaA

+001% [

25% 150%
2009

01%

i°i S0%
1] 1]

Figure 164. The Repository dialog

In the Repository you see all objects of the document, those that originally were part
of the document, the shared objects of other users and your own objects.
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Use this dialog to view dimensions (fields) used in the document and to drag a
dimension to another open property dialog.

Repository [x]
Objects

Dimensions

“JJ <<ProductCycle i

4.JJ B

alld

“JJ @SalesRepCustomer
alld

alld

“JJ CurrencyWeekending

m

“JJ Customer
“JJ Customer
“JJ Date

Expression
Bookmarks

Figure 165. The Document Dimensions page of the Repository dialog

Use this dialog to view expressions used in the document and drag an expression to
another open property dialog.

Repository [x]
Objects

Dimensions

Expression
1) Achieved -

“JJ Average

JJJ Avg

“JJ Budget

4] Budget EUR 2009

4] Budget EUR 2009

J.J Budget EUR Jan08 - Apr09
J.J Budget EUR Jan08 - Apr09
“JJ Close

gl crLy

I

m

Figure 166. The Document Expressions page of the Repository dialog
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32.5 Capabilities, differences and limitations

This section describes some of the technical differences and limitations with
QlikView AJAX ZFC in relation to other QlikView Server clients.

Sheet Objects supported
Virtually all sheet objects and functionality is now supported through the
AJAX client. The few minor exceptions to this are noted below.

The following types of sheet objects are not supported in the QlikView
AJAX ZFC and are very unlikely to ever be supported:

. Custom Object

QlikView entities with partial support
The following QlikView entities currently have partial support in the
QlikView AJAX ZFC environment:

. Sheets (there is no direct connection available to the sheetsin the
QVW document, but it is very easy to create the same functionality using
HTML frames and tabs). User selection state is maintained throughout a sin-
gle browser session.

Print/Export
The following general comments can be made with regard to print and
export of objects and data when using the QlikView AJAX ZFC

Functionality supported includes:

. The HTML page can be printed by using the Print command in MS
Internet Explorer. The usual rules and limitations regarding MS | E printing
apply.

. Chart images can be copied to clipboard or saved as any other
pieces of graphics on aweb page.

Note In order to copy an object you must first put your web browser in native
mode by clicking SHIFT+CTRL. You can then right-click and choose Copy
Image.

. Button-driven server-side export providing resultsin anew MS
Internet Explorer window.

Caption icons can be utilized in object captions for additional functionality.
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APIs and integration

QlikView AJAX ZFC buildson HTML. Thisimplies certain limitations with
regard to programmatic access and integration

. Automation APIs cannot be used

. No real client side APIs are available. It may be possiblein the
future to access data stored client-side in QlikView AJAX ZFC elementsvia
scripting.

Note however that

. Actions can be executed via buttons and objects

. The HTML elements of QlikView AJAX ZFC can co-exist with all

other types of web page components on acommon HTML page. That
includes other QlikView clients (e.g. QVA for |E plug-in, including QlikX
components) and all types of ActiveX controls. Interaction between
QlikView AJAX ZFC and the other components will however be limited.

Selection Parameters in the URL
It is possible to include selection parametersin the url for the Ajax ZFC.

Note that the selection parameters always clears any other selectionsin the

list box.
The following syntax rules apply:

. Separate selections are divided by “&”

. Separate selection values are divided by “,”
. White spaces matters

. Syntax is case sensitive

The following table includes alist of possible actions and url parameters.

Action

Parameter

Single selection in list box

select=L B02,Germany

Multiple selection in onelist box

select=L B02,Germany,Argentina

Multiple selection in multiple list boxes

select=L B02,Germany,Argentina,Alba
nia& select=L BO1,-Boero

Specify whether the object is a Server or
document object (document is default)

select=Server\LB02,DE4620

select=Document\L B02,Germany,Argen-
tina
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Action Parameter
Specify data source or document (only  |select=DataSourcel.Docu-
necessary if there is more than one on the|ment\L BO2,Germany,Argentina

page) select=Safpro9.Document\L B02,Ger-
many,Argentina

select=DataSourcel.L BO2,Ger-
many,Argentina

select=Safpro.L B02,Germany,Argentina
Select abookmark. NB! Must enter book-|bookmark=Document\BM 02

mark id, not name. Do the following to
obtain the correct id:

1.0pen the document in QlikView

2.In the Bookmarks menu choose
"More..."

3.Theidisin column"ID"

4.0nly document bookmark can be used.
The prefix is therefore always "Docu-
ment”. (Prefix must be entered)
Combine bookmark with selection select=L. B02,Germany& bookmark=Doc-
ument\BM 06

Change a data source document if there is|application=Films

only one data source on the page

Example of aurl:

http://AccessPointl/QvAJAXZfc/opendoc.htm?docu-
ment=Data%20Visualization.gvw&host=1localhost&select=Doc-
ument\LB02, Germany, Argentina,Albania&select=Document\LBO0
1-Boero

32.6 ASP timeouts for very large QlikView

documents

When using the QlikView AJAX ZFC with large QlikView documents, the asp code
might sometimes require that you increase the asp timeout. This can be made in two
ways, either programmatically or by customizing the I1S.
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By setting the Server.ScriptTimeout property in your code, such as.
<%Server.ScriptTimeout = 180 %>, where the numeric value is the number
of seconds that the current script will be executed.

To set the timeout in the 1S, open the IIS Management Console, open
Properties for the folder containing the asp code, go to the Directory or
Virtual Directory page (depends on what type of folder you use), pressthe
Configuration button to openthe Application Configuration dialog, go
to the Options page where you find the edit box for the ASP Script Tim-
eout.
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A THE DIRECTORY SERVICE PROVIDER

A.1 The Directory Service Provider Interface

This chapter will examine the two relevant interfaces, their methods and properties
and make notes on implementation details where due. The chapter isaimed at users
with programming experience.

The reason for developing a DSP of your own isto be able to use QlikView to dis-
tribute QlikView documents to usersin a directory service not supported per default
today.

IDirectoryServiceProvider
Thisistheinterface of the class that should plug into the framework. The
members are as follows:

LogMessage LogMessageEvent { set; get; }

Directly after construction this field will be instantiated with a del egate pro-
viding crude logging facilities.
string ProviderName { get; }

A free-form, preferably somewhat descriptive, name for the component suit-
able for the end-user.

string ProviderType { get; }

Aninstallation-unique identifier used internally by the framework and
related components. The identifiers used by the supplied providers are: AD,
NT, Local and Custom.

void SetupPath (string path, string username, string
_password) ;

Should create a node representing the corresponding directory service node
at the specified path. Upon failure, an exception should be thrown.

IList<string>GetKnownRootPaths ();

The list returned should contain one or more viable paths for the methods
above and below.

void ClearCache ();

If the implementation keeps a cache acall to this method should clear it.

string DomainName { get; }
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A “domain name” associated with the path that is set up. It is used as quali-
fier to separate nodes of different providers (for example, the shipped Active
Directory provider uses NetBIOSName as domain name).
IDictionary<string, string> GetSettings ();

The dictionary of supported settings has name of setting as key and name of
type as value.

void SetSetting (string name, string value);
The parsing responsibility is obviously set on the provider.

IList<IDSObject> Search (string [] pattern, eSearchType
_type, string otherattribute);

Search for nodes with attributes matching any of the patterns supplied. The
attributes are specified with the type parameter which can be one or more
values from the enumeration. If type is “other”, then the last parameter spec-
ifies the name of the attribute. The search type “legacyid” is used for back-
ward compatibility. Search should support patterns containing the wildcard
sign ‘*’ that matches zero or more characters of any kind.

void Dispose ();

This method will be called whenever a provider object is released.

IDSObject
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A simpleinterface for any type of node within the directory service.
string ID { get; }

Theid of the node, unique within the instantiated path and consistent over all
executions.

string DisplayName { get; }

The common name of the node in the directory service.
string AccountName { get; }

If present, thisis the account name associated with the node.
eDSObjectType ObjectType { get; }

The basic type of the object.

IList<IContainer> MemberOf ();

A list of all the groups the node is member of.

string GetCustomProperty (string name);

Any other property not natively supported by the interface. If not present
null should be returned.



string Email { get; }
The primary, if any, email-address associated with the node.

A.2 Configurable ODBC

The ODBC database has to have two table, or two views, one for entities and one for
groups.

The entity table must have the four following fields: entityid, name, descr and
email. Thefieldsname, descr and email must be strings. Entityid must bea
unique identifier (suitable for primary key).

The groups table must contain two fields: groupid and memberid. Together these
two fields create a unique identifier.
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B SNMP

QlikView Publisher now incorporates SNMP agents for all Publisher services, the
setting is, however, per default off. Thisimplementation isinitsinitial stagesand is
subject to change. At the time of writing we have enabled read from the agents. We
support the following messages. GetRequest, GetRespons and GetNextRequest

All services answer the standard SNMP queries, answer examples in parentheses:

13.6.1.2.1.1.1 sysDescr Description of service/product (sysDescr.0:Qlikview
Publisher Commandcenterservice version 8.50.600)

1.3.6.1.2.1.1.2 sysObjectID Type of unit (sysObjectlD.0:iso.org.dod.internet.pri-
vate.enterprises.qgliktech.products.publisher.Distribu-
tionservice)

1.3.6.1.2.1.1.3 sysUpTime The system uptime (sysUpTime.0:0 hours, 12 min-
utes, 15 seconds)

1.3.6.1.2.1.1.4 sysContact Possibleto setin configuration file (sysCon-
tact.0:Unspecified System contact)

1.3.6.1.2.1.1.5 sysName Possible to set in configuration file (sys-
Name.0:Unspecified name)

1.3.6.1.2.1.1.6 syslLocation Possibleto setin configuration file (sysLoca-
tion.0:Unspecified location)

1.3.6.1.2.1.1.7 sysService Constant, 72 means application server (sysSer-
vices.0:72)
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The Distribution Service can answer additional queries. These are specified in the
MIB file; see section about MIB file later in this chapter.

Each service has a configuration file, found in their subfolder in the Publisher instal-
lation folder, i.e. the configuration file for the Distribution ServiceisQlikviewdis-
tributionService.exe.config.

The SNMP settings can be adjusted in the SNMP SETTINGS part of the configura-
tion file. The SNMP has to be enabled for all services, the default is off.

EnableSNMP - Set to true to enable SNMP listener. Default value is false.

SNMPPort - Set the port you want to use for the particular Publisher service. See
default settings for each service below.

SNM PsysContact - The textual identification of the contact person for this managed
node, together with information on how to contact this person. Default valueis
Unspecified System contact.
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SNMPsysName - An administratively-assigned name for this managed node. By
convention, thisis the node's fully-qualified domain name. If the nameis unknown,
the value is the zero-length string. If left empty, it defaults to current machine name.
Default value isunspecified name.

SNMPsyslL ocation - The physical location of this node (e.g. 'telephone closet, 3rd
floor"). Default value isunspecified location.

DebugSNMP - Set to true to enable extended debuglog for SNMP listener. Default
valueis false.

The default port settings for the services are:

Management Service 4781

Directory Service Connector 4731

Distribution Service 4721 (default SNMP
port).

QlikView Server 4748

The ports are al configurable. If the services areinstalled on different computers
they can al run on the same port. The ports will change as the implementation moves
away from the experimental SNMP range and in to the range allotted QlikTech.

QlikTech hasincluded aMIB file, so al SNMP managers will be ableto interpret the
additional responses for the Distribution Service. Thefileisinstalled to
.\QlikvView\Support Tools. The Support Toolsrequreacustomizedinstall. The
MIB fileis subject to change. The Distribution Service can answer the following que-
ries, in addition to the ones previously mentioned:

1.3.6.1.4.1.30764.1.2.2.1 QDSTaskExecuteStatusTable
1.3.6.1.4.1.30764.1.2.2.1.1 |QDSTaskExecuteStatusEntry
1.3.6.1.4.1.30764.1.2.2.1.1.1 |QDSTaskID (ID-number of the task)
1.3.6.1.4.1.30764.1.2.2.1.1.2 |QDSTaskName (Name of the task)
1.3.6.1.4.1.30764.1.2.2.1.1.3 |QDSTaskExecuteStatus.(Status of the task. Possible

values are:

. Waiting

. Running

. Aborting

. Failed

. Warning
1.3.6.1.4.1.30764.1.2.2.1.1.4 |QDSTaskNextExecutionAt (When the taskwill be

executed next).
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1.3.6.1.4.1.30764.1.2.2.1.1.5 |QDSTaskLastExecutedAt (When the taskwas last
executed).

1.3.6.1.4.1.30764.1.2.2.1.1.6 |QDSTaskCurrentWork (What the task is doing now),
1.3.6.1.4.1.30764.1.2.2.1.1.7 | QDSTaskEnabled (Whether the task is enabled).

Read more about SNMP:
RFC for SNMP - http://www.ietf.org/rfc/rfcl1157.txt

Wikipedia- http://en.wikipedia.org/wiki/
Simple_Network_Management_Protocol
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C How 10 ACTIVATE SSL FOR SERVICES
IN WINDOWS

Make sure you have avalid certificate for the web site. You can use Microsoft 11S to
generate a Certificate Request (CSR) or certreq.exe (part of Administration Toolkit in
Windows Server 2003 (not covered here).

Import the certificate to the correct certificate store on the server using Management
Console and the Certificate snap-in.

Bind the certificate to SSL using httpcfg in Windows Server 2003 or netsh.exein
Windows Server 2008.

Import Certificate
Open the Management Console (MMC)by pressing Start, Run and typing
mmc.exe. Inthe MMC go to File, Add/Remove Snap-ins. Select Certifi-
cates and click Add. Make sure you select Computer Account and Local
Computer when prompted.

Browseto Certificates and then Personal. If the certificate is not present,
right-click and select All Tasks, Import...

Locate the certificate you wish to import. Make sure the Certificate storeis
set to Personal.

= Consolel - [Console Root\Certificates (Local Computer)\Personal\Certificates]

File Action Wiew Favorites Window Help
eszm0ls BE
| Console Root Issued To = | Issued By
=] __o)J Ce_rh'ﬁcahes (Local Computer) el qusxe4win2ks. companyz.local deservers
=[] Personal
Bl Certificates
_| Trusted Root Certification Authorities
_| Enterprise Trust
| Intermediate Certification Authorities
| Trusted Publishers
_| Untrusted Certificates
_| Third-Party Root Certification Authorities
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Get the Thumbprint for the Certificate
Open the Certificate snap-in in MMC and double-click on the certificate.
Copy the Thumbprint hash to notepad or similar. Remove the spacesin the
hash.

T Consolel - [Console Root\Certificates (Local Computer)Pei : ] 53]
% File  Action View Favorites Window Help | =
= [FE 4 RE = [H=

| Console Root ;I IssuedTo =~ | | Actions

L S vzt ansencioal (o

=l [ Persomal
| Certificates Certificate X

j 'El':::zi:e;i;o;:ui:rhﬁahon Authorities e loeeas ICerﬁﬁmtion = I

[ ] Intermediate Certification Autherities

|| Trusted Publishers Show: |<AJ|:> j

] Untrusted Certificates i

[ Third-Party Root Certification Authoritie Field | Value [«]

[ Trusted People @Subject Key Identifier 82197893 7 2964cide 2c...

|| Smart Card Trusted Roots Auihority Key Identifier KeylD=12 79a48549a%ab ...

[7] Trusted Devices @CR.L Distribution Points [1]CRL Distribution Point: Distr...
El GY Certificates {Local Computer) @Auﬂmrity Information Access  [1]Authority Info Access: Acc...
d =1 [ Personal | _'I_v {55 Certificate Template Name WebServer

DThumbprint algorithm shal

|Persona| store contains 1 certificate.

Thumbprint b4d7 37 ae 5cedefd4...
BFriendIy name qusxt4win2ks. companyz.local -

09 84 b4 d7 37 as 5c ed =f dd 1la 7= 11 Oa
95 82 83 01 f= 44

EditProperties...l Copy to File... |

Learn more about certificate details

[ 1]

I8 untitied - Notepad =10 x|
File Edit Format View Help
0984b4d737ae5cedefd41a7e110a95828301Fedd ;l

1 | H
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Generate a GUID
Download cuidgen. exe from Microsoft to generate a unique GUID. Copy
the GUID to Notepad. exe.

Create GUID o ] |
Chooze the degired format below, then select "Copy' to Copy |
copy the results ta the clipboard [the results can then be
pazted into your zource code). Chooze "Exit" vwihen New GUID
done.

— GUID Format Exit |

1, IMPLEMEMT_OLECREATE]...]
" 2 DEFINE_GUID...)
3, static const stuct GUID = { .. }

% 4 Registy Format [ie. {usmsmss-sems . wxex }]

 Result
{92AF463R-77F7-4fd7-949C-AB 3D B0 9577}
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Bind to SSL in Windows Server 2003
Use httpcfg to add the certificate in the SSL store (httpecfg can be found
in the Support Tools for Windows 2003). Make sure you do not already have
the certificate in the SSL store. If you do, you can skip this part.

The syntax for adding a certificate using httpcfg is:
Httpcfg set ssl /i ipnumber:port /h hash /g GUID
where

ipnumber:port the ipnumber of QlikViewWebServer and port used for SSL
(443)

hash the Thumbprint hash of the certificate.

GUID the generated GUID in the form { XxXxxXxxxx-xxxx-....}". The GUID
must be enclosed by curly brackets.

To verify the registration of the certificate, use httpcfg query ssl. The
result will look something like:

Ip : 10.1.2.5:443
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Hash
Guid

: 7091684c6bafl2306788bca24f5ca3df4d63937a
: {c52£8795-6047-43f4-94da-4£fe84df7517c}

CertStoreName : (null)
CertCheckMode : 0

RevocationFreshnessTime : 0

UrlRetrievalTimeout : 0
SslCtlIdentifier : (null)
SslCtlStoreName : (null)

Flags

: 0

Read more on http://technet2.microsoft.com/windowsserver/en/library/
e17527d2-105a-451f-8e3f-d515479527011033.mspx ?mfr=true

Bind to SSL in Windows Server 2008

On Windows 2008 you use the netsh command shell:

netsh http add sslcert ipport=0.0.0.0:443 certhash=hash
appid=GUID

where
ipport istheipnumber of QlikView Web Server and port used for SSL (443).
certhash isthe thumbprint hash of the certificate.

appid isthe generated GUID in the form { XXXXXXXX-xxxx-....}". The GUID
must be enclosed by curly brackets.

To verify the registration of the certificate, use netsh http show
sslcert.

Addintional changes for the QlikView Web Server
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Make changesto config.xml for QlikView Web Server to add the full
URL used for SSL. The default location for the config.xml fileis
C:\Program Files\QlikView\Server\QvWebServer. Notethat the
URL must match the URL for which the certificate is valid.

<Url>https://QVS.companyx.local:443/</Url>

Make sure no other services are using the port specified for SSL (for exam-

plearunning I1S) and restart the service. If it failsto start, it’s either because
aservice is aready running on the specified port, or errors exist in the con-
fig.xml.



D GLOSSARY

AccessPoint A web portal that lists the User Documents hosted by the
QlikView Server.

Attribute Meta data attributes set on User Documents, but saved in the
meta data of the Server, not in the document.

Category Bundles User Documents in containers to make categorization
easier for the end-user. They are only visible to the end-user on
an AccessPoint.

Data reduction Only selected data and associated fields make up a User Docu-

ment that has been reduced.

Distribution task

Produces a User Document based on a Source Document

Preload L oad the document into the server’'s RAM for faster access.
Reload task Reloads and refreshes the datain a Source Documen.
Repository The database that contains all QlikView Publisher data. It can
either be an XML repository or aMicrosoft SQL database.
Source document | QlikView documents that contain data that is to be made acces-
sible to end-usersin the form of Distributed documents
Trigger Thisiswhat sets of aQlikView Publisher task. A trigger can be

set on aschedule, it can be an external event etc. A taska can
have multiple triggers, making it possible to set up aworkflow
of tasks.

User document

QlikView documents that are distributed to users, either
through QlikView Server or QlikView Publisher.
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E

DEPLOYING MSI PACKAGES WITH
GROUP POLICIES

General

A common issue today is how to deploy applicationsin a network environ-
ment where the users have limited rights and how to deploy applicationsto a
specific group of users. This document will shortly describe how to deploy
Microsoft's Windows Installer (.msi) packages with group policiesin an
Active Directory environment.

Note

Deploying software with group policiesis only supported by workstations
running Windows XP Professional, Windows Vista or 2003 or 2008 Server.

Deploying the MSI Package

The QlikView .msi packages also require version 2.0 or higher of the Win-
dows Installer service to be installed on the destination workstations.

When you have obtained your .msi fileit must be placed in afolder shared
on the network. Make sure that al users and/or computersthat will install the
application have read access to that folder. When the package is made acces-
sible to these users and/or computers you are ready to create the Group pol-
icy object that will advertise the installation package. See section 1.3 for
further information about advertising.
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The package can be advertised for each user or each computer. Use the “User
Configuration/Software Settings’ container to advertise per user. Use the
“Computer Configuration/Software Settings’ container to advertiseit per
computer. Both containers are located in the Group Policy Object editor.

If the package is advertised per user, you can either assign or publish it. A
package that is advertised per computer can only be published.
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To publish a package per user meansthat it is listed (advertised) in the “ Add
programs from your network”-list in the “* Add/Remove programs’ dialog,
see figure bel ow.

Console  Window  Help
Ackion  Wiew |J a = | |
Tree I |—|

Active Directory Users and Computers [hera.glikkech
@ glikkech, com

-.? Active Directory Users and Computers

T ==

Each user must then click the Add button to compl ete the installation.

To publish a package per computer means that the package isinstalled and
accessible for all userson that computer the next time the computer is
rebooted.

An advertised package that is assigned is also listed in the “ Add programs
from your network” list and can be added from there. This option a so offers
afew more ways to activate the installation package:

. Shortcuts, if the installation package adds any shortcuts, to desktop and/or
start menu, these are added and the install ation package can be executed by
clicking on any of these.

. File association, the installation program is executed when the user triesto
open afilethat is associated with the advertised application.

. There are afew more waysto execute theinstallation when it is advertised as
assigned but they are not applicable to any QlikView installations and there-
fore fall out of the scope for this documentation.

Note  Executing the installation from shortcuts or via afile association is not
applicable to the “QlikView Analyzer for Internet Explorer”-installation
package, sinceis doesn’'t add any shortcuts or file associations. Therefore it
is not recommended to advertise QlikView installation packages with the
assign option.

Advertising
To advertise means that the administrator gives the installation package per-

mission to execute on an account with locked down permissions.
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When the package is advertised, there are so called “entry points’ loaded
onto the destination system. Entry points are typically shortcuts, file associa-
tions, listing in the Add/Remove programs dial og etc.

Step-by-step guide
This section provides a brief step-by-step guide for creating a group policy
for the advertising of QlikView Internet Explorer plug-in.msi package on a
number of machinesin the Active Directory.

For more details on creating group policies we refer to the wealth of pub-
lished literature in thisfield.

Permissions for QvPlugin 2|

Share Permissions |

Group or user names:

i

1Y)
1Y)
Add Remove I-I-I
Permissions for Everyone Alow Deny Z
Full Contral [m] [m] g
Change m] a ><

Read a

akK I Cancel | Apply |

1 Browse to the folder containing the .msi package. Share the folder
to the network users with permission to install the package.

@ Console  Window  Help

5 Active Directory Users and Computers

Ackion  Wiew |J a = | |
Treel |—|

Active Directory Users and Computers [hera.glikkech
@ glikkech, com

T ==
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2 Open Active Directory Users and Computers and highlight the
Organizational Unit (OU) where you want to deploy the package.

ctive Directory Users and Computers
| & Console  Window p
|

&l

“ Ackion  Yiew “ L= -b|

Tree I

@ Active Directory Users and Computers [hera, glikkech
£
Delegate Control...
Find...
Connect ko Domain. ..
Connect ko Domain Controller. ..
Operations Masters...

[ew »
Al Tasks 3

View »
Mew Window from Here

Refresh
Expart List

Tt e et e G G G Gt e £ G £ G e 1 1 G i |

3 Right-click and choose Properties.

qgliktech.com Properties [ 2] x]

General | Managed By | Object | Securiy  Groun Poiicy |

g Current Graup Palicy Object Links for gliktech

Group Policy Object Links | No Dveride | Disabled |

fal ]

Group Policy Objects higher in the list have the highest priority.
This list obtained from: hera.gliktech.cam

[ O = |

Options. .. | Delete... I FProperties | Doy |

™ Block Policy inheritarce

oK | canca | aan |
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4 Go to the Group Policy tab, click New and give it an appropriate

name.

qgliktech.com Properties HE

Ganerall Managed Byl Dhiactl Securty  Group Policy I

& Cunent Group Policy Object Links for giktech

| Group Policy Object Links Mo Override | Disabled

ﬁi Defaul Dommain Policy

EF [Qikview phugin irstal

Group Policy Objects higher in the list have the highest prionity.
This list obtained from: hera.gliktech.com

Hew agd. | Ea | Up

Options... | Delete. I PBropetties I [rown

™ Block Policy inheritance

Close I Carice! | Spply

5 Highlight the new group policy object and press Edit.

J Action Wiew |J & o=

Tree I Marme

| \ersi

@ Glikview plugin install [hera. glikkech
Computer Configuration

[ Software Settings

=) Nare ins

[ windows Sektings
L] Administrative Templates
=] ﬁ User Configuration

2] software Settings

[ Windaows Settings

2 Administrative Templates
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6 Expand to Computer Configuration/Software Settings or User
Configuration/Software Settings depending on how you want to
deploy the package. We select Computer Configuration and then
highlight Software installation.

¥ Group Policy

J Action  Wiew “ (] -’|| ||§

Tree I Mame Versi

@ Qlikview plugin install [hera, glikkech
E\@ Computer Configuration
Software Settings

windows Settir
¢ -2 Administrative
=] & User Configuratian

D Software Settil Refresh

-] windows Settin Expert List...

D Administrative ———————————

Wit 3

Properties
Help
7 Right-click Software installation and choose New -> Package. A
pop-up window is shown asking where to locate the installation
package.
apen HE

Look i [ 3 piugin - «®mckE-

File hame: Iva\_setup (%] j Open I
| Cancel

Files of type: |W\ndows Installer packages [*.msi]
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8 Find the installation package, select it and press Open (in this case
QvPluginSetup.msi).

Deploy Software EHE
Select deployment method:
€ Publshed
& Bssined
 Advanced published or assigned

Select thiz option to Aszign the application without modifications.

Cancel

9 Select the deployment method Assigned and press the OK button.
Since we selected to apply the installation to the Computer config-
uration in item #6, it isonly possible to use the Assigned deploy-
ment method, see section 1.2 for further information.

J Action  Yiew |J<2=' "|||@

Tree I

Name

| Vers... | Deployrment st. .. | Auto-install | Upgrade Type |
E Qlikview plugin install [hera. qlikkech ﬂ Qlik¥iew Analyzer Far Inkernet Explorer 6.0 Assigned Yes
E@ Computer Configuration
=[] Software Sattings

g Software installation
(2 Windows Settings
D Admiristrative Templates
- User Configuration

[#-{C] Software Settings
F-[20 Windows Settings

(-] Administrative Templates

Required

10 The deployment ruleis now ready for use. All the machinesin this
Operational Unit (OU) get this deployment automatically. What
actually happensisthat when acomputer isrebooted theinstallation
program is executed so that any user who logs on to a computer in
that OU, will be able to run the installed program. The rule can be
applied to many different OU'’s.
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