Integrating Qlikview in Java based web
applications

To integrate qlikview files in third party applications we need a glikview webserver which hosts the
glikview files.

Steps to install qlikview Server
Create an windows account with admin privileges and use this account while installing glikview
server. Post installation start all glikview services.

Download latest/required glikview sever from http://app.demo.qlikview.com and install glikview
server by following below steps

i QlikView Server x86 - InstallShield Wizard

Welcome to the InstallShield Wizard for
QlikView Server x86 11.0.11149.0

The Installshield (R Wizard will install QlikYiew Server =86 on
woLr computer, To continue, click Mext,

WARMIMNG: This program is protected by copsyright law and
international treaties.

< Back Mext = Cancel



http://app.demo.qlikview.com/

Please select your country in the next step

iz QlikView Server x86 - InstallShield Wizard

Region

Select the region you want to use @

|zermaryy Al
Treland

Ttaly

Japan
Lizembourg
Metherlands
Mewy Zealand
Moray
Portigal

Spain

Swaden
Switzerland
United Kingdaom
Lnited States

iw QlikView Server x86 - InstallShield Wizard

License Agreement

Flease read the following license agreement carefully. @

PERMISSION TO DOWMNLOAD, INSTALL AND LUSE THE SOFTWARE 1S CONDITICONAL UPON YOU, THE
EMD LUSER OF THE SOFTWARE ("EMD LISER", AGREEING TO THIS END LUSER LICEMSE
AGREEMENT {"EULAY WHICH 15 BETWEEMN THE GLIKTECH EMTITY THAT ISSUED THE LICENSE KEY
AS IDENTIFIED IM TABLE 1 TO THIS EULA {"QLIKTECH") AMD END USER. THIS EULA SHALL GOWERM
EMD USER'S USE OF THE QLIEVIEW SOFTWARE AMD DOCUMENTATION. END LISER SHALL BE
REQUIRED TO AGREE TO THE EULA APPLICABLE TO EACH UPDATE TO THE SOFTWARE THAT EMND
LISER DOWMNLOADS., CAPITALIZED TERMS MOT OTHERWISE DEFIMED HEREIM ARE DEFIMED IM
SECTION 11.1.

b
IMIOT Al 1 A TIAR T S D SE T O T a O Fou CR S LI Al L e kAT T A TRk e e o e T e

&1 accept the terms in the license agreement

(O 1 do not accept the terms in the license agreement

For your reference only, ranslations of the ELILA can be found here.
o A, glikovien . com fusfinfofsoftware-aula

< Back H Mext = ] ’ Cancel

Enter user name and Organization Name



i QlikView Server x86 - InstallShield Wizard

Customer Information

Please enter your information.

Liser Mame:

Qrganizaton.

< Back H Mext =

| |

Cancel ]

i? Qlikv¥iew Server x86 - InstallShield Wizard

Drestination Folder

e Install QlikWiew Serwver =86 bo!
-J CWErogram FlleshQlikvisw?,

Click Mext to install to this folder, or click Change to install to a different folder. @

« Back ]| [ext >

1

Cancel

i# QlikView Server x86 - InstallShield Wizard

Profile

Select the region yol want to use

@ FuUll Instalation, Single machine with QlikWiew Webserver

O Custom instalation, select profiles

Profiles

J {

Cancel




i QlikView Server x86 - InstallShield Wizard

Logon Information

Specify a user name and password @

Specify the user name and password of the user account that wil logon to use this application,
The user account must be in the form DOMAINYUsername,

11 want to specify the account to be used for the services later.

Lser name:
‘3 .- Browse, .,
Password:

< Back “ Mext = I l Zancel

Enter the windows admin user credentials (which was created earlear)




iw QlikView Server x86 - InstallShield Wizard

Ready to Install the Program {
The wizard is ready to begin installation. @

Click Install to begin the installation,

If wou want to review or change ary of your installaton settngs, click Back. Click Cancel
to exit the wizard.

< Back ][ Install | [ Cancel

iw QlikView Server x86 - InstallShield Wizard

InstallShield Wizard Completed

The Installshield Wizard has successfully installed ClikWiew
Server x86. Click Finish to exit the wizard.

In order to ensure the functionality of the software, a
restart of the computer is necessary.

< Back Einish Cancel




open services.msc and start all glikview services as shown below.

Eile  Action Wiew Help

@ EBB 2E

% ] Services (Local)

QlikView Directory Service Name Description Status Startup Type Log On As C |
Connector MySOL Started Automatic Local Syst...
et Logon Supports p...  Started Automatic Local Syst...
Start the service whet. Top Port Sh Prowides a Disabled Local Serw.
whethviecting Rerm... Enables an... Marual Local Syst.
whetwork sccess ... Allows win, Marual Local Syst.
Description: sMetwork Connec... Manages 0. Started Manual Local Syst..

Keeps track of all the users fyMetwork DDE Provides n. Disabled Local Syst...
through the selected Directory WyMNetwork DOE DS... Manages D. Disabled Local Syst...
Services. WiMetwork Locatio... Callects an... Started  Manual Local Syst..,
sMetwork Provisi..,  Manages X Marual Local Syst...
WMT LM Security ... Provides s. Manual Local Syst...
i OCS INVENMTO! OCS Invent... Started Automatic Local Syst...
WPerformance Lo...  Collects pe... Manual Metwork S...
Plug and Play Enshles a ... Started Automatic Local Syst...
WPortable Media .. Refrieves t.. Manual Local Syst..
4 Print Spooler Loads files ... Started Automatic Local Syst..
WProtected Storage  Provides pr...  Started Automatic Local Syst...

B O T N N W RN W

3 CQlikview Distri The servic. Automatic Adice

it Qlikiew Manag... Hosts the ... Automatic Adice

it Qlikview Server  Hosts the ... Automatic Adice

it Qlikview Webse,., The web s.., Automatic Adice

(05 RSVP Provides n. Marual Local Syst...
mRemote Access ... Creates a ... Manual Local Syst...
mRemote Access ... Createsa ... Started Manual Local Syst...
inRemote Deskiop... Manages a. Manual Local Syst...
mRemote Procedu... Provides th..,  Started Automatic MNetwork S...
mRemote Procedu... Manages t. Manual MNetwork S...
mRemote Registry  Ensblesre...  Started Aubomatic Local Serv...
W Removable Stor... Manual Local Syst...
WmRouting and Re...  Offers rout... Disabled Local Syst...
wSecondary Logon Ensbles st Started ALtmatic Local Syst...
WSeCLrity Accoun... Stores sec..  Started  Automatic Local Syst...
it Security Center Manitors s... Automatic Local Syst... D |
WServer Supports fi...  Started Automatic Local Syst...
wShell Hardware .. Provides n..  Started Automatic Local Syst...
wSkype C2C Servi... Skype Click... Started Automatic Local Syst...
# Skype Updater Enables th... Automatic Local Syst...
wSmart Card Manages a... Marual Local Serv...
#SOL Server (MS... Provides sh.. Started Automatic Metwaork S...
WSOL Server Acti.. Enables inf. Disabled Metwaork S...
#SOL Server Bro...  Provides 5. Started Automatic Metwaork S...
WSOl Server YSS... Provides th...  Started Automatic Local Syst.
$SSOP Discovery ... Enables dis... Started Automatic Local Serv.
wSymantec Endp...  Provides m... Disablad Local Syst...

%

|~
~

R/ \Extended Standard

Applying Qlikview sever Licence

Now open glikview management console and navigate to system > Licences > Qlikview server and
apply qlikview server licence.

Ry HPnkmark iR
o Managemant Conala
localhost:7 B0/ame Licenses, b akrnamves of postvessage 0| & A # -
(2] Most Visited (5| QlkCommunity : All Co... £} Artfactory & Hudson £ Jerkins | stars (| From Internet Explorer
e e T
setun Aboue e
e s Qicviow Server Lisonce | Client Hesass Licansas {CALS)
Gl pusisher uswariznein
ShEe Ssat b T
Serial e il
Cantral ]

Paste the cankerks of the LCT" file hers (optional);

Owner Information

e —
Organization: -1

pdat o v ApDly License




Creating a mount folder

QlikView Management Console - Mozilla Firefox

Edit Help

| @ qliview management consale

Bookmarks  Tools

[+]

Elle View  History

€ @ locahost:4750/qme /SystemSetup. htm#

|| - alernatives of postiessage

rtifactory & Hudson & Jerkins |

(2] Most Visited (5] QlikCarmmunity @ All Co... [

stars || Fram Internet Explorer

Status Documents Users: System
Licenses  About Help
51 (@) Management Service General  Folders | Documents  Performance  Logging  Security  Alerts  Login
= [ Qiikview Servers
& Qus@abhishekn Document Folders
& (2 Directory Service Comectors T
8 [y Qiikiiew web Servers =
23 Mail Server [cADocuments and Settings|All Usersyapplcation D. ocuments ] =4
Mounted Folders o
Hame path Browsable
e [NvEstc=E e =] *
System Folders
Alternate Extensions Path
[ ] B
Atternate Temporary Files Folder Path
] =}

Seting the authorization mode to DMS

Navigate to security tab and set authorization to DMS authentication mode.

Qlik¥iew Management Console - Mozilla Firefox

Tonls

Ll

Bookmarks

Eile Edit Wiew History Help

| @ qlikview Management Consale

€ | @ localhost:4780/qmc/SystemSetup. htm#

< || - slematives of postiessage

[ Most Visited (5 QlikkCommunity : All Co... [} Artifactary g Hudson 3 Jenkins |

Stetus Documerts Users System

= () Management Service
= [ Qlikview Servers

About

General  Folders  Documents  Performance
Authentication

6 [ Directory Service Connectors
B [ QlikView Wb Servers

(21 Mail Server

Clients.

O always anorymaus
@ Allow anonymous
2 prohibit anonymous

Authorization
) MTFS authorization (windows controls file access)
(@ DMS autharization (Qliview controls e access)

Miscellaneous
[ allow dynamic daka update

Allow unsafe macro execution on server

Enable server push aver HTTP tunnels

Allow Extensions

stars || From Internet Explarer

Help

Logging  Security  Alerts  Login

Anonymous Account

@ on domain
© on lacal cormputer

Allows macro execution on server

Allows admin using name and passward

Compress netwaork traffic

Alternate build number: |

Albernate document root: |




Authorizing users to access documents
This should be done at document level as shown below. Navigate to Documents Tab and click on

9 QlikView Management Conscle - Mozilla Firefox
File Edit View History Bookmarks Took Help

< | |- alernatives of postMessage | & @ & -

stars || From Internet Explarer

. .INDDEEENENNNNSDDENNDEE DD

appropriate document and Give permision to all users as you application is already autthehorizing the
users

Steps to configure web ticketing

Open Application Data hidden folder and in that open Qlik Tech\WebServer in that config.xml and
configure trusted IPs. These trusted IP’s are IP addresses of the client who are accessing the glikview
files and also include sever IP address if you want to test web ticketing in that machine as shown
below.

<GetWebTicket url="/QvAjaxZfc/GetWebTicket.aspx">
<TrustedIP>127.0.0.1</TrustedIP>
<TrustedIP>10.113.57.100</ TrustedIP>

</ GetWebTicket>

Program to Generate web Ticket

import java.io.OutputStreamWriter;

import java.net.HttpURLConnection;

import java.net.URL;

import javax.xml.parsers.DocumentBuilder;

import javax.xml.parsers.DocumentBuilderFactory;
import org.w3c.dom.Document;



public class TestWebTicket {
public static void main(String[] args) {
try
{
//this URL is glikview accesspoint url after you open a
specific document
String serverURL="http://10.113.59.101/QvAJAXZfc/opendoc.htm?
document=Mount/CFO.qvw";
URL glikViewUrl = new URL( serverURL.substring( O,
serverURL.indexOf ( "/QVvAJAXZfc/" ) ) + "/QVAJAXZfc/GetWebTicket.aspx" );
System.out.println ("DICE Web Ticket URL: " + glikViewUrl);
HttpURLConnection glikViewUrlConn = (HttpURLConnection)
glikViewUrl.openConnection () ;
glikViewUrlConn.setRequestMethod ( "POST" );
//Logged in User name
String diceUserId = "test";
glikViewUrlConn.setDoOutput ( true );
glikViewUrlConn.setUseCaches ( false );

glikViewUrlConn.setRequestProperty( "Content-Type", "text/xml;
charset=utf-8" );
String data = "<Global method=\"GetWebTicket\"><UserId>" +

diceUserId + "</UserId></Global>" ;
glikViewUrlConn.setRequestProperty ("Content-length",
data.length()+"");
System.out.println ("DICE Web Ticket URL is requested for the
user id: " + diceUserId);
OutputStreamWriter wr = new
OutputStreamWriter ( glikViewUrlConn.getOutputStream() );
wr.write( data );
wr.flush ()
DocumentBuilder documentBuilder =
DocumentBuilderFactory.newInstance () .newDocumentBuilder () ;
Document document =
documentBuilder.parse( glikViewUrlConn.getInputStream() );
String ticket = null;

if ( document.getDocumentElement () .getFirstChild () != null &s&
document.getDocumentElement () .getFirstChild() .getFirstChild () != null )
ticket =

document.getDocumentElement () .getFirstChild () .getFirstChild () .getNodeValue (
) ;

System.out.println ("The Web Ticket received for the user - '" +
diceUserId + "' is : " + ticket);

String url = serverURL.substring( O,
serverURL.indexOf ( "/QVAJAXZfc/" ) ) + "/QvAJAXZfc/Authenticate.aspx?

type=html&webticket=" +
ticket + "&try=" + serverURL;
System.out.println (url);
}
catch ( Exception e )
{

throw new RuntimeException( e );



}

Please find the above java program. In this program we are passing the logged in username to get the
web ticket. Update the glikview server URL that is nothing but the complete path of a document
opened in glikview access point.

Place this URL in an iframe to integrate in to your application.

In case of GXT we have coded as below

private Element iFrameDiceDashboard;
iFrameDiceDashboard = DOM.createIFrame() ;
iframeNameDD = "diceView" + new Date().getTime ()

iFrameDiceDashboard.setId( iframeNameDD ) ;

iFrameDiceDashboard.setAttribute( "name", iframeNameDD ) ;
iFrameDiceDashboard.setAttribute ( "frameborder", "0" );
iFrameDiceDashboard.setAttribute( "src", dashBoardUrl );

iFrameDiceDashboard.setAttribute ( "width", "100%"™ );

iFrameDiceDashboard.setAttribute ( "height", "100%" );

Configuring trusted IP in the browser.
In the clients browser configure the qlikview server IP address as trusted IP address otherwise you
will get a popup asking username and password.

Steps to configure trusted IP

In case of FireFox
Type about:config in the address bar and modify network.automatic-ntlm-auth.trusted-uris and
add qlikview sevrer ip addressas shown below




In Case of internet Explorer
Open IE and press Alt+T and go to Internet Options > Security > trusted Sites > Sites and add
qlikview sevrer URL. Uncheck required server authentication (https) as shown below

Trusted sites f§|

You can add and remove websites From this zone, All websites in
ey this zone will use the zone's security settings.,

Add this website to the zone:
Websites:

httpeff10,113,.59,101 Remove
http:/f10.113.59.3 =

htkp: fflocalhost
https:/f10,113,57.100

[CIrequire server verification (https:) For all sikes in this zone

Close

Then click on custom level and go to user authentication and select automatic logon with current user
name and password as shown below

Security Settings - Trusted Sites Zone

Setkings

() Disable
{(*) Enable

= Enable %35 filker
() Disable
(*) Enable

=0 acripting of Java applets
() Disable
(*) Enable
{:} Prompk

3\!‘ ser Authentication

E_!‘ Logan
) anonymous logon
) Aukomatic logon only in Intranet zone
(¥} Automatic logon with current user name and password
) Prompt For user name and password

(%

[

< | >

*Takes effect after vou restart Internet Explorer

Reset custom settings

Reset to: |Medium {default) V| [ Resst... ]

[ Ok, ] [ Cancel ]




Issues faced

Webticket is null

When we forget to include the IP address of the client in trusted IP’s of config.xml then we
get null as returned value instead of webticket refer steps to configure web ticketing .

Popup asking user credentials in Browser

We forgot to configure glikview server ip address as trusted IP in clients browser , refer setps
to configure trusted ip

Failed to open document

When we forget to give permission to all users at document level in glikview management
console we will face this issue.

File not found

The required document that user is asking for is not there in mount folder of qlikview server.

Unable to start glikview services

There are two possibilities

a) The user under which glikview services are running is no longer administrator of the
system

b) The user under which qlikview services are running has changed his system password. In
this case go to services and select the service and right click and open properties and go to log
on tab and change the user password and apply. Now you can start the services
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